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Abstract of the contribution: This P-CR proposes to enhance solution #14 to satisfy the required functionality of key issue #9.  
1 Discussion
1.1 Enhancement of Solution #14
According to the TR 23.865 key issue 9, investigation is needed to decide if the WLAN selection function should be enhanced to enable UE to select a WLAN that can provide home routed services via S2a interface, and further to select a WLAN that can provide both local break out services and home routed services via S2a interface.
Based on the above description, it includes two aspects of requirements. 1) The UE should distinguish the WLAN access network between the trusted and untrusted ones.  2) The UE should decide if the trusted WLAN supports home routed and/or local break out services. 
· Key issue 1: Distinguish between the trusted and untrusted WLAN AN
In the non roaming scenario, the home operator knows exactly which WLAN access network is trusted or not, so the H-ANDSF could provide realms and/or SSIDs corresponding to WLANs that have S2a connectivity, which is defined in the current solution #14. 

But for the roaming scenario, as the existing solution#14 requires a WLAN should be configured with one set of Realms/SSIDs per PLMN it has S2a connectivity for, it is difficult to be ensured in the roaming case as different PLMN may have different deployment conditions. Additionally, with the current solution #14, it needs the VPLMN to notify its trusted realms and/or SSIDs to the HPLMN, which means the exposure of VPLMN’s network deployment to the HPLMN. Especially, when there is a change in VPLMN’s network, such as upgrade of untrusted WLAN to trusted one, it should also simultaneously update the H-ANDSF policy. This is not a high efficiency way to do that. So in this paper it is proposed to enhance the solution #14 for the roaming case.  
According to the 3GPP TS 33.402 and TS 29.273, if a WLAN can be used as the Trusted WLAN by the UE, it should firstly be treated as Trusted WLAN from the VPLMN's point of view. This could be implemented by the extension of VANDSF rules in which a Trust Relationship Indicator is added to the WLANSP.  Secondly, as the trusted or untrusted final decision is made by the HPLMN, the HANDSF should also provide corresponding rules on whether the VPLMN’s conditions for an access network to be trusted are met or not, such as adding a new list of PLMNs in which WLAN supports S2a connectivity, or by extending the existing list of Preferred Service Providers List with an indication on whether the WLAN support S2a with the Service Provider PLMN. If both of the conditions are satisfied, the trusted WLAN access network provided by the V-ANDSF policy can be trusted by the UE. 
· Key issue 2: Home routed and/or local break out

The operator’s deployment condition decides if the WLAN AN supports home routed and/or local break out services. As home routed services should always be supported by the VPLMN, all the WLAN access networks provided by the V-ANDSF policy shall support home routed services. 
Additionally, if all the WLAN access networks provided by the V-ANDSF policy can also support local break out service together, the UE can obtain the WLAN supporting both home routed and local break out services via S2a interface. If not, an indication may be needed to indicate which access network cannot support local break out services. But as the UE still cannot know if the local break out services is allowed or not by its user subscription data, H-ANDSF policy should also provide supporting local break out service indication to the UE. 
Conclusion: In the roaming case, except the H-ANDSF should provide the trusted PLMN ID to the UE, a new indication is also needed for the V-ANDSF policy to indicate which WLAN access network supports S2a connectivity from VPLMN’s point of view.  
The trusted WLAN provide by the V-ANDSF shall support both of the home routed and local breakout service which is achieved by the pre-configuration of V-ANDSF policy.  
1.2 Proposed solution: 

Comparing the existing solutions (#14, #15 and #16), the solution #15 needs to change the coding of Realm in order for the UE to recognize whether S2a connectivity is supported by the WLAN or not. It is a heavy work to update all the Realm information for every related WLAN. And for solution #16, it needs the enhancement of ANQP mechanism which is out of the scope of 3GPP. Moreover, other defects are as follows: 
· ANQP is not reliable and not secured, while ANDSF policy is more reliable. 
· ANQP 3G info is not response to particular query, so the PLMN list may not be the full list which the WLAN support, but selected by VPLMN/V-ANQP server. So some UE’s HPLMN which the WLAN support but not listed in the ANQP response. 
· Although the change is not change ANQP structure, but WFA need to be informed for potential certification impact. So this bring 3GPP further rely on WFA. 

Conclusion: Based on the above analysis, we proposed to select the enhanced solution #14 as the final solution for the discovery of trusted WLAN access network. 
Proposal
· Add new indication to HANDSF policy to indicate which VPLMN can be trusted or not. 

· Add new indication to the VANDSF policy to indicate which WLAN access network is trusted or not.
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