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Abstract of the contribution: the discussion paper analyses the use cases related to the WBA LS in S2-133156 and proposes answers for a related LS response.
Discussion 
Use of 3GPP and non-3GPP Subscriptions

3GPP relies on the use of 3GPP MCC and MNC attributes to identify a 3GPP network, and to allow the SIM-based device to authenticate using an Extensible Authentication Protocol (EAP) method and Network Access Identifier (NAI) built from the MCC and MNC. 
In the EPC architecture and SA2 mechanisms for the UE authentication over WLAN and for WLAN network selection solutions being defined in Rel.12 and standardized in previous releases, a 3GPP UE accessing Wi-Fi uses only one 3GPP subscription and that other non-3GPP subscriptions are considered out of scope for network selection and authentication mechanisms defined in 3GPP.

Several use cases can be considered:
Use case #1: All of the roaming partners of the MNO are accessible to the MVNO.
Use case #1 does not generate any issues.
Use case #2: None of the roaming partners of the MNO are accessible to the MVNO.
With current mechanisms and roaming models,  the MVNO roaming user’s attempt to connect to the MNO’s roaming partner cannot be considered as incorrect since the MVNO that shares the same MCC and MNC with the MNO automatically obtains the same roaming rights in the SP network as  MNO roaming users. Therefore, a MVNO user’s UE connecting to a Hotspot 2.0 Release 1 and 2 access point of a SP that is a roaming partner of the MNO will correctly identify such hotspot as a roaming partner. In other words, the access point will not be able to distinguish an MVNO user from an MNO user that share the same MCC and MNC and therefore should allow the authentication to proceed.
If such use case needs to be implemented for an MVNO, the solution needs to be found in terms of roaming agreements between the MNO, the MVNO and other service providers, and/or in the handling of differentiation between the MVNO and MNO subscribers at the level of user database and authentication infrastructure (e.g. AAA server, HSS) and should not require any modifications to 3GPP mechanisms. 

Specifically, impacts on the UE in order to accomodate this use case shall be avoided and  the UE should not be required to know whether the 3GPP subscription is with an MNO or an MVNO.
Use case #3: Some of the roaming partners of the MNO are not accessible to the MVNO
In this use case:

· The MVNO may not be able to prevent the UE’s connection manager default use of the SIM with the corresponding issues highlighted in Use Case #2 above.  
· Hotspot 2.0 Release 2 Specification provides support for multiple prioritized credentials provisioning, in case the MVNO want to setup independent roaming agreements, with the MNO roaming partners to which it doesn’t have access.
Use case #4: The MVNO can access all of the MNO’s roaming partners and in addition can have its own roaming partners
A solution where the 3GPP stack of the device is required to use the actual 3GPP MVNO subscription when roaming to a first set of SPs (i.e. the ones the MVNO shares with the MNO) and a second subscription that the device needs to use in conjunction with the actual MVNO subscription when the UE is roaming to a second set of SPs (i.e. the MVNO ones that are not MNO roaming partners) is not acceptable by 3GPP since it requires changes to the 3GPP scope, network selection and authentication mechanisms and the UE.
Having in mind, the axiom of single 3GPP subscription in the device, the MVNO cannot assume that the device will be able to accommodate the scenario where MVNO has roaming agreements with additional SPs that do not have roaming agreements with the MNO, unless the MNO also has agreements with the same SPs.
There may be alternative solutions that do not require any technical changes to 3GPP mechanisms or Hotspot 2.0 mechanisms, but that would require the MVNO taking a bigger role in the implementation of the solution. For example, the MVNO could provide separate authentication infrastructure from MNO. When establishing the roaming agreement between the MVNO and the SPs that don’t have a roaming agreement with the MNO, the MVNO should make sure that the SP access points are configured to route authentication requests with the PLMN ID corresponding to the MVNO directly towards: 
· the authentication infrastructure of the MVNO, and let the MVNO deal in turn with the authentication towards the MNO infrastructure
· SP that has a roaming agreement with the MNO, if such SP exists
Use case #5: The MVNO has access to some or all of the MNO roaming partners but with different charging policies applied
Similarly to use case #2, if such use case needs to be implemented for an MVNO, the solution needs to be found in terms of roaming agreements between the MNO, the MVNO and other service providers, and does not require any modifications to 3GPP mechanisms. Impacts on the UE in order to achieve this use case should be avoided.
Proposed draft reply LS to CT1
Proposal 1: it is proposed to send the proposed LS reply based on the discussion above. It is also proposed to copy CT1 and WFA, since WFA has received a similar LS and prepared a reply.
Proposal 2: it is also proposed to recommend that WBA asks for input from GSMA, since the issues related to relevant use cases seem mostly based on roaming agreements issues.
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