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Introduction

In this paper the main consideration is given to ProSe Group Communication and UE-to-Network relays for Public Safety ProSe-Enabled UEs. 

ProSe Group communication and ProSe UE-to-Network relays may also be used to facilitate the GCSE communication as outlined in [1]. In this case the GCSE_AS may be used as a coordination entity and the Public Safety UE-to-Network relays may be used as coverage extension for the GCSE group communication. This use case is not covered in this paper.

Based on [2] ProSe Group Communication supports  the  communication paths between two or more ProSe-enabled UEs that are in communication range.The communication established for voice services and  the arrangengement to facilitate such a service are commonly refered to as Push-to-Talk (PTT) which requires minimum QoS support and “floor” management. PTT services are important for the Public Safety Community.

 In [2] some further 3GPP requirements for ProSe Communication are stipulated as listed below:

· “Authentication shall allow for security-enablement of large groups, regardless whether group members have discovered each other when served by E-UTRAN or not.”

Some further Public Safety requirements have also been presented (see [3]) which mandate that the system facilitate the following:

· Establishment of ad- hoc groups or private calls in the off network coverage case e.g. where an incident commander / team leader is able to establish  a new group e.g. to issue orders “shoot” or “not shoot yet”

· Communication with Public Safety Entity Administrator from any location, dispatcher located in a control room or access to maps/infrastructure services while some user are in the off network mode. Public Safety vehicles are often fitted with UE-to-Network relays so that when the Public Safety user enters a building/or move to a more remote location they continue to be able to communicate with the control (e.g. in the UK ambulances are fitted with the UE-to-Network relays)

Based on these requirements there are arguments to support the use of a central coordination entity which facilitates the group communication. A central coordination entity is thought of as an entity which handles communication for a given group. A coordination entity may handle many groups. A Public Safety ProSe-Enabled UE may belong to many groups albeit only one coordination entity may be selected for group communication. A central coordination entity which handles communication for a group is said to be a group owner/group controller and this mode of operation is referred to as the group owner mode. This distinction is made to clarify that L1 signals are handled by a central coordination entity/cluster whereas group controller function is a logical concept. For ProSe Group Communication a central coordination entity/cluster is a group owner for one or more groups.
One could also argue that the preauthorisation of users and group pre-configuration is not flexible enough in the off network scenario e.g. when a new rescue team arrives to the scene from another county. Group / floor management and QoS control can be implemented at/by a central coordination entity. Also one of the requirements states that “authentication is required regardless whether group members have discovered each other when served by E-UTRAN or not” which implies in the off network coverage case the use of a central coordination entity. Besides some RAN level arguments supporting the use of a central coordination entity may be raised such as higher spectral efficiency, lower power consumption and interference level as compared with direct communication albeit L1 aspects are left to debate in the RAN groups as they are not in the scope of SA2.

However one of the main counter arguments is that when a central coordination entity is not accessible or becomes unavailable it may prevent the group communication happening. Therefore this contribution attempts to mitigate this argument by proposing a hybrid approach i.e. the main mode of operation is the operation in the coordinated mode which facilitates dynamic group formation and management, user authorisation/authentication, QoS and fairness support. However the users which have lost access to the coordination entity are still able to maintain communication with one another provided that they belong to the same group and are in proximity.

This paper addresses also mobility cases such as when a user or part of a group of users loses and regains access to a coordination entity or some users are in network coverage but not in proximity of the coordination entity.

Problem statement

As already mentioned, the inherent vulnerability with a central coordination entity used exclusively to support group communication is that the group communication or group management becomes impossible if the group controller/owner becomes unavailable or not accessible. In that case in order to facilitate communication for the group, the re-establishment of a group would have been required. However that requires election of a new group controller/owner and requires all members to re-join the group / start using a new group coordinator. 
An alternative approach could be proposed such that users participate in the group owner mode while in the coverage of a group owner and switch to an “autonomous” or “ad-hoc” mode (see notes) while they are not. Such an arrangement would pose several questions:

1. What happens if some UEs lose connectivity with the group controller?  (Question 1)

2. What happens if some UEs regain connectivity with the group owner?  (Question 2)

3. Should the UEs which regain connectivity with the group controller function as a UE-to-UE relay to bridge group communication to the UEs which lost connectivity with the group controller? (Question 3)

4. How to facilitate the connectivity with the network in the scenario when network coverage might be insufficient or intermittent (Question 4a)

a. If the UE-to-Network relays are used

i. Is only one relay defined for a group (Question 4b)

ii. How is the relay selected and discovered (Question 4c)

b. Should the UE-to-Network relay also be the group owner/controller (Question 4d)

As a starting point for discussion an architecture supporting the group communication with a central coordination entity is presented in Figure 1.

[image: image1.emf]Network coverage

ProSe Group A, 

in proximity to UE10

P

C

5

P

C

5

P

C

5

UE 1

UE 2

UE n

P

C

5

UE10 (GO)

UE 3

E-UTRAN/EPC

L

T

E

-

Uu

ProSe function

Application Server

PC3

SGi

PC2

PC4

PC1


Figure 1: Simplified Architecture (ProSE Group communication – non roaming case)
Further parts of this contribution will address the questions raised above.
Note: The term “ad-hoc / autonomous” mode is used to refer to ProSe Group Communication where there is no central coordination entity involved. 
Connectivity with the network

Question 4a: How the connectivity with the network is facilitated in the scenario when the network coverage might be insufficient or intermittent?
In the architecture presented in Figure 1, UE10 functions as a group owner / coordination entity.  Although use cases requiring group communication between Public Safety users when out of network coverage are defined in [2], it is still advantageous to enable communication with the network which may be facilitated by the use of UE-to-Network relays.  
In [2] and [4] it is stated that: “ProSe Communication is also facilitated by the use of a ProSe UE-to-Network Relay, which acts as a relay between E-UTRAN and UEs not served by E-UTRAN. The use of this relay function is controlled by the operator.”

Relays may facilitate communication with the infrastructure as well as between users which are not in proximity as far as radio conditions are concerned but may still be in geographical proximity (e.g. rooms in a building) and yet be able to communicate with the relay.
Connectivity with the infrastructure is required in order to enable communication with a dispatcher/ Public Safety Entity Administrator or access remote servers. 

The simplified architecture for these cases has been presented in Figure 2.
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Figure 2: Simplified Architecture (ProSe Group communication relaying cases - non roaming scenario)
Note that in general to enable communication with a dispatcher / infrastructure servers or other UEs via E-UTRAN/EPC it is required that the group owner/controller is in network coverage and has access to EPS services. This may be facilitated by the UE-to-Network relays if network coverage is intermittent/not available. Given use cases presented in Figure 2 one could also argue that a group controller itself function as a UE-to-Network relay regardless of the backhaul connectivity type if it is in network coverage. Whether LTE-Un can be used at the backhaul seems to hinge on the decisions made for the PC5 interface for group communication and the suitability for expected mobility scenarios (e.g. at least support for nomadic cases). The approach advocating the use of LTE-Uu at the backhaul seems to be more robust, as for example Rel-10 relays can always be deployed to improve coverage.
Further it is assumed that Public Safety ProSe-Enabled UEs which would like to participate in group communication must obtain control information either from the group controller or be pre-provisioned with such the information. As such the registration with the EPC network is not required in order to participate in group communication provided that a Public Safety ProSe-Enabled UE has the required access information. This information may be pre-provisioned by the network when a Public Safety ProSe Enabled UE registers with the ProSe function or be pre-provisioned by the operator by other means.

Having addressed question 4a, the remaining questions are:

Question 4d: Should the UE-to-Network relay also be the group owner?
Strictly speaking it does not need to be. However the group owner as a coordination entity is a communication hub, therefore it would make sense to simplify the network to co-locate the relaying functionality with the group owner functions.
However access from the infrastructure requires that the UE-to-Network relay is addressable in the network (i.e. has an IP address assigned) yet some proposals in [4] mandate the use of addressing at a different layer.
From these reasons having the relaying and group coordination functions co-located in one entity is beneficial in that it avoids relaying of signalling and data further to the coordinating entity and the need of address translation.
In addition the UE-to-Network relay node would likely be more capable device in terms of power, reliability and capacity which would also be desirable for a group controller.

Question 4b:  Is only one relay defined for a group?
Having the relay function co-located with the group co-ordinator it would be advantageous to have one rely for a group.
Question 4c: How is the relay selected and discovered?
The cluster /group controller is advertising its capability as a group controller together with the information about the groups which are established/active and supported (it may be used by new joiners). This information may be sent as discovery message(s) and/or broadcasted by conventional means (e.g. on the broadcast channel). 

Mobility cases (in/out of coverage) 

In and out of coverage in the context of this paper shall be understood as in and out of coverage of a coordinating entity. The Public Safety UEs which are in network coverage but not in proximity to a group owner can still choose to regain connectivity with the group co-ordinator via the E-UTRAN/EPC (also via the UE-to Network relay). The discussion hereafter pertains to the scenario where the Public Safety ProSe enables UE(s) are out of network coverage and out of coverage (not in proximity) of the group controller.
To address Questions 1, 2 and 3 three distinct cases are distinguished:
· A cluster of UEs is moving out of network coverage and out of proximity to the group co-ordinator (case 1)

· The same cluster of UEs is back in the proximity to the group co-ordinator (case 2)

· Some of the Public Safety ProSe enabled UEs are back in the proximity to the group co-coordinator or back in network coverage and are still in proximity to the remainder of the UEs from the cluster which lost “sight” of the group co-ordinator (case 3)

Case 1 presents the scenario in which a cluster of Public Safety ProSe enabled UEs belonging to the same group is not in communication range of the group co-ordinator nor is it in network coverage. This scenario is presented in Figure 3.
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Figure 3: Cluster of UEs lost communication with a group controller
Once Public Safety ProSe-enabled UEs discover the fact that the Group Co-ordination entity is not available (several methods might be used such as for example no signalling/data received or signals are below a threshold value, no reception of discovery signals, no broadcast information accessible), the Public Safety ProSe-enabled UEs revert to the so-called “ad-hoc / autonomous” mode of operation. In this mode all the information which has been established is reused (e.g. the security credentials to protect communication, group membership information etc.) However the radio resources used for communication in this mode are likely to differ (i.e. the pre-authorised resources to be used in off-network and no group controller coverage case). Since there is no group coordination entity, the group control is distributed, and some functions available in the group owner mode are not available (e.g. QoS control/ fairness assurance, dynamic group management) however communication is still possible.

Case 2 presents the scenario in which a cluster of Public Safety ProSe enabled UEs which belongs to the same group, is again in the communication range of the group co-ordination device. This case has been presented in Figure 4.
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Figure 4: Cluster of UEs re-gains communication with a group controller
Once Public Safety ProSe enabled UEs discover the fact that the Group Co-ordination entity is in proximity (the group controller is advertising its function and the groups which are currently supported/established/active), Public Safety ProSe enabled UEs revert back to the group owner communication mode using the configuration data previously used for the group communication in the group owner mode.
Case 3 presents the scenario in which some of the Public Safety ProSe enabled UEs which were in the cluster defined in case 1 are again in the communication range of the group co-ordination device or back in network coverage. Three  options are available:

Option 1: One of the devices which is now in communication range to the group co-ordinator functions as a Public Safety ProSe UE-to-UE relay, becoming a “bridge” between the group co-ordinator and the reminder of the cluster. One could also consider that the bridge functions as a proxy coordination entity.

Option 2: One of the devices which is now in network coverage but not in communication range to the group co-ordinator functions as a Public Safety ProSe UE-to-Network relay, becoming a “bridge” between the group co-ordinator and the reminder of the cluster. One could also consider that the bridge functions as a proxy coordination entity via E-UTRAN/EPC.

Option 3: The remainder of the cluster continues communicating between themselves until one or more comes into communication range of the group co-ordination device, or until in network coverage allowing access to the group coordination device via E-UTRAN/EPC.
It is proposed that in Release 12 option 3 is used (no support for a proxy coordination entity and Public Safety ProSe UE-To-UE relays).
It is worthwhile to state that it is desirable to allow Public Safety ProSe enabled UEs to configure whether the ad-hoc communication mode is maintained when they are back in the group owner mode or not. 

It is also recommended that the group owner communication mode is the preferred mode of communication due to the additional functions/benefits it can provide to Public Safety ProSe enabled UEs and the group communication in general.

Further details are presented in the P-CR [5].
Note: 

The mobility of the group controller while in network coverage has not been addressed. However for the backhaul link based on the LTE-Uu interface, the standard mobility procedures are assumed.
Proposal

SA2 delegates are kindly requested to discuss and adopt a hybrid approach to group communication. It is also proposed that the group owner communication mode is the preferred communication mode, and the autonomous mode is used when the group owner mode is not possible. Further it is proposed that a group controller may function as a UE-to-Network relay.

The relevant changes to [4] are proposed in [5].
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