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1. Discussion
This document proposes a specific structure for WLANSP policy (from the stage-2 point of view) and verifies that this structure can be used to implement the Solution 10, as specified in TR 23.865. It proposes also to update the ANDSF information in TS 23.402 in accordance with this WLANSP policy.
The proposed structure of the WLANSP policy is shown in Fig. 1. The WLANSP policy is shown as a tree in order to better visualize its structure; however this tree does not attempt to capture any OMA DM details (which will be defined by stage-3).
The WLANSP policy is composed of one or more WLANSP rules. Each rule contains:

· The PLMN that provided this rule;

· Validity conditions;

· Whether this rule can be applied in roaming scenarios or not; and

· One or more groups of Selection Criteria in priority order. Each group indicates a set of desired WLAN properties (via one or more selection criteria).
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Fig. 1: Structure of WLANSP policy in the UE.
The UE selects one of the provisioned WLANSP rules as “Active” (this is explained in clause 6.10.2 of TR 23.865). When the UE is roaming, the “Active” WLANSP rule can be either a valid rule provided by the HPLMN or a valid rule provided by the VPLMN, depending on the PreferVplmnWlans node.
The UE selects a WLAN access network based only on the preferences in the “Active” WLANSP rule (i.e. the inactive rules are not considered). When the “Active” WLANSP rule become inactive, according to its validity conditions, the UE selects another “Active” WLANSP rule and it may select another WLAN access network, based on the preferences in the new “Active” rule.
The UE determines the “most preferred” WLAN access network at its current location by performing the following steps (as per Solution 10 in TR 23.865):

NOTE: User preferences take precedence over WLANSP rules. The following steps are performed only when the WLANSP rules are used for WLAN selection.
1. The UE discovers the available WLAN access networks.
2. The UE may perform ANQP discovery to discover the attributes / capabilities of the available WLANs (e.g. supported realms, backhaul bandwidth, BSS load, etc.).

3. The UE determines if any available WLAN matches the group of Selection Criteria with the highest priority (i.e. if the backhaul bandwidth in the downlink direction is at least 2Mbps, according to Fig. 1).
a. If only one WLAN matches the group of Selection Criteria with the highest priority, this WLAN is the “most preferred”

b. If many WLANs match the group of Selection Criteria with the highest priority, the UE selects as the “most preferred” the one that supports interworking with the most preferred service provider (according to the PSPL)
c. If none matches the group of Selection Criteria with the highest priority, the next step is executed.

4. The UE determines if any of available WLANs matches the group of Selection Criteria with the second highest priority (i.e. if anyone supports interworking with “partner1.com”, according to Fig. 1). 
a. If no WLAN can be selected in this step, the next step is executed.

5. The UE continues by considering all groups of Selection Criteria in priority order until the “most preferred” WLAN is determined.

6. If the “most preferred” WLAN cannot be selected based on the groups of Selection Criteria in the “Active” WLANSP rule, the UE can consider other criterial for selection, e.g. the signal strength and other implementation specific criteria.

7. When the “most preferred” WLAN is determined, the UE attempts to connect to this WLAN and, possibly, carries out EAP-AKA’ authentication. The NAI used for this authentication is constructed based on the PSPL, e.g. NAI = <realm_of_hplmn>!<IMSI>@<realm_of_PSP-A>, if PSP-A is the most preferred service provider supported by the “most preferred” WLAN. 

2. Proposal

Based on the above discussion, it is proposed to specify the WLANSP policy in TS 23.402 as follows:

WLAN Selection Policy

The WLAN selection policy (WLANSP) is a set of operator-defined rules that determine how the UE selects and reselects a WLAN access network. 

Each WLANSP rule includes the following information:

-
Validity conditions, i.e. conditions indicating when the provided rule is valid. The validity conditions can include the time of day, geolocation, network location (e.g. PLMN, Location Area), etc.

-
One or more groups of WLAN selection criteria in priority order. Each group contains one or more criteria that should be fulfilled by a WLAN access network in order to be eligible for selection. Such criteria are based on the following and only the following WLAN attributes:

-
PreferredRoamingPartnerList, 

-
MinimumBackhaulThreshold, 

-
MaximumBSSLoad, 

-
SPExclusionList, 

-
RequiredProtoPortTuple,

NOTE 1:
The above attributes are defined in the HS2.0 Rel‑2 specification [xx].

-
PreferredSSIDList. 

For example, a WLANSP rule may include the following groups of selection criteria:

-
Group of selection criteria with priority 1:

-
PreferredRoamingPartnerList = partner1.com, partner2.com

-
MaximumBSSLoad = 60

 -
Group of selection criteria with priority 2:

-
SSID = myoperator

-
MinimumBackhaulThreshold = 2Mbps in the downlink

A WLAN access network meets a group of selection criteria when it meets all the criteria in the group.
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