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Abstract of the contribution: based on the solution of policy-based congestion mitigation, we analyse and propose the solutions of streaming optimization for congestion mitigation.
Introduction
In solution 1.6.1 (policy-based congestion mitigation) of TR 23.705 v0.7.0, PCRF may send indications to AFs for congestion mitigation. When AFs transfer and/or control the streaming application, e.g. DASH proxy, AFs can optimize the streaming for reducing the required bandwidth of the streaming, such as transcoding, compressing, or limit the sending bit rate. Here we discuss the factors impact on QoE of streaming and propose the policy control interaction for streaming optimization.
Transferring factors impact on the streaming QoE
The quality of experience (QoE) of user for streaming applications is heavily impacted by transferring network. For better improving the QoE of user using the operator network, the operator needs one or some effective models to evaluate the QoE and the corresponding scalars to identify the level of QoE. And there are two main factors of the operator network on impacting the QoE of the streaming applications:
· The actual bandwidth of the transmission path;

If the actual bandwidth is not less than the required bandwidth, then the user QoE can be considered to be consonant with the estimated QoE level by the QoE evaluation model. For different applications, the transferring characters (e.g. codec method, compression rate, original streaming features) may different, and then the same QoE level for different applications may require different bandwidth.

· The error/loss rate of the transmission path;

For the streaming transferred over TCP (e.g. streaming over http), the error/loss rate will more heavily impact the QoE as chain-reacting that error and loss bitrates cause the retransmission and then retransmission causes the streaming require more higher bandwidth of the transmission path.

According to the analysis above, we consider that, to archive the estimated QoE level for user using a streaming application, there should be correctly evaluate the required bandwidth of the application based on the error/loss rate for streaming over TCP and the transferring characters of the streaming.

QoE consideration in streaming optimization for congestion mitigation

When congestion occurred or congestion is considered to occur in the certain area, the operator may apply the reducing traffic action to mitigate the congestion. For the streaming application, there are all kinds of methods to reduce traffic, e.g. transcoding, compress the resolution or frames per second. After applying the reducing traffic action, the QoE of the streaming application may be obviously impacted.
For the streaming applications, to reduce the traffic without considering the QoE impaction may brings users complains as the impaction of QoE is un-expected by operators but obviously experienced by users.
On the contrary, QoE consideration in congestion mitigation for streaming application brings operators the higher satisfaction as users obtain the expectable QoE of the streaming applications. In the other hand, the traffic plan resource usage becomes more efficient for the operators.
For each QoE level of the certain streaming application, there may be several traffic reducing methods to satisfy the QoE level, e.g. by adapting codec A or by adapting codec B. For different traffic reducing methods, the required bandwidth and QCI may be different. For different QoE level of the certain streaming application, the required bandwidth and QCI may be same also as adapting different traffic reducing methods for different QoE levels.
QoE controlling by PCC

To apply the QoE consideration in congestion mitigation, the operators should deploy the QoE estimation function in the network. 
The QoE estimation function should involve the user plan transmission, e.g. DASH proxy, and interact with the PCRF to supply the estimation of required bandwidth and QCI, which defines the error/loss rate, and corresponding QoE level. The PCRF should according to the subscription and estimation information for the streaming application to decide the assigned the QoE level and QoS information. The PCRF shall inform the PCEF the assigned QoS and inform the QoE estimation function the assigned QoE level and QoS.

The QoE estimation function shall apply the reducing traffic based on the authorised maximum bandwidth, QCI and QoE level from PCRF by itself or informing third part functions. The approach of QoE estimation function to apply traffic reducing is out of SA2 scope.
The QoE level is an indication and can be configured and understood by the QoE estimation function and the operator. For different operators and streaming applications, the QoE level may stand for different user QoE.
Based on the features analysis of QoE estimation function and current PCC architecture, we propose to treat the QoE estimation function as an AF, and enhance the Rx interface to satisfy the QoE controlling interaction.
Proposal

It is proposed to support both two methods in streaming optimization for congestion mitigation.
-----------------------START FIRST CHANGE-------------------------------------------
6.1.6
RAN Congestion Mitigation Solutions

6.1.6.1
Solution 1.6.1: Policy-based Congestion Mitigation 

6.1.6.1.1
General description, assumptions, and principles

This solution addresses key issues #1 (“RAN User Plane congestion mitigation”) and #4 (“Video delivery control for congestion mitigation”). It describes a general scheme how PCRF can be involved for congestion mitigation based on policy decisions, with the PCRF providing policies to different network entities performing congestion mitigation, based on congestion awareness. 

This solution focuses only on policy-based congestion mitigation, and does thus not depend on how congestion awareness is achieved in the PCRF (e.g. if the congestion information is signalled off-path or if they are indicated on-path via the P-GW). 

NOTE: 
The term “congestion information” is used here as a generic term and the detailed information elements are left to the congestion awareness solution. 

6.1.6.1.2
High-level operation and procedures


[image: image1]
Figure 6.1.6.1.2-1: Overview of congestion mitigation based on policy decisions.

NOTE 1: 
The numbers do not necessarily imply a temporal order.

NOTE 2: 
If TDF is deployed, congestion mitigation policies may be provisioned to both PCEF and/or TDF. 
The procedural steps are:

1. The PCRF provides policies for congestion mitigation to one or more of the following network entities:

a) to the PCEF (over the Gx interface);
b) to the TDF (over the Sd interface) ;
c) to the AF (over the Rx interface);
The policies can be provisioned before RAN user plane congestion occurs or after the PCRF becomes aware of the congestion status (e.g. onset, abatement, level of RAN user plane congestion).  

NOTE 3: 
The PCRF may use subscriber information (e.g. from SPR) and available QoE levels and corresponding candidate QoS information from AF as input for the policy decisions.

NOTE 4:  In case of network configurations without PCRF involvement, the PCEF and/or TDF can enforce static congestion mitigation policies upon receipt of a congestion notification from the RAN. Different policies may be configured for different congestion levels.

Editor’s Note: It is FFS if, and if so, how the TDF receives the congestion notification from the RAN for the deployment scenario described by NOTE 4.

2. The PCRF may also provide – subject to agreement with the AF provider –the authorised QoE level, maximum bandwidth and QCI to the AFs (over the Rx interface).


3. Congestion mitigation is performed in different network entities according to the policy decision by the PCRF:

a/b) The PCEF/TDF can perform bandwidth limitation, prioritization and traffic gating according to the provided policies.
c)
The AF should supply a list of supported QoE levels for the user using the application and candidates of required bandwidth and QCI of each QoE level. The AF (e.g. an application server or proxy) can directly or indirectly support the congestion mitigation based on the authorised QoE level, maximum bandwidth and QCI , e.g. by adapting the sending rate, through media transcoding or compression, or by delaying push services. 
d)
Based on policies provided by the PCRF the P-GW/TDF may also perform actions to support  congestion mitigation measures in the RAN, e.g. the policy can control when packet marking (such as e.g. proposed by Solution 3) should be performed.
e) 
The PCRF may limit/reject the authorization of new requests for application flows, based on current procedures. 
NOTE 5:  The QoE level is defined by the operator on the AF. The PCRF can reference it as a policy decision input.

6.1.6.1.3
Assumptions for extensions of policies for congestion mitigation

With this solution, the following definition is used for extension of the policy framework:

User plane congestion mitigation policy: A set of information describing actions in the user plane (in the PCEF/TDF) with the target to reduce the (overall or specific) amount of RAN user plane congestion or to minimize service disruption/service degradation experienced by the user, and corresponding conditions under which they shall be performed. Such a policy may be provisioned statically in PCEF, pre-provisioned in PCEF/TDF and de/activated dynamically by PCRF or provisioned dynamically by PCRF to PCEF/TDF. A user plane congestion mitigation policy refers to a level of congestion. A pre-provisioned or dynamically provisioned user plane congestion mitigation policy may contain an event trigger for a subsequent user plane congestion report. 

NOTE 1: for static user plane congestion mitigation policies the same restrictions apply as for current static PCC (defined in TS 23.401 subclause 4.7.5 and TS 23.402 subclause 4.10.1).

Editor’s note: it is FFS if further restrictions or conditions apply with static user plane congestion mitigation policies, e.g. with respect to admission control.
NOTE 2: possible mitigation measures may be e.g. bandwidth limitation, packet marking etc. Currently available capabilities in PCC/ADC rules are bandwidth limitation, gating, QoS information and redirection.
With this solution, the following assumptions for extension of policies are used:

- 
All existing variants of policy provisioning are useful to have also for congestion mitigation. 

- 
For user plane congestion mitigation, an enhancement of existing PCC/ADC rules should be defined. They should contain congestion mitigation measures per congestion level (for one or a set of congestion levels).

6.1.6.1.4
Impact on existing entities and interfaces
Details are FFS.
6.1.6.1.5
Solution evaluation
-----------------------END FIRST CHANGE----------------------------------------------
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