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Abstract of the contribution: The contribution proposes some agreements on ProSe identifiers. It is proposed to agree the contribution for inclusion in TR 23.703.

1
Discussion

There are broadly two categories of Direct Discovery solutions in TR 23.703:

· Solutions that require a special discovery capability at RAN level (D1 and others);

· Targeted Discovery solutions that do not require any special discovery capability at RAN level, but rely on the basic ProSe communication capability instead (D3, D6).
D1 (and others) was initially positioned as “I am here!” solution, its basic mechanism being that each UE would announce its own ProSe Application ID(s) (as well as its own ProSe UE ID, added later) over the special RAN discovery capability.

In contrast, solutions D3/D6 were positioned as “Who is there?” solutions, their underlying mechanism being a Request/Response transaction performed over the ProSe Communication channel: the Request message is sent using ProSe 1:many communication and the Response message is sent using ProSe 1:1 communication.

Later on, during the discussion on ProSe Identifiers, it was proposed to extend D1 so that it, too, can cover “Who is there?” type of discovery (see S2-132454). To achieve this, it was proposed to reserve a portion in the ProSe Application ID (or the ProSe UE ID) referred to as Discovery Mode field, taking one of the following values: Discovery Request, Discovery Response and Announce. The former two are needed for “Who is there?” discovery and the last one is needed for “I am here!” discovery.
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Figure 1: Example Direct Discovery Message (from S2-132454)
In our opinion this extended use for D1 (and similar) is likely to complicate the work in the RAN and SA3 groups and the benefit of doing this is not obvious. Consider the following:

· The size of the ProSe Application ID and ProSe UE ID is supposedly very limited (100-130 bits), which poses severe restriction as to the size and nature of identifiers carried within the payload. Notably, the use of application-layer human-readable identifiers (such as SIP URIs or basic text strings) of any practical length is not possible;
· The “Who is there?” approach requires a direct response from the discoveree to the discoverer. The question is how the former can discover the latter? The RAN groups would have to create a solution whereby the identity of the discoverer is unambiguously linked with the targeted ProSe Application ID (and/or ProSe User ID) contained in the Discovery Request. One possibility would be to split the content field of the Direct Discovery Message in two parts, in order to add the identity of the discoverer, next to the targeted identity, but this would eat further into an already very limited payload size;

· Any security checks (e.g. a challenge/response transaction for mutual authentication) would require multiple consecutive exchanges on the radio. Apart from the inappropriateness of the unique payload size to carry security related data (in addition to the ProSe UE ID), it is clear that any extended dialogue consisting of multiple transactions would kill the purpose of this very mechanism, given that the use of ProSe communication is much better suited.
In contrast, the Targeted Discovery solutions D3 and D6 do not have these limitations because they rely on ProSe communication that allows UEs to dialogue with each other using layer-2 frames of practically any size and with unrestricted number of consecutive transactions.
Depicted in Figure 2 is the layer-2 frame format for solution D3 (also shared in common with C1 (ProSe Group Owner) and C5 (ProSe Communication in ad hoc mode)). The frame header contains at least the following two fields:
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Figure 2: Layer-2 frame format for D3 (shared in common with C1 and C5)
-
Destination Layer-2 ID: this identifier can take the form of either an individual (unicast) identifier or a group (multicast or broadcast) identifier;

-
Source Layer-2 ID: this identifier is always set to the individual (unicast) identifier of the sender’s device.
While these two fields in the frame header are of fixed size, note that the targeted identity (e.g. an App Layer ID such as SIP URI) or any data related security (e.g. challenge, response, etc.) is carried inside the frame payload and this is why they are not limited in size.

2
Proposal

With respect to the discussion in the previous section it is proposed the following:

· solutions that require a special RAN discovery capability (e.g. D1 and similar) shall focus on “I am here!” type of discovery;
· the term Targeted Discovery should remain reserved for “Who is there?” solutions that rely on ProSe communication only (D3, D6);

· the identifiers for Targeted Discovery used to designate the targeted population (App Personal ID, App Group ID) are application-layer identifiers and need not be specified in this release. Nevertheless, it is proposed that for the sake of clarity and completeness they be defined in the Definitions clause of 23.703;

· neither ProSe UE ID nor ProSe Application ID are needed for Targeted Discovery;

· the identifiers enabling ProSe communication, and – indirectly – for Targeted Discovery, are Destination Layer-2 ID and Source Layer-2 ID. They are both carried within layer-2 frames used for ProSe communication.

The proposed agreements are implemented in the text below.
######################### TEXT PROPOSAL FOR TR 23.703 #########################

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].
NOTE: The identifiers defined below are intended for terminology harmonisation to achieve common understanding. There is no expectation that all solutions need to support all of these identifiers.




Source Layer-2 ID: A link-layer identity that uniquely identifies a device that originates ProSe communication frames.

Destination Layer-2 ID: A link-layer identity that uniquely identifies a device or a group of devices that are recipients of ProSe communication frames.

ProSe Direct Communication: A communication between two or more UEs in proximity that are ProSe-enabled, by means of user plane transmission using E-UTRA technology via a path not traversing any network node. 

ProSe-enabled UE: A UE that supports ProSe requirements and associated procedures. Unless explicitly stated otherwise, a Prose-enabled UE refers both to a non-public safety UE and a public safety UE. 

ProSe-enabled Public Safety UE: A ProSe-enabled UE that also supports ProSe procedures and capabilities specific to Public Safety.

ProSe-enabled non-public safety UE: A UE that supports ProSe procedures and but not capabilities specific to public safety.

ProSe Direct Discovery: A procedure employed by a ProSe-enabled UE to discover other ProSe-enabled UEs in its vicinity by using only the capabilities of the two UEs with rel.12 E-UTRA technology. 

EPC-level ProSe Discovery: a process by which the EPC determines the proximity of two ProSe-enabled UEs and informs them of their proximity. 

ProSe UE Identity: A unique identity allocated by EPS which identifies the ProSe enabled UE. It can be assigned to a UE at any moment in time for a configurable duration, can be stored at the UE, but it cannot be changed by the user, and is subject to operator assignment and re-assignment.

ProSe Application Identity: An identity identifying application related information for the ProSe enabled UE. They can exist more than one ProSe Application Identities per UE.

Editor's Note: Alignment of the definitions with TS 22.278 [3] needs to be done. 

######################### NEXT CHANGE #########################

Annex C:
ProSe Identities Temporary Assumptions

The following assumptions apply for the ProSe Identities:

-
In order to satisfy the needs for open, restricted discovery and direct communication, it will include at least a "ProSe UE Identity" and/or one or more "ProSe Application Identities". The ProSe enabled UE can use the "ProSe UE Identity", and/or one or more "Prose Application Identities" for discovery depending on operator configuration, user settings, application settings etc.

-
ProSe UE Identity value is allocated from an entity in operator's network.

-
ProSe UE Identity should be possible to be configured, cached/stored in the Public Safety UE and be used for "out of network" operation.

Editor's Note: It is FFS whether "ProSe UE Identity" can be the GUTI itself or another identity. 

Editor's Note: It is FFS if the aforementioned assumptions apply to all solutions. 

Editor's Note: ProSe Identities for one-to-many communication, EPC-level discovery are FFS. It is FFS whether additional ProSe Identities are required for one-to-many communication.

Editor's Note: It is FFS how the ProSe UE Identity is allocated for Public Safety UEs expected to work "out of box" without first contacting the network.


The following assumptions apply for the ProSe identities for Targeted Discovery (D3, D6) and ProSe communication:
· in the context of Targeted Discovery, ProSe Application ID is used to designate the targeted population (an individual or a group) and is carried within layer-2 frames used for ProSe communication;

· the identifiers enabling ProSe communication, and – indirectly – Targeted Discovery, are Destination Layer-2 ID and Source Layer-2 ID. They are both carried within layer-2 frames used for ProSe communication;
· in some solutions the Source Layer-2 ID and Destination Layer-2 ID may be assigned by the network;
· 
Editor's Note: It is FFS whether "ProSe UE Identity" is the same as a unicast Layer-2 ID or is resolvable to it.
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