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* * * First Change * * * *
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-
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-
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[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 41.001: "GSM Release specifications".

[3]
3GPP TS 24.312: "Access Network Discovery and Selection Function (ANDSF) Management Object (MO)".

[4]
3GPP TS 24.234: "3GPP System to Wireless Local Area Network (WLAN) interworking; WLAN User Equipment (WLAN UE) to network protocols; Stage 3".
[5]
3GPP TS 24.235: "3GPP System to Wireless Local Area Network (WLAN) interworking Management Object (MO)".

[6]
3GPP TS 24.302: "Access to the 3GPP Evolved Packet Core (EPC) via non-3GPP access networks; Stage 3".

[7]
3GPP TS 31.102: "Characteristics of the Universal Subscriber Identity Module (USIM) application".

[8]
3GPP TS 23.234: "3GPP system to Wireless Local Area Network (WLAN) interworking; System description".
[x]
3GPP TS 23.402: “Architecture enhancements for non-3GPP accesses”.
* * * Next Change * * * *
6.X
Solution #17: Providing S2a connectivity information via ANDSF
6.X.1
Description
This solution is to address Key issue 9 to enable a UE to 

· Select a WLAN that can provide home routed services via S2a interface.

· Select a WLAN that can provide both local break out services and home routed services via S2a interface.
On top of Solution 16, hANDSF provide a new node (Trust relationship Node) which indicate that a list of PLMN which is regarded trusted by hPLMN. This information is considered by the UE when it evaluate WLAN SP procedure. i.e.

The trusted Relationship Node will be considered by the UE  if  a WLANSP rule from the H-ANDSF the criteria for the selection of the WLAN:  

· Preference for WLANs that provides S2a connectivity to the HPLMN;

· Preference for WLANs that provides S2a connectivity to the RPLMN.

The Trusted Relationship Node will be considered after the UE get the S2a connectivity capability via ANQP procedure.
6.X.2
Example Procedure
With the Trusted PLMN list received from the HANDSF, the WLAN selection is performed with the following steps. 
i.
Step 1: The UE discovers the available WLANs and compares their attributes / capabilities against the groups of selection criteria in the active WLANSP rule and the Trusted PLMN list received from HANDSF. The UE may need to perform ANQP procedures in order to discover the attributes / capabilities of the available WLAN, including the PLMNs it can connect to via S2a connectivity. If a WLAN matches the group of selection criteria and it can connect to a PLMN within the Trusted PLMN list, it will be included in the candidate WLAN list. For example, the UE receives the Trusted PLMN list from the HANDSF includes: PLMN-A, PLMN-B and PLMN-E. The UE may discover the following WLANs which match the group of selection criteria:
-
WLAN-1: has S2a connectivity to PLMN-A, PLMN-B;
-
WLAN-2: has S2a connectivity to the PLMN-C, PLMN-D;
-
WLAN-3: has S2a connectivity to the PLMN-D, PLMN-E;
Then WLAN-2 will not be included in the candidate WLAN list.
ii. 
The Step2 and Step3 will be the same as described in 4.8.2b in TS 23.402 [x].
* * * End of Change * * * *
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