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Abstract of the contribution:

If dialled digits analyses (after receiving a SIP 380 response) ignores a received emergency service type, the UE may needlessly invoke TS11 in the CS domain. TS11 will not bypass Access Class Barring (and restrictions for managing network overload) or will not cause the call requesting emergency services to be attempted in e.g. a forbidden cell.

On the other hand, if the dialled digits include a code for requesting e.g. Caller ID suppression, and requirements for support of emergency communications allow such a request in a particular jurisdiction, TS11 has to be invoked in the CS domain only in the network subjected to these regulations.

Problem description
TS 22.101 (Rel-9) contains:
When emergency call establishment is initiated, the emergency call type shall be sent by the UE if it is available.

[..]

If permitted by local regulation, it shall be possible for the user to prevent the sending of his public user identifiers and the location information to the PSAP (i.e. emergency response centre).

NOTE 3:
Operator policies (e.g. requirements for support of emergency communications) may over-ride the user request for suppression.

TS 24.229 (Rel-9) enables a P-CSCF to inform a UE via a Contact header field in the SIP 380 response that an emergency identifier received in a SIP request is indicating the request is for a particular emergency call type. For example a UE, that failed to detect that the dialled digits "110" are for "police", could receive a SIP 380 response with a Contact header field set to "urn:service:sos.police".

TS 23.167 (Rel-9) does not take into account the received particular emergency call type, if dialled digits are available. Not taking the received particular emergency call type into account is in violation with service requirements in TS 22.101.
In the jurisdiction where it is permitted by local regulation to prevent the sending of his public user identifiers and the location information to the PSAP, a UE should not use the received particular emergency call type when attempting the request on the CS domain. Rather, in this jurisdiction it is permitted to invoke TS11.
Note that the UE can't determine if it is requesting emergency services in a jurisdiction where calls for emergency that are subject to privacy, are allowed.
Background

In the CS domain, privacy is requested via a basic call setup request message. It cannot be indicated via the EMERGENCY SETUP request message. 

In the PS domain, privacy can be requested via the Privacy header field and via the Request-URI (using dialled digits). 

It cannot be guaranteed that dialled digits are available when an emergency calls is detected at the UE, see TS 22.101:

It shall be allowed to establish an emergency call without the need to dial a dedicated number to avoid the mis-connection in roaming case, such as menu, by use of a 'red button', or a linkage to a car air bag control.
TS 24.229 specifies that there are many reasons for a SIP 380 response to be returned by the network (i.e a UE may receive a SIP 380 response even due to transmitting a UE detected emergency SIP INVITE). 

-
One reason is that the UE did recognize the attempt, but the INVITE for example contained in appropriate media (e.g. the SDP of the request describes CS media (see 3GPP TS 24.292)). 

-
Another reason is that the E-CSCFs are unreachable or that the request for resources for the emergency multimedia session cannot be granted.

Solution #1

If the UE receives a 380 response to an INVITE including dialled digits then the UE can attempt CS normal call setup when the CS domain is selected. Effectively, the UE ignores any emergency call type if one is determined. 

If, instead, the UE selects the PS domain for a subsequent attempt, after receiving a 380 response to an INVITE including the dialled digits, the UE includes the dialled digits in an INVITE transmitted via an emergency bearer.
NOTE:
UEs that only support PS domain select the PS domain for a subsequent attempt.

Solution #2
The UE is informed that privacy on emergency calls is allowed, e.g. when UE register with IMS. 
When the UE failed to detect the emergency call attempt and the request for privacy in the dialled digits, in the event the UE receives a 380 response to an INVITE including the dialled digits, the UE can select the CS domain or the PS domain for a subsequent attempt.
In the event the UE selects the CS domain, and the UE finds that privacy on emergency calls is allowed, attempt a CS normal call setup (i.e. the UE will ignore any emergency call type if one is determined based on parts of the dial string or based on information in the 380 response).
In the event the UE selects the PS domain, and the UE finds that privacy on emergency calls is allowed, attempt a PS call setup using an emergency bearer including the dialled digits (i.e. the UE will ignore any emergency call type if one is determined based on parts of the dial string or based on information in the 380 response).

Solution #3

The UE is informed that a request related to privacy was detected (and is permitted according to local regulation) when an emergency call attempt via the PS domain was rejected. 

In the event the UE receives a 380 response to an INVITE and the 380 includes an indicator that privacy was requested (and is allowed), the UE can select the CS domain or the PS domain for a subsequent attempt.

In the event the UE selects the CS domain, and the UE finds that privacy was initially requested and is allowed in this network, attempt a CS normal call setup with digits indicating the type of privacy allowed and the type or emergency requested. An emergency call attempt initiated via other means than dialing a dedicated number can than be made with proper privacy indicator added to the dialled digits, depending on the UE's implementation.

In the event the UE selects the CS domain, and the UE finds that an emergency type is indicated (e.g. in the 380 response per TS 24.229), privacy is not detected by the P-CSCF or not permitted according to local regulation, and the emergency type matches an emergency type supported in the EMERGENCY SETUP, then the UE can attempt emergency via TS12.

In the event the UE selects the PS domain, (and privacy is not detected by the P-CSCF or not permitted according to local regulation) attempt a PS call setup using an emergency bearer including the emergency type, if one is determined.

Discussion

Cons for solution #1, 

· if the UE attempts an emergency call via PS domain without registering in the IMS (i.e. insufficient credentials, but PS domain supports emergency with insufficient credentials), after receiving a 380 e.g. due to lack of resources, the UE's attempt to use TS11 will cause no emergency call to be made (assuming there are also insufficient credentials for receiving services via the CS domain);
· if the UE selects the CS domain after receiving the 380, the UE attempts a normal call (TS11) on the CS domain (assuming, in the event privacy was requested via a menu displayed by the UE, it can map the request for privacy to a digit string), even when the UE is in a jurisdiction where privacy is not allowed.  This:

· 
contradicts SA1 current requirements; 

· 
the UE does not make a TS12 call and the UE fails to get privileges on the access network associated with using TS12; and
· if the UE selects the PS domain after receiving the 380, then the UE would have to be modified to include dialled digits in the INVITE sent via an emergency bearer. The P-CSCF would have to be updated to translate the INVITE received within the context of an emergency registration to a URN and to add an appropriate Privacy header field. 
Pros and cons for solution #2, 
· if the UE selects CS domain after receiving the 380, same as for solution 1 apart from the following: 
· 
after receiving a SIP 380 response, a UE is able to determine the emergency type (e.g. as received in the 380's Contact header field), attempts a TS12 on the CS domain (assuming the UE is in a jurisdiction where privacy is indicated as not allowed; and

· 
a UE using e.g. MMI to detect the request for privacy before sending the initial INVITE would, after receiving a SIP 380 response, attempt a TS11 on the CS domain (assuming the UE is in a jurisdiction where privacy is indicated to be allowed and assuming the UE can translate the MMI indication into a digit substring representing the privacy requested; and
· if the UE selects the PS domain after receiving the 380, then see cons for solution 1.
Pros for solution #3, neither the UE nor the P-CSCF needs to be able to handle dialled digits when sending an INVITE via an emergency bearer. Furthermore, the UE will not attempt a TS11 in response to receiving a 380 in networks where privacy is allowed for emergency call attempts, but where the UE didn’t request privacy. Equally, the UE will not attempt a TS11 in networks where privacy is NOT allowed for emergency call attempts, and where the UE knows the emergency type to use in a TS12 attempt. Finally, a UE attempting emergency calls with credentials for normal services in CS or PS domain, will not be prohibited from attempting TS12 after receiving a 380.
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