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Introduction

The first two figures below show two families of architectures that differ primarily in one aspect: whether there are two separate media processing functions associated with WebRTC access in the network, or just one.
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Architecture 1: dual access media functions

Architecture 1 is focused primarily on minimizing the impact on the existing P-CSCF and AGW. There still must be changes to the P-CSCF to
1) recognize and process any WebRTC access related changes in the SIP signalling, 
2) handle the security procedures associated with the modified Gm interface from the WSF
3) disable PCC control, 

4) Disable some IMS Access Gateway control features such as the detection of the NAT,

5) Etc….
Even though this architecture theoretically keeps the P-CSCF with as little modifications as possible, this architecture actually strips off the main functions of the P-CSCF (PCC and media control) to allocate them to the WSF, implying to code, test (including interoperability tests with PCC) and deploy again these functions in the new WSF..

There is no flexibility with this architecture to allow a third party WSF, since the WSF must be under control of an operator to allow PCC control.
It has to be noted that new P-CSCF nodes will likely anyhow be deployed to support webRTC traffic, 

· As webRTC corresponds to new (added) traffic

· in order NOT to destabilize already deployed P-CSCF with traffic from new terminals (the WIC) that may not behave as expected.
Thus the re-use of existing P-CSCF that is claimed by architecture 1 may not apply in real life situations.
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Architecture 2: single access media function

Architecture 2 requires more extensive modifications to the P-CSCF and AGW to process WebRTC SDP and media protocol extensions. It is clearly the more compact and efficient architecture (looking just from a media processing perspective) since all media functions are handled by the AGW.
Note that the flexibility exists to assign the WSF to a third party as long as inter-domain security is considered. Enhancing the P-CSCF and AGW with support for WebRTC-specific signalling and media functions provides the foundation for IMS to evolve to support these functions natively.
Note also that solutions 1, 2 and 3 in the current version of TR 23.701 all have architectures of a type consistent with “architecture 2” in this tdoc.

Comparison to additional alternative architectures
Two alternative architectures are described below for comparison.
If there is a need to re-use existing SBC (P-CSCF/AGW) equipment, consideration should be given to the following architecture.
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Architecture 3: Re-use of existing SBC (configured as IBCF) with architecture 2

Architecture 3 simply shows that it is possible to re-use an existing SBC, if reconfigured as an IBCF, with architecture 2. This architecture appears to allow re-use of existing SBC equipment, while maintaining the advantages of architecture 2 as the preferred long-term architecture.

Here is yet another alternative architecture to minimize the impact on the P-CSCF and AGW.
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Architecture 4: PBX emulation

Architecture 4 shows a set of WebRTC functions that together emulate a PBX with standard IMS business trunking interfaces to an IMS P-CSCF or IBCF. This architecture is described in more detail in a companion contribution (S2-133130). This architecture (4) has the advantage of avoiding any changes to IMS, but requires an extra media handling function, can only support a subset of the required use cases (see the companion tdoc for details), and does not allow for IMS control of QoS at the access link of the UE.

Discussion

Except for the possible advantage of reducing modifications to the P-CSCF and AGW, architecture 2 is the most efficient and flexible architecture, has the potential to support more use cases, provides a foundation to evolve IMS to natively support WebRTC-specific extensions, and is the preferred long-term architecture. Assuming standardization of architecture 2, architectures 3 and 4 can be used in specific deployments without requiring additional standardization.

Conclusion

The WG should only consider architectures of the type shown above as “architecture 2”.
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