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Discussion

The following are reasons to avoid standardizing the session signalling protocol between the WebRTC client and the network:

1. There is no need to standardize it since the client JS is downloaded dynamically.

2. Standardizing the protocol limits implementation options so it is undesirable to do so as long as it is otherwise unnecessary. The ability to make changes without depending on standardization would allow for much faster deployment of custom capabilities.
3. Given the different signalling options already being discussed and pursued in the industry, it will be difficult to make a selection.

The reasons one might standardize the session signalling protocol are as follows:

1. To enable development of a standard client that can interoperate with multiple signalling gateways. To the extent it is desirable to do this, the same effect can be achieved by dynamically selecting the JS client needed to interwork with a particular gateway. Furthermore, a standard client makes it more difficult to deploy operator-specific customizations.
2. To enable use of standardized WebRTC signalling gateways that are placed in visited networks. This would require the full standardization of a roaming architecture for WebRTC based on visited-network IMS components. Given that it is proposed that the WebRTC client can access to the internet APN in this release, there is limited advantage to providing any such application functions in the visited network, particularly since the flexibility to deploy custom functionality would be severely limited. This would also complicate third party scenarios, where special security relationships are needed between the third party server and the WebRTC access gateway.
Proposal

We propose to indicate in the TR that the session signalling protocol will not be specified for the release.
Changed Text
4.2 
Architectural Requirements 

Editor’s Note: This clause will define the architectural requirements based on the normative stage-1 requirements defined in TS 22.228. 
The architecture shall fulfil the following requirements:

-
WebRTC clients shall have access to the IMS through one or more mediation function(s) for signalling and media.
-
The session signalling protocol between the WebRTC client and the network will not be specified in this release regardless of the location of the necessary mediation function(s), although the architecture might make some assumptions about the information exchanged on the interface.

NOTE 1:
Examples of protocols that can be used for session signalling include: SIP over WebSockets, RESTful HTTP, JSON over WebSockets, and proprietary alternatives. It is assumed that the architecture is not impacted by the choice of the protocol, and that the protocol selected provides sufficient information to allow effective interworking with the JSEP and IMS SIP procedures.


Editor’s Note: For 3GPP and EPC access, the assumptions of the underlying EPC network usage is FFS (including EPC roaming, LBO, APN handling/selection, access network selection, mobility issues etc).

Editor’s Note: The full set of supported media and media transport (in addition to SRTP transport of audio and video) is still to be decided (e.g., T.140, MSRP and BFCP). 

Editor’s Note: QoS handling for WebRTC is FFS.

Editor’s Note: Authentication and user identity management is FFS (including how to handle interaction with third party providers).
The following requirements for the signaling plane between WebRTC and IMS are defined: 

-
The architecture shall support control plane interworking procedures between a WebRTC client and IMS.
-
The architecture shall support negotiation to ensure that RTP streams are not multiplexed onto the same port if entities anchoring the session media path in the IMS domain do not support that capability.

-
The architecture shall support negotiation to ensure that RTP and RTCP flows of an RTP stream are not multiplexed onto the same port if entities anchoring the session media path in the IMS domain do not support that capability. 
-
The architecture shall support negotiation of media plane interworking between WebRTC and IMS.

-
The architecture shall support negotiation of ICE procedures towards the WebRTC client to enable connectivity checks for establishing the media path.
Editors’ Note: The support of multiplexing and trickle ICE for this release is FFS.

Editors’ Note: Enhancements to IMS to support WebRTC specific extensions is FFS.

Editors’ Note: How the user identification is authenticated is FFS.
The following requirements for the media plane between WebRTC and IMS are defined:
-
The architecture shall support transcoding that may be required for audio and video traffic. 
-
The architecture shall support any necessary interworking between media plane security mechanisms provided by WebRTC and IMS.

-
The architecture may support (de)multiplexing of RTP and RTCP flows onto the same port.

-
The architecture shall support STUN for ICE connectivity checking.

-
The architecture shall support STUN for the WebRTC “consent freshness” feature.

NOTE 2:
Any interworking between disparate media plane procedures will require e2ae procedures.
The architecture shall fulfill the following PCC related impacts for WebRTC media transport:
Editor´s Note: The support of trickle ICE is FFS.

Editor´s Note: The support for PCC extensions for multiplexing of RTP streams is FFS.
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