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Start of First Change

8.3.X
Comparison of User Plane Solutions

The following text captures a summarized comparison of user plane solutions for SaMOG Phase-2. The section focuses on the remaining solutions i.e. GRE-over-MAC, Virtual LANs, Virtual MAC addresses and PPP/PPPoE.

Tunnelling aspects

The GRE-over-MAC, VLAN and PPP are full tunnel solutions in the sense that traffic is identified by a separate tunnel identifier that, together with the UE MAC address can identify the PDN Connection. This means that also packets that contain e.g. a broadcast MAC address instead of the TWAF unicast address can be associated to the right PDN Connection. The virtual MAC address solution however requires that all packets, also broadcast traffic, is encapsulated using the TWAG virtual MAC address. The UE would thus need to send up-link broadcast packets as unicast packets to the TWAG virtual MAC address. 
Overhead

The GRE header is 8 bytes and the GRE-over-MAC solution thus adds 8 bytes to each packet. In the VLAN solution, a VLAN ID (2 bytes) and an extra LLC/SNAP header (8 bytes) are used thus resulting in an extra 10 bytes of overhead. For the virtual MAC address solution, no extra fields are needed in the 802.11 frame. With PPP, the PPPoE and PPP header on the user plane adds up to 8 bytes. Even though the overhead differs between the solutions, it can be questioned if these differences have any practical implications since the overhead on 802.11 mostly comes from the MAC carrier sense and backoff mechanisms. 
Identification of traffic belonging to a PDN Connection 

The GRE-over-MAC solution uses a 32-bit GRE key to identify traffic belong to each PDN Connection. This is similar to how it works on GTP and PMIP-based interfaces. This allows usage of a unique key per PDN Connection. For the VLAN solution, the maximum number of VLANs on a given network is 4096, which thus requires that VLAN IDs are re-used between UEs and that the UE MAC address is used together with the VLAN ID to identify traffic. For the virtual MAC addresses, as described in 8.2.2.1.1.2, it is assumed that the UE MAC address is used together with the virtual MAC address to identify PDN Connection traffic.  For PPP a 16-bit session ID is used to identify traffic belonging to a PDN Connection.
Other

The GRE solution requires that 3GPP applies for a new Ethertype to be used for GRE. Support for VLAN over 802.11 links has been specified as part of 802.11-2012 but is so far not generally supported in WLAN products.  There is also a risk that the usage of VLAN for PDN Connection handling over trusted WLAN networks conflicts with other use of VLAN in WLAN networks. Even though there are remedies for this (e.g. use of Q-in-Q or proper allocation of the VLAN ID space) it is hard to cover all deployment scenario for VLAN and predict what kind of conflicts may happen in case dynamic assignment of VLAN IDs are used for different purposes.  The other solutions would not have such deployment restrictions.

Start of Second Change

9.2.X
Conclusions
It has been agreed that GRE is used for the user plane.
End of Changes
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