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Abstract of the contribution:

The goal of this contribution is to explain that the use of AAA server along with PCC as described in the TR 23.896 results in a new framework since two equipments can act upon the session (AAA and PCRF) while they do not synchronize. This may have some operational consequences and at least more studies are needed.

We think that the Gxd/Gyd/Gzd may not be mature enough and that the preferred approach should be the one relying on the AAA infrastructure.
Discussion:

In the case of GPRS or LTE/EPC system, the SGSN/MME is in charge of authentication and authorization for access to the 3GPP system to the UE. It relies on the HLR/HSS for this. It is then the GGSN/PGW which allocates the IP address and which manages the session locally. A default QoS may be provided in the User’s profile which is then forwarded to the GGSN/PGW. If PCC is deployed, the session is managed by the PCRF. So, only one network entity is in charge of the IP-CAN session.

In the case of BBF access, the model is different. If a AAA server is deployed for authentication, it is this equipment which manages the session. This is the “NAS-AAA” model. During the authentication process, the AAA is also responsible of authorization process and applies corresponding policies on the NAS (i.e. the IPedge). 

Moreover, in the IETF RFC 4006 which defines the Credit Control Application (used for online charging), it is clearly stated that if a AAA server is deployed, it should be in the path between the NAS and Credit-Control server:   “If the credit-control server and AAA server are separate physical entities, the service element sends the request messages to the AAA server, which then issues an appropriate request or proxies the received request forward to the credit-control server.”
Now, if we consider the Gxd/Gyd/Gzd approach as described in the TR 23.896, we introduce a new paradigm since two equipments are in charge of the session while these two equipments can not synchronize (since no interface is present between PCRF and AAA servers). 

Note well that we do not say that it does not work; however, we think that this should be taken carefully because it may introduce operational issues. We provide three examples to illustrate this:

Example 1:

The AAA server indicates a Success for the authentication to the UE and provides corresponding QoS Profile to the IPedge. The UE receives this success and can start to emit traffic. Then, the IPedge contacts the PCRF that for some reasons blocks the access. 
1/ How does the UE discover that there is a problem?

2/ How does the BBF AAA is aware that the PCRF took this decision?

Obviously, this can be solved, but this highlight that more work is needed.

Example 2:
The use of B + Gxd interface will imply that the IPedge will have to support two different kind of AAA attributes (RADIUS and Diameter) for QoS settings. A conversion will then be needed at the IPedge level to ensure that the correct profile is applied.

Conclusion:

We have two conclusions:

1/ Gxd/Gyd/Gzd should be more investigated since this is a new paradigm.
2/ We think that the preferred approach for convergence should be the one relying on AAA infrastructure.
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