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Abstract of the contribution: this contribution addresses the aspects of communication via UE-to-network relay.
Introduction:
Key issue#5 “Relay for Public Safety ProSe” in TR23.703 addresses some aspects of communication via UE-to-network relay and UE-to-UE relay, including:
· Relay discovery( to be determined) and relay selection/re-selection;

· Communication establishment;
· Service continuity;
· Security and etc.
With respect to “whether relay discovery is needed before communication”, the answer seems to be yes, considering some relay selections roughly summarized as follows:

a) Public safety UE obtains information of UE-to-network relays in advance or whenever needed, and discovers if any relay is nearby.

b) Public safety UE broadcasts message that it need communicate via a UE-to-network relay, and waits for response.

c) Public safety UE queries UEs in proximity if they are UE-to-network relays.

d) Some third party tells the Public safety UE that it can communicate via specific UE-to-network relays nearby.

Obviously, bullets a), b), c) belong to the category which needs relay discovery; bullet d) does not. 

After a Public safety UE discovers multiple UE-to-network relays, the public safety UE may select one considering the following aspects:

(1) Radio channel conditions (between UE-to-network relay and the Public safety UE, between UE-to-network relay and network);

(2) Relative velocity(between UE-to-network relay and the Public safety UE, between UE-to-network relay and network)

After complete of relay selection, the public safety UE and the selected relay performs mutual authentication procedure. The detailed authentication procedure is FFS.

The establishment of the D2D link between the public safety UE and UE-to-network relay could re-use the direct communication solution. The radio link between the UE-to-network relay and network could be reused for relay communication. Hereafter, the public safety UE can communicate with network via relay.
In order to support the communication, UE-to-network relay needs to support certain relay functions, such as support of security procedure, Signalling and data forwarding, and etc,
This contribution proposes a solution for communication via UE-to-network relay
Propose:

This contribution proposed to add the following change to TR23.703.

---------------------------------------------------------------Start of change-------------------------------------------------------------

6.X.Y
Solution X: communication via UE-to-network relay

6.X.Y.1
Functional description

    Editor’s Note: General description, assumption, and principles of the solution. 
The solution described in this clause addresses the Relay for Public Safety ProSe key issue described in clause 5.5.

When a public safety UE is out of network coverage and needs to communicate with network, it could connect to network via a UE-to-network relay. 
As illustrated in figure 6.X.Y-1, public safety UE1 is out of network coverage. Relay-capable public safety UE2 and UE3 are both in coverage of network and in the D2D direct communication range of public safety UE1. UE2 (if selected by UE1) could facilitate the communication between UE1 and network provided that the D2D link 1 (between UE1 and UE2) and the Radio link 2(between UE2 and network) have been established successfully.
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Figure 6.X.Y-1.illustration of communication via UE-to-network relay
The function of a public safety UE-to network relay includes:

· Support mutual authentication with the public safety UE 
· Support the establishment of security communication link between the public safety UE and network;
· Data forwarding and etc.
A public safety UE needs to discover a suitable UE-to-network relay before communication via a relay. If a public safety UE has the information of UE-to-network relays (such as ProSe identity), it could use ProSe discovery solution to discover specific targets. Otherwise, it could use ProSe discovery solution without specific target, for example, the Public safety UE could just broadcasts message indicating that it needs to communicate via a UE-to-network relay and waits for response, or it could query UEs in proximity if they are capable of relaying.
A Public safety UE could obtain information of UE-to-network relays in advance as follow:
· Pre-configuration: a public safety UE could be pre-configured with the information of UE-to-network relays;
· Provided by network: when a public safety UE is in network coverage, the network (Prose server) could provide the information (e.g. the ProSe identity and optionally the identity used for radio interface) of authorized UE-to-network relays to the UE during the ProSe registration procedure or as requested by the public safety UE requests. 
· Provided by other public safety UE: other public safety UE could be the group owner or other trusted UE that has information of UE-to-network relays. When a public safety UE is out of network coverage, the UE could request the trusted UEs nearby for relay information or monitor broadcasting messages from group owner UE-to-network relays.
If the public safety UE discovers multiple UE-to-network relays nearby, it could select one based on certain criteria, such as Radio channel conditions and relative velocity between UE-to-network relay and public safety UE. After relay selection, the public safety UE and the selected relay performs mutual authentication procedure. 

Editor notes: the detailed authentication procedure is FFS.

After the success of authentication procedure, the public safety UE could establish the communication to network via the UE-to-network relay. The establishment of the D2D link between the public safety UE and UE-to network relay could re-use the direct communication solutions in section 6.2.
Editor notes: the resource used for relay communication is determined by the RAN group.

The link 2 in figure 6.X.Y-1 could reuse the radio link between the UE-to-network relay and network.
6.X.Y.2
Procedures

    Editor’s Note: Describes the high-level operation, procedures and information flows for the solution.
This section describes the overall procedure of communication via UE-to-network relay (see figure 6.X.Y-2), including the relay discovery, relay selection, authentication, communication establishment. Some sub-procedures are represented by a box and the details in the box need further work.
The precondition of figure 6.X.Y-2 is the same as figure 6.X.Y-1. UE2 and UE3 have been attached to network, and are authorized to be a UE-to-network relay. UE1 is out of network coverage and needs to communicate with the network. Based on configuration data or user interaction, UE1 decides to communication via a UE-to-network relay.
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Figure 6.X.Y-2. Overall procedure of communication via UE-to-network relay

Step1: 1a. If UE1 has information of UE-to-network relays, it could use ProSe discovery solution to discover if any of the UE-to-network relays is nearby.
      1b. otherwise, UE2 could use ProSe discovery solution without specific target to find a UE-to-network relay.
Step2: UE1discovers that UE-to-network relay UE2 and UE3 are nearby, it may select UE2 based on, such as, radio channel conditions and relative velocity between UE-to-network relay and public safety UE.
Step3: direct communication establishment procedure between UE1 and UE2, during which UE1 and UE2 performs mutual authentication procedure.
Step4: UE1 sends UE-to-network relay request (APN) to UE2. The APN indicates UE2 which PDN UE1wants to connect to. The APN may be a specific APN for specific service, such as group service.
Step5: if UE2 does not have the PDN connection to the APN provided by UE1, UE2 initiates PDN connection establishment procedure.
Step6: after success of PDN connection establishment, the UE2 confirms that connection via UE-to-network relay is established successfully.
Step7: UE1 begins to communicate with GCSE AS via UE2.
6.X.Y.3
Impact on existing entities and interfaces
Editor's Note: Impacts on existing nodes or functionality will be added.
6.X.Y.4
Solution evaluation

Editor’s Note: The fulfilment of requirements in section 4.2 needs will be evaluated. 
---------------------------------------------------------------End of change-------------------------------------------------------------
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