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Abstract of the contribution: This contribution introduces ProSe Identities and Attributes and discusses them in the context of EPC based discovery procedures using Presence Services. It proposes to to be included in TR 23.703.
Introduction

This proposal introduces ProSe Identities and Attributes and discusses them in the context of EPC based discovery procedures using Presence Services. It proposes to to be included in TR 23.703.
>>> Start Changes <<<
6.X.4 EPC Discovery Procedures

6.X.4.T ProSe Identities and Attributes

A discovering ProSe-enabled UE shall be able to determine whether or not another ProSe-enabled UE is of interest to it. A ProSe-enabled UE is of interest to a discovering ProSe-enabled UE if its proximity needs to be known by one or more authorized applications on the discovering ProSe-enabled UE. A ProSe UE application running on a ProSe-enabled UE shall be able to unambiguously register its profile attributes with the ProSe Server and identify other ProSe-enabled UEs that share similar attributes . 
The Extensible Messaging and Presence Protocol(XMPP) (RFC 6120/6121) is an application profile that enables the exchange of structured yet extensible data between multiple network entities. It uses application-specific data qualified by particular XML namespaces. 

An XML namespace allows different modules to be able to recognize the elements and attributes which they are designed to process, even in the face of "collisions" occurring when markup intended for some other modules uses the same element name or attribute name. XML namespaces accomplish this by assigning expended names to elements and attributes.  

An XML namespace is identified by a URI reference(RFC 3986). An expanded name is a pair consisting of a namespace name and a local name.

We adopt XMPP naming and messaging (RFC 6121) for EPC based ProSe Discovery using Presence Server.
6.X.4.Y.1. Registration of ProSe Cluster to the ProSe Server
A ProSe cluster is formed to allow UEs to autonomously determine when and where the ProSe Discovery needs to be used, in order to search for other UEs in close proximity and to subsequently commence Device-To-Device (D2D) communication. More specifically, in an LTE cellular network a ProSe cluster needs to be first registered with a ProSe Server on the network before it can be formed (established). Each ProSe cluster is identified by its cluster identity, whose format follows the same semantics applicable to Extensible Messaging Presence Protocol (XMPP) (RFC 6120 & RFC 6121).
A ProSe cluster’s profile data structure on the ProSe Server includes the cluster attributes of status (Established or Not-established), type (public or private), instantaneous location (either in the form of (longitude, latitude) or an actual street address), time-to-live (TTL), and members’ profile. A generic profile data structure of a ProSe cluster before and after formation (establishment) is depicted in examples Fig. 6.X.4.Y.1-1 and 6.X.4.Y.1-2, respectively.
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Fig. 6.X.4.Y.1-1: Profile data structure of a private but not-established ProSe cluster on the ProSe Server, where the ProSe cluster’s status and the pre-registered members’ status attribute are set to Not-established and Disconnected, respectively.
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Fig. 6.X.4.Y.1-2: Profile data structure of a private and established ProSe cluster on the ProSe Server.

6.X.4.Y.2. ProSe Cluster Categorization
A private ProSe cluster is known to a subscriber if the subscriber has the cluster identity of the private ProSe cluster in his/her profile, hosted by the Home Subscriber Server (HSS). Likewise, a public ProSe cluster is known to the subscriber if the subscriber has the cluster identity of the ProSe public cluster in his/her profile.
The Presence Service is further divided into two categories; Individual and Clusterization, as shown in Fig. 6.X.4.Y.2-1. The Individual presence service supports the subscriber’s individual presence, while the Clusterization service maintains the relevant information on public and private ProSe clusters that are known to the subscriber. Both Individual and Clusterization services’ information are hosted by the HSS.

In a subscriber’s profile data structure, located in the HSS, and under Clusterization service definition, all accessible public- and private ProSe clusters are defined. A known private ProSe cluster is identified by its cluster identity while public ProSe clusters are further divided into two additional categories: known and unknown. A known public ProSe cluster is a cluster that has been discovered earlier by the subscriber and is identified by a predefined identity, and follows the same semantics applicable to XMPP (See Fig. 6.X.4.Y.2-1). Moreover, known public clusters are further described through additional attributes, such as last-known-location (LKL) and last known time-of-operation (TOO). 

Further, a subscriber (user) is able to define a set of criteria, based on which public clusters in its close proximity are categorized. For this purpose, a set of cluster discovery criteria (CDC) are defined in the subscriber’s profile data structure, which may indicate the type(s) of services the subscriber is interested in depending on the geographical location and time of day. Such information may be described and exchanged using XMPP (See lower part of Fig. 6.X.4.Y.2-1 for Clusterization ( Public ( Unknown).
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Fig. 6.X.4.Y.2-1: A subscriber’s profile data structure on the HSS.

6.X. 4.Y.3. Publish a ProSe Cluster
A mobile terminal that creates (establishes) a ProSe cluster (either public or private) is chosen as the cluster owner, which publishes the new values of the established ProSe cluster’s attributes on the ProSe Server. More specifically, the cluster owner sets the established ProSe cluster’s attributes status and instantaneous location to Established and owner’s current location, respectively, and publishes the new values on the ProSe Server. The cluster ownership can be delegated to other members of the same cluster. Furthermore, only the current owner of the ProSe cluster may destroy (terminate) the cluster, upon which the cluster is disestablished on the ProSe Server, and its attributes status and instantaneous location are set to Not-established and null, respectively.

A ProSe cluster’s state may only be updated upon three circumstances: creation (establishment or formation), destruction (disestablishment), and attribute-update. When a ProSe cluster is created, the cluster owner issues a SIP PUBLISH request with the Request-URI set to the cluster identity. The SIP PUBLISH request is routed by a Proxy Call Session Control Function (P-CSCF) in the Visited Public Land Mobile Network (VPLMN) as the first point of entry to the IMS network to the Serving Call Session Control Function (S-CSCF) in the Home PLMN (HPLMN), where this ProSe cluster’s associated Presence Server and ProSe Server are located. Using the initial Filter Criteria (iFC) hosted by the S-CSCF the Presence Server and the ProSe Server in the HPLMN are invoked, sequentially. Upon reception of the SIP PUBLISH request, the ProSe Server interacts with the HSS in the HPLMN to perform authentication and authorization for the received clusterization request. After completion of a successful authentication and authorization, the PreSe Server responds to the SIP PUBLISH request by a 200 (OK) final response, which will be routed to the cluster owner in the originating VPLMN via the S-CSCF and the P-CSCF (See left- and center of Fig. 6.X.4.Y.3/4).

In order to update any of the ProSe cluster’s attributes, including, but not limited to, its current location, the current owner of the cluster issues a separate SIP PUBLISH request to remotely update the cluster’s profile data structure on the ProSe Server. Furthermore, to destroy an existing cluster, the current owner issues yet another SIP PUBLISH request to destroy and reset the cluster and its associated attributes, respectively. Therefore to summarize, when the ProSe cluster’s state changes, the current owner of the cluster shall issue a SIP PUBLISH request, addressed to the ProSe cluster identity, to update the cluster’s profile data structure on the ProSe Server.

6.X.4.Y.4. Subscribe to a ProSe Cluster
In SIP protocol, the event packages and the event notification extension framework enable SIP nodes to request notification from remote nodes, indicating that certain events have occurred (RFC 3261 and RFC 3265).
A clusterization event package enables the subscribers (users) to populate a ProSe cluster’s state changes, including creation, attribute-update, and destruction notifications, as well as to request for notification from a remote node (i.e., the ProSe Server), indicating that the state of a particular ProSe cluster has changed. The clusterization event package defines a set of states and associated attributes, applied to each ProSe cluster as a specific type of resource.

A subscriber (and therefore a UE) may request for current state and any state update notifications of a known ProSe cluster, regardless of whether the ProSe cluster is established or not. To accomplish this, the UE issues a SIP SUBSCRIBE request with the Request-URI set to the ProSe cluster identity. The SIP SUBSCRIBE request is then routed by the P-CSCF in the VPLMN to the S-CSCF in the HPLMN, where the PreSe Server and the ProSe Server are invoked successively using the initial Filter Criteria hosted by the S-CSCF. Upon reception of the SIP SUBSCRIBE request, the PreSe Server interacts with the HSS to perform authentication and authorization for the received subscription request. After completion of a successful authentication and authorization, the ProSe Server responds to the received SIP SUBSCRIBE request by a 200 (OK) final response, which will be routed back to the requesting UE in the originating VPLMN via the S-CSCF and the P-CSCF (See right- and center of Fig. 6.X.4.Y.3/4).

The SIP SUBSCRIBE request should contain an “Expires” header field, which indicates the duration of the subscription to the clusterization event package. In order to keep subscriptions effective beyond the duration specified in the “Expires” header field, the subscriber (user) needs to refresh this subscription on a periodic basis using a new SIP SUBSCRIBE request on the same dialog. To publish or subscribe to the clusterization event package, the UE is required to set to the “Event” header field of the SIP PUBLISH and SIP SUBSCRIBE requests to:

Event: clusterization 
Furthermore, the UE is required to accept the Content-Type of application/cluster-info+xml in order to be able to create and destroy, or to publish state updates of an existing ProSe cluster on the ProSe Server. Therefore, the UE is required to include application/cluster-info+xml into the “Content-Type” header field of the SIP PUBLISH requests. Moreover, as part of the “Accept” header field, the UE needs to include application/cluster-info+xml into the “Accept” header field of the SIP SUBSCRIBE requests, i.e.,

Content-Type: application/cluster-info+xml (PUBLISH request)
Accept: application/cluster-info+xml       (SUBSCRIBE request)
When a state update associated with the ProSe cluster of interest is published on the ProSe Server (i.e., cluster creation, destruction, or attribute-update), the subscriber (user) that has subscribed to the clusterization event package bound to that ProSe cluster receives a SIP NOTIFY request, containing the cluster’s state and its attributes along with their updated values. The subscriber (user) will then respond to the received SIP NOTIFY request using a 200 (OK) final response. Fig. 6.X.4.Y.3/4 illustrates the disclosed message flow for creation and destruction of a private ProSe cluster.
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Fig. 6.X.4.Y.3/4: Message flow for creation, subscription-to, and destruction of a private ProSe cluster.
6.X.4.Y.5. ProSe Cluster Discovery
The aforementioned publish & subscribe methodology enables subscribers (users) to search for and discover public and private ProSe clusters using a much more energy efficient approach. Upon reception of a SIP NOTIFY request indicating that a known public- or private ProSe cluster of interest has been established (created), the subscriber (the UE) stores the location information of the reported ProSe cluster to be utilized by the ProSe Discovery mechanism. More specifically, given that the location of an (active) ProSe cluster is revealed to the subscriber (the UE), and as long as the ProSe cluster’s location information (attribute) does not change, the need for the UE to blindly (and continuously) search for this ProSe cluster (and its members) is eliminated. 

Given that the UE is aware of its instantaneous location via its built-in ultra-lower power Global Positioning System (GPS) receiver, there is no need for the UE to look for the modulated beacon or probe messages that are (possibly) broadcast by nearby ProSe cluster members. By comparing the stored location information of a known public- or private cluster with the its current location, and as long as the ProSe cluster of interest is known to be active, i.e., not yet destroyed, the UE is able to determine when the ProSe Discovery apparatus needs to be activated to search for other UEs in close proximity and to subsequently commence D2D communication. Thus, the UE is able to avoid considerable amount of battery power-drain.

>>> End Changes <<<
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