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This document suggests an architecture for Public Safety UE to Network outband Relays that is based on minimising changes and reusing concepts studied in previous releases.
1
Background
A pre meeting conference call showed that previous contributions did not seem to have capitalised on the considerable work done on Relaying within the Release 10 studies for LTE-Advanced and the Rel 12 study on mobile relays.
As a result, this document proposes an architecture based largely on that existing work
2
Proposal

It is proposed that the following new text is added to a new 6.X.Y solution section in TR 23.703 v0.4.1.

Revision marks show the non-editorial updates from S2-132607.
******************************** Start of ALL NEW text for TR 23.703 ***********************************************
6.X
ProSe Public Safety UE-Network Relay
6.X.Y
Solution XY: Reuse of Architecture A1 from TR 36.806
6.X.Y.1
Functional description

The proposed architecture is essentially “architecture A-1” from TR 36.806 “Relay architectures for E-UTRA” v9.0.0 using “outband relays”
.

In this scenario, “outband relay” could mean, for example, that the PS UE-Network Relay Node to Donor eNB is using LTE 800 MHz and the PS UE-Network Relay Node to end User UE is using a channel in a 700 MHz band.
Note:    while Release 10 selected “architecture A-2” from TR 36.806, it should be noted that the Rel 10 work focussed on inband relays (which required significant DeNB changes for new radio control channels from DeNB to RN); had to support Rel 8 UEs; and desired high quality (e.g. X2) mobility to adjacent cells.

Editor’s note: it is FFS whether this architecture can also be used for “inband” operation with these new Release 12 devices. 
The figure below is a copy of Figure 4.2.1.1-1 from TR 36.806 v9.0.0 that has been edited to only show ‘alternative 1’ of ‘architecture A’.
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Figure 6.X.Y-1: Architecture A-1 for relays (edited copy from TR 36.806)
6.X.Y.1.2
Procedures

With this architecture and ‘outband’ operation:

a) the Donor-eNB can be a standard Rel-8 eNB, (i.e. the Release 10 Relay Control Channels are not needed), and 

b) the “Relay-UE” can operate as a normal UE.

Then

c) (when activated as a relay by the Public Safety personnel) the Relay-UE activates a Default Bearer to the PLMN’s “relay APN”. The Relay-UE’s MME (in association with the HSS) verifies that the Relay-UE is permitted to activate such a Default Bearer.

If not already configured, the Relay-UE can use this default bearer to receive e.g. an OMA DM Managed Object that configures the parameters (e.g. Cell ID, TAI and User-UE’s MME address) that the PS UE-Network Relay Node will use in the S1-AP signalling on the S1-MME(UE) interface. This TAI is NOT used by other PS UE-Network Relay Nodes or normal eNBs (at least, not used within that geographic area).
NOTE 1:
the Release 10 two phase Relay Node Attach procedures described in section 4.3.20.2 of TS 23.401 are not used.
d) the security procedures designed in TS 33.401 to counter the threats identified in section 5 of TR 33.816, " Feasibility study on LTE relay node security“ are NOT used. This is because: 
- the relay-eNB is only intended to be used in a “closed access” mode by members of the emergency service; and

 - the emergency service users should be using (at least) “end to middle” encryption between the “User-UE” and the “GCSE application server” (so reading the data stream inside the PS UE-Network Relay Node is not a threat).

Editor’s note: obviously SA3 should be involved in the security analysis. 
e) the “Relay-eNB” performs the S1 Setup procedures (section 8.7.3 of S1-AP, TS 36.413) with the User-UE’s MME.. 
NOTE 2:
The User-UE’s MME may need to maintain more S1 connections than the Relay-UE’s MME: if this is an issue, then an appropriate MME with such capabilities is signalled in step c. 
f) The “Relay eNB” either broadcasts this Tracking Area ID on the “PC7” interface or sends the TAI direct on PC7 to the “User-UE”. 

- When the User-UE detects the Relay eNB (e.g. following loss of macro network coverage), the User-UE performs a TA Update to the User-UE’s MME. 

- As with normal S1 interface procedures, the Relay eNB inserts its cell ID and TAC into the Initial UE Message that carries the TA Update Request to the User-UE’s MME.

- The User-UE’s MME determines whether the User-UE is authorised to access that Relay eNB. If not authorised, the User-UE is rejected with cause #15, resulting in the User-UE looking for other Relay eNBs/TAUs/LAUs to access.

g) As part of a successful registration on the Relay eNB (or movement to away from the Relay eNB to another Tracking Area), the Cell ID of the User-UE is using is sent from the User-UE’s MME through the User-UE’s PGW onto the GCSE Application Server. The GCSE AS uses its normal processes to determine whether or not the Relay eNB is part of the User-UE’s ‘group call area’ for any group media that it needs to distribute.

NOTE 3:
the restriction in TS 36.300 section 8.2 “network entity related identities” that 

“-
The Global eNB ID of RN is the same as its serving DeNB.” 

Does not apply to this architecture (as it is based on architecture A-1).
h) (as described in the GCSE TR 23.768 v0.2.0 section 6.2 “Solution 2 – Permanently RRC Connected”) the GCSE-AS performs the counting procedures and determines whether to use unicast or broadcast procedures for the media distribution via that Relay eNB.
Coordinated reservation by the HPLMN and VPLMN of a range of Cell IDs for the Relay-eNBs allows the GCSE AS to determine that the User-UE is on a PS UE-Network Relay Node. This may be useful if the User-UE to Relay-eNB is is generally used in broadcast rather than unicast mode.

i) The PS UE-Network Relay Node is designed to support Broadcast (eMBMS) mode.
- MBSFN operation of the PS UE-Network Relay Node is not used as exact time synchronisation of the PS UE-Network Relay Node poses extra requirements on its link to the DeNB link (and requirements on the DeNB). 
- Because this PS UE-Network Relay Node is a single ‘cell’, and MBSFN is not in use, the MCE
 is located within the PS UE-Network Relay Node.
- in step e) above, the Relay eNB also performs the M3-AP Setup procedure.

- when the GCSE AS determines that Broadcast mode needs to be used on the PS UE-Network Relay Node, the GCSE AS causes the MME (e.g. using signalling through the BM-SC and MBMS GW to the MME) to initiate an M3-AP
 MBMS Session Start Request message to the IP address of the Relay-UE.
- The Relay UE sends an IGMP (IPv4) or MLD (IPv6) Join message over its default bearer (on the Relay APN) to signal its interest in receiving that particular multicast MBMS bearer service (the one identified by the IP multicast address received in the M3-AP Session Start Request).
- the Relay UE PDN GW is assumed to be IP Multicast aware (this is a requirement on 2G and 3G GGSNs in networks supporting MBMS) and hence the Relay UE PDN GW associates the IP multicast address in the Join message with the IP address of the Relay UE.
- downstream data received by the Relay UE PDN GW on the IP multicast address is then distributed on the unicast GTP tunnels from the Relay UE PDN-GW to the Relay UE.
- the Relay eNB then broadcasts the data using the TMGI received in the M3-AP Session Start Request

NOTE 4:
in step c, the RN-UE is stated to use a special APN when activating its default bearer. This APN can be used to select a PDN-GW that supports IP Multicast.

i)  The mobility of the User-UE follows the procedures that will be defined for PC 7 and PC 5. (e.g. cell reselection, or, S1 handovers with the User-UE MME)


j) Mobility of the Relay Node UE is fully supported, irrespective of whether zero, one, or many User-UEs are connected to it. Section 5.2.2.1 of the NOT approved TR 36.836 v2.0.1 “Mobile Relay for Evolved Universal Terrestrial Radio Access” shows the signalling flows and the basic architecture is copied below:

[image: image2.emf]E-UTRA UE

Un

Source DeNB

PGW/SGW (RN)

eNB

UE

Uu

S1-U

MME/SGW (UE)

E-UTRA UE

Un

Target DeNB

eNB

UE

S1-U

Uu


Figure 6.X.Y-2: Mobility of Relay Node (copied from v2.0.1, TR 36.836)
6.X.Y.3
Impact on existing entities and interfaces
No specification impact has yet been identified for the existing RAN entities (the ProSe Public Safety UE-Network Relay Node described is this section is NOT the same as the existing Release 10 Relay Node)
No specification impact has yet been identified for the existing EPC entities, except that the Relay UE PDN GW is assumed to be IP Multicast aware.
6.X.Y.4
Solution evaluation

Editor’s Note: The fulfillment of requirements in section 4.2 needs will be evaluated. This section is not yet complete.
The “PC 7” interface is intended to be similar to PC 5. Significant differences between PC 7 and PC 5 will reduce economies of scale.
� section 9, TR 36.814 “Further advancements for E-UTRA physical layer aspects” v9.0.0


� MCE: Multi-Cell/Multicast Coordination Entity, TS 36.300 section 15.1.1


� M3 Application Protocol (M3AP), TS 36.444, section 8.2
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