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Abstract of the contribution: This document describes the architecture requirements for WebRTC access to IMS. The text will be updated based on the discussion from the related discussion paper.
Begin of Change

4
Assumptions and Architectural Requirements

4.1
Assumptions

Editor’s Note: This clause will define the underlying assumptions of the work.

4.2 
Architectural Requirements 

Editor’s Note: This clause will define the architectural requirements based on the normative stage-1 requirementsdefined in TS 22.228.
In order to satisfy the normative stage-1 general requirements, entities for signalling and media aspects and web identification authentication aspects are required. The architecture shall fulfil the following requirements:
-  Convert the signalling received from WebRTC client to SIP signalling, and then forward the SIP request to an entry point of IMS.

-  Store the user related information, e.g. web identification, web identification related password, and the mapping between web identification and IMS identities and so on.
-  Authenticate the user identification.

-  Provide the WebRTC client with Web-based application JavaScript library.

-  Communicate with the third party server to validate the third party identification.
-  Convert the media between SRTP and RTP, or send the SRTP media transparently through intermediate network entities.
-  Convert non-voice/video media between data channel and MSRP.

-  Support codec transcoding.
-  Support ICE procedures.

-  Implement a limited STUN server functionality to support the STUN keep-alive usage as defined in RFC 5389 which is used by the UE to maintain the NAT bindings.
-  Communicate with Policy and Charging Rules Function (PCRF) by Rx interface to authorize the bearer resources and manage QoS.
-  Maintain the UE IP address, in order to forward the message to UE in terminating case. 

-  The WebRTC Gateway shall support Mw interface.
End of Change
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