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Abstract of the contribution: The contribution addresses the key issue on Public Safety Relays with a UE-to-UE Relay solution that combines the ProSe Group Owner solution described in TR 23.703 clause 6.4.1 with an application-layer relay functionality residing in the ProSe Group Owner. The overall solution and call flows is similar to the solution for UE-to-Network Relay submitted for this meeting S2-132432. It is proposed to agree the contribution for inclusion in TR 23.703.
1
Introduction

The solution in the text proposal below addresses the key issue “Relay for Public Safety ProSe” described in TR 23.703 clause 5.5. Quick answers are provided in blue colour. Detailed description is available in the text proposal.
- 
What is the overall procedure to setup a connection between a Public Safety ProSe-enabled UE and EUTRAN via a ProSe UE-to-network relay?

· The UE-to-Network Relay is described in a separate contribution for this meeting (S2-132432).

- 
What is the overall procedure to setup a connection between two Public Safety ProSe-enabled UEs via a ProSe UE-to-UE relay?

· UE needs to discover the UE-to-UE Relay (step 1 in Figure 6.x.2.2-1) first and the ProSe Group owned by the relay (in the role of ProS Group Owner (clause 6.x.2.2). The Application (App) client in the UE then registers with the relay requesting to take part in a specific GCSE group communication.

- 
What is the procedure for relay selection (both ProSe UE-to-network relay and ProSe UE-to-UE relay)? There might be multiple relay capable Public Safety UEs in communication range of a Public Safety UE requiring relaying. 

· A non-exhaustive list of possibilities for relay selection is provided in step 1 of Figure 6.x.2.2-1).

- 
What is the procedure for relay re-selection (both ProSe UE-to-network relay and ProSe UE-to-UE relay)? The mobility of UEs (relays and relayed) implies that a relay may be in a better communication range than another. Mobility across relays should be possible.

· The proposed solution does not support seamless mobility between relays. If the UE needs to move to another relay, it first detaches from the previous relay (gracefully or not) before connecting to the new relay.
- 
At which layer the ProSe relays should function? Above IP or below,  in the 3GPP layers? 
· The relay functionality operates at the application layer: B2BUA and RTP/RTCP translator functionality resides in the relay.

- 
How should authorisation for acting as and using a ProSe relay be defined? Can any UE act as a ProSe relay or only specific UEs?
· Any public safety UE should be able to act as a UE-to-UE relay. The authorisation is statically configured in the UE (the expectation being that the solution shall be able to operate out of network coverage).
-
What are the procedures to determine when a UE should act as a ProSe relay?
- 
What are the procedures for EPS to initiate or move a session of a ProSe-enabled public safety UE that has lost connection to the network to a communication path via a Prose-enabled UE acting as a ProSe UE-to-network relay that is in ProSe communication range and has connectivity to the network? 

· This is related to the UE-to-Network Relay.
- 
What are the service continuity aspects for ProSe UE-to-UE relays and UE-to-Network relays excluding the service continuity aspects within the scope of ProSe Group Communication? 

· There are no service continuity aspects under consideration in the proposed solution.
- 
Whether a relay node needs to be discovered before a UE can communicate via the relay?
· Yes. Non-exhaustive list of discovery options includes a beacon message sent out by the relay, or the use of Targeted Discovery, or the use of a “human channel” (see step 1 in Figure 6.x.2.2-1).
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6.x
Solution X – UE-to-UE Relay operating at the application layer
6.x.1
Functional Description


6.x.1.1 Solution Description

The solution for UE-to-UE Relay described here builds on top of the ProSe communications in Group Owner mode described in clause 6.2.1, by adding a SIP client in the ProSe Group member UE and a SIP server/registrar function in the ProSe Group Owner.
6.x.1.2 Architecture reference model
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Figure 6.x.1.2-1: Architecture for UE-to-UE Relay operating at the application layer
New or enhanced reference points:

Gm-ter:
This is a reference point between the SIP client residing in a ProSe Group member UE and the SIP server residing in the ProSe Group Owner. It relies on SIP signalling for establishment, modification and release of GCSE Group communication sessions, or for joining and leaving pre-established GCSE Group communication sessions. Floor control is performed using BPCF [y] or RTCP messages (e.g. like those defined in [x]).
The following are the salient features of this solution:

1. The UE-to-UE Relay functionality resides in the ProSe Group Owner (GO);

2. The UE-to-UE Relay operates at the application layer by including a SIP registrar and SIP server functionality in the ProSe GO;
3. If needed, the UE-to-UE Relay is statically configured to determine whether it is authorised to act as relay for a specific GCSE Group;

4. Uplink delivery on PC5 (UE-to-GO) is unicast;

5. Downlink delivery on PC5 (GO-to-UE) can be either unicast or multicast. The SIP server can make the decision for delivery type based on e.g. the number of GCSE Group members in the ProSe Group;
6. The solution supports both IPv4 and IPv6;
7. The solution supports one-to-one communication via UE-to-UE Relay;
8. For applications that require it, floor control is performed by a centralised floor control server collocated with the SIP server.

6.x.1.3 GCSE Group and ProSe Group relationship
One UE-to-UE Relay (owning one ProSe Group) may provide relay functionality to UEs belonging to multiple GCSE Groups. Only UEs that are member of the same GCSE Group are able to communicate with each other via the UE-to-UE Relay.
6.X.2
Procedures

6.x.2.1 General

The procedures in the present clause are provided as examples only.
6.x.2.2 Relay discovery and ProSe Group joining
Depicted in Figure 6.x.2-1 is a high-level call flow for the ProSe Group Owner architecture applied to a relay use case.
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Figure 6.x.2.2-1: Relay discovery and ProSe Group joining
1. UE_A is out of network coverage and needs to discover a UE-to-UE Relay in order to increase its communication range. UE_R is capable of acting as a UE-to-UE Relay. There are several possibilities for relay discovery and their applicability may depend on additional requirements (e.g. covert operation):

· UE_R may autonomously start a ProSe Group and send a beacon message advertising its capability for acting as a UE-to-UE Relay;

· UE_A may periodically transmit probe messages (e.g. using Targeted ProSe Discovery described in clause 6.3) indicating that it is looking for a specific GCSE Group and/or for relay service. Upon reception of the probe message, UE_R starts a ProSe Group and replies to UE_A that it can act as a relay;
· Using a “human channel” i.e. the user of UE_R may know that he is within transmission range of UE_A and UE_B, however, by talking to both of them, he realises that UE_A and UE_B are not within transmission range of each other. The user of UE_R graciously offers that UE_R act as UE-to-UE Relay for the other two UEs, and may even join the same GCSE Group communication itself.
2. UE_A performs mutual authentication with the GO (e.g. based on certificates or a common pre-shared secret). A Pairwise Master Key (PMK) is generated as part of the authentication procedure and is used subsequently to protect unicast traffic between UE_A and GO;

3. The GO assigns an IP address to UE_A for use on the local ProSe IP subnet. At this point both UEs are also cognisant of their respective layer-2 IDs;
4. The SIP client in UE_A registers with the SIP server in the relay via Gm-ter, requesting relay service for a specific GCSE Group. This procedure is explained in more details in clause 6.x.2.3. 
6.x.2.3 SIP client registration and GCSE Group communication setup
Outlined in Figure 6.x.2.3-1 are the control plane procedures for SIP client registration and GCSE Group communication establishment in presence of UE-to-UE Relay.
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Figure 6.x.2.3-1: SIP client registration and GCSE Group communication setup
1. UE_A establishes ProSe communication with UE_R which acts as a UE-to-UE Relay, as described in clause 6.x.2.2. After completion of this procedure there is basic IP connectivity between UE A and UE_R.

2. The SIP client in UE_A sends a GCSE Register message to UE_R indicating that it wishes to take part in the GCSE group communication session identified via GCSE Group ID i.e. a GCSE Group specific URI (e.g. fire.brigade75@firstresponder.com). The message also carries the personal application-layer identifier of the requesting user (e.g. john.doe@firstresponder.com).
3. The SIP registrar functionality in UE_R records the request by associating the IP address of UE_A with the personal SIP URI of the registering user and sends an acknowledgement. Given that all ProSe Group members are on the same IP subnet, the relay operation is equivalent to IP routing (i.e. there is no need to use an RTP translator).
NOTE 1:
The user of UE_R may or may not be a member of the requested GCSE Group. It is up to the user of UE_R to decide whether a non-member UE_R shall be authorised to act as UE-to-UE Relay.
4.-6. The corresponding steps for UE_B are performed.

7. The SIP server in UE_R may now start sending SIP INVITE (GCSE Group ID) messages to the registered SIP clients.
NOTE 2:
If UE_R takes part in the group communication as a GCSE Group member, it may send the SIP INVITE message to the SIP clients as soon as they register (e.g. step 7b could be performed right after step 3).
NOTE 3:
In case of one-to-one communication, the SIP INVITE message in step 7 is sent by either UE_A or UE_B and contains the personal SIP URI of the called user (instead of GCSE Group ID).
8. OK messages.

6.x.2.4 Floor control procedure
Outlined in Figure 6.x.2.4-1 is the floor control procedure (only for applications that need it).
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Figure 6.x.2.4-1: Floor control procedure
The call flow is largely self-explanatory and needs no step-by-step description. The following assumptions apply:

· Floor control messages (Floor Request and Floor Grant in Figure 6.x.2.3-1) may be based on RTCP messages (e.g. like those defined in [x]);

· Floor control requests are arbitrated by a centralised floor control server collocated with the SIP server.
6.x.3
Impact on existing entities and interfaces

There is no impact on existing entities and interfaces.
6.x.4
Solution evaluation

Editor’s Note: The fulfilment of requirements in section 4.2 needs will be evaluated.
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