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Abstract of the contribution: the contribution addresses the use of ISMP wrt ISRP and WLAN SP in the scenario of NSWO capable devices.
1. Discussion
Currently solution 10, when defining the mechanism for the selection of active rules is missing a point regarding the support of NSWO in the interaction between ISMP, ISRP and WLANSP.
As background, up to release 11 the following holds through (ref. TS24.302):

· Section 5.4.2 of TS 24.302 clearly indicates that a UE capable of NSWO and configured to support NSWO uses ISRP for traffic routing decisions, if it has it. If it does not have an ISRP policy, then it uses other information but not ISMP. This is true independently of whether the UE has NSWO enabled or not. 

· Section 6.8.2.2.4.1 states:

For a UE with IFOM, MAPCON, or non-seamless WLAN offload (or any combination of these capabilities) enabled, if ISMP and ISRP are available, then ISRP shall be used for the routing of IP traffic. The relation between ISRP and user preferences is described in subclause 5.4.2.
For a UE not supporting any of IFOM, MAPCON or non-seamless offload capabilities or with all those capabilities disabled, if ISMP and ISRP are available, the ISMP shall be used.
· TS24.302 indicates “The ANDSF may provide a list of Inter-System Routing Policies to a UE independent of the UE's capability of routing IP traffic simultaneously over multiple radio access interfaces”. We argue that if the operator wants to be able to influence a single radio device capable of NSWO in the selection between NSWO and PDN traffic, the standard can maintain the UE behaviour defined up to Rel. 11 and the operator can provide ISRP policies to the UE related to NSWO.

 However, the current description of solution 10 states:

“A UE that cannot simultaneously route IP traffic over multiple radio accesses selects an active ISMP rule and an active WLANSP rule” 
We argue that this goes against what defined so far in ANDSF and requires a change in behaviour that is unnecessary and limiting with respect to Release 11. In fact, such statement implies that, independently of whether the UE is NSWO capable or not (i.e. it has the NSWO capability and it is configured to use it), then the UE always selects ISMP because the UE cannot simultaneously route IP traffic over multiple interfaces.
2. Proposal

It is proposed to adopt the following change.

START OF CHANGE

6.10.2
Selection of Active Rules
The UE may be provisioned with multiple valid ISMP, ISRP and WLANSP rules. Out of all these valid rules the UE selects and applies only two rules: one WLANSP rule and either one ISMP or one ISRP rule. A rule applied by the UE is called an “active” rule. Specifically:

· A UE that cannot simultaneously route IP traffic over multiple radio accesses and is not NSWO capable or has the NSWO capability disabled selects an active ISMP rule and an active WLANSP rule. 
· A UE that can simultaneously route IP traffic over multiple radio accesses, or a UE that cannot simultaneously route IP traffic over multiple radio accesses but has NSWO capable, selects an active ISRP rule and an active WLANSP rule.
When the UE is not roaming, it selects the active ISMP/ISRP rule and the active WLANSP rule to apply from the valid rules provided by the HPLMN based on the individual priorities of these rules (or based on other criteria already specified in TS 24.312). For example, the highest priority valid WLANSP rule is selected as the active WLANSP rule. 

When the UE is roaming, it may have valid rules from both HPLMN and VPLMN. In this case, the active ISMP/ISRP rule and the active WLANSP rule are selected by the UE as follows:
a) The UE is configured to either “prefer WLAN access networks policies provided by the HPLMN” or not. This configuration can be done either by the user or by the home ANDSF via the PreferVplmnWlans node (see clause 6.10.1). User configuration takes precedence over the home ANDSF configuration. 

b) If the UE is configured not to prefer WLAN access network policies provided by the HPLMN, then the UE selects the active WLANSP rule and the active ISMP/ISRP rule from the valid rules provided by the VPLMN. 

c) If the UE is configured to prefer WLAN access networks policies provided by the HPLMN, then the UE checks the WLANSP rule provided by the HPLMN and determines if any of the WLAN access networks in this rule are available.

i) If at least one of these WLAN access networks is available, then the UE selects the active WLANSP rule and the active ISMP/ISRP rule from the valid rules provided by the HPLMN (e.g. based on their priority values).

ii) If none of these WLAN access networks is available, then the UE selects the active WLANSP rule and the active ISMP/ISRP rule from the valid rules provided by the VPLMN. When the UE determines that at least one of the WLAN access networks in the WLANSP provided by the HPLMN becomes available, it operates as in bullet i) above and may re-select to such WLAN access network.

During power-up the UE considers the WLANSP rules provided by the HPLMN as valid and selects an active WLANSP rule as described above (e.g. the one with the highest priority). Thus during power-up the UE can select a WLAN network based on the WLANSP rules provided by HPLMN.
END OF CHANGE

3GPP

SA WG2 TD


