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************************************  2nd Change  *******************************
Annex Y (normative):
Fixed Broadband Access convergence with EPC

This annex specifies the enhancement to PCC framework for supporting dynamic QoS in the fixed broadband access network in the convergent scenario where a single operator is deploying both the fixed broadband access network and the Evolved Packet Core (EPC).

The scope of this Annex is to consider the convergent scenario where the PCRF controls directly the network element(s) in the fixed broadband access without the mediation of a different policy server, such as the BPCF defined in TS 23.139 [20].

The work in this Annex takes the fixed broadband accesses as specified by BroadBand Forum as a reference. This does not preclude the applicability of the solutions described in this Annex to other types of fixed broadband accesses

This release considers only the support of Non-seamless WLAN offload traffic from a 3GPP UE connected to a WLAN in fixed broadband network and the traffic from fixed device. 
This annex describes only the exceptions and additions in respect the main body requirements, so when not explicitly mentioned definitions in main body are applicable also to convergent scenario.

Y.1
Definitions

The definitions in the following are relevant for this annex only.

UE local IP address is defined as: either the public IP address assigned to the UE by the BBF domain in the no-NAT case, or the public IP address assigned by the BBF domain to the NATed RG that is used for this UE.

Y.2
Abbreviations

The following abbreviations are relevant for this annex only:

RG
Residential Gateway

Y.3
High Level Requirements

Y.3.1  General

The same requirements as defined in clause 4 applies with the exception and addition listed in the following:-
PCRF shall control directly the PCEF in the IP Edge in the fixed broadband access without the mediation of the BPCF defined in TS 23.139 [29].
-
3GPP PCC shall support the enforcement of QoS policies for IP traffic exchanged by fixed devices in the fixed broadband access.

-
3GPP PCC shall support the enforcement of QoS policies of NSWO traffic exchanged by 3GPP UEs connected to the fixed broadband access via WLAN.

-
Only policy and charging control for Subscriber IP sessions will be considered, while policy control and charging for Layer 2 sessions is out of the scope of this release.
-
More than one fixed access Subscriber IP session (e.g. a PPPoE session) can be supported per fixed access line (e.g. RG).
-
A device connected to the RG (e.g. VoIP phones) may also initiate a Subscriber IP session when the RG is configured in bridge mode or when the PPP pass-through feature is enabled on the Routing RG (see requirement R-10 in TR-124 Issue 3 [Y]).

-
The subscription information included in the user profile shall enable the support of fixed devices (e.g. identifiers, maximum subscribed bit rate, etc.) required for policy and charging control purposes.
-
The SPR or UDR stores subscription information related to policy control for fixed devices and fixed access line for QoS and charging purposes.

-
Policy control will address both dynamic and pre-provisioned policies in the IP Edge.
-
There is an IP-CAN session with a corresponding Subscriber IP session on the IP Edge per IPv4 address and/or IPv6 address or IPv6 prefix known in the PCEF.

NOTE 2:
For routed mode RG with NAT, there is one IP-CAN session with a corresponding Subscriber IP session on the IP Edge for the IPv4 address and/or IPv6 address or IPv6 prefix assigned to the RG

NOTE 3:
In case of routed mode RG when the PPP pass-through feature is enabled (see requirement R-10 in TR-124 Issue 3 [Y]) there is an IP-CAN session for the single fixed device starting the PPP session . In this case the 3GPP UE does not have  Subscriber IP session in IP Edge

NOTE 4:
For bridged mode RG, there is one IP-CAN session with a corresponding Subscriber IP session on the IP Edge for each IPv4 address and/or IPv6 address or IPv6  prefix assigned to the fixed device or 3GPP UE which established a Subscriber IP session in fixed broadband network.

NOTE 5:
For routed mode RG with IPv6 when stateless IPv6 address autoconfiguration is used by the end-device behind the RG, there is one IP-CAN session with a corresponding Subscriber IP session on the IP Edge for the IPv6 prefix assigned to the RG. When stateful IPv6 address configuration is used by the end-devices, there may be scenarios for one IP-CAN session per end-device. There may be scenarios for one Subscriber IP session on the IP Edge with a corresponding IP-CAN session per end-device.

-
Per IP-CAN session there is a single subscriber in SPR/UDR. This is the UE identity that identifies the RG, the 3GPP UE or the fixed device.

NOTE 6:
The identification information for 3GPP UE is the IMSI.

NOTE 7:
For routed mode RG, the successful completion of 3GPP-based access authentication and assignment of IP address to the 3GPP UE does not result in any IP-CAN session establishment if the IP address assignment does not result in a new Subscriber IP Session in the IP Edge. In this case the pre-existent IP-CAN session for the RG is used. More considerations with respect to a routed mode RG can be referred to Annex A.

NOTE 8. In this release the identification of end-user devices behind a routed mode RG is not supported

-
The IP Edge shall be able to enforce policies and to perform the appropriate mapping from QoS parameters it receives from the PCRF to BBF specific parameters.
NOTE 9:
How the IP Edge performs policy enforcement and binding if Gxd sessions with PPPoE or IP sessions in the BBF access is out of scope of 3GPP.

Y.3.2
Charging Related Requirements
Y.3.2.1
General

The same requirements as defined in clause 4 applies with the exception and addition listed in the following:

-
The architecture shall provide charging for traffic exchanged by fixed devices and NSWO traffic to/from 3GPP UEs in the following scenarios:

-
3GPP PCC- Gy/Gz based charging with PCEF located in the fixed broadband access network;

-
Traffic Detection Function (TDF)-based charging;

-
AAA-based charging, as already specified for interworking scenarios.

In this release of the specification, for each of the off-line and of the on-line charging,  AAA-based charging option and the other two charging options are mutually exclusive i.e. for a given deployment  and each of the off-line and of the on-line charging either AAA-based charging applies or the other two  charging options applies. In case both PCEF and TDF charging apply for a deployment, only the PCEF or the TDF is used as the charging and the enforcement point for a given UE IP-CAN session.
The charging option applying in a given deployment is transparent for the UE.

No charging interaction between the HPLMN and the Fixed Broadband Service Providers is possible when there is no IP-CAN session dedicated to a 3GPP UE in NSWO (e.g. the 3GPP UE is served by a RGW providing NAT).

Inter operator settlements are assumed to ensure support of the case of an UE receiving NSWO over a Fixed Broadband Access (FBA), when the HPLMN and the FBA Service Provider are different. 


An operator may also apply this solution with both PCEF and TDF performing enforcement and charging for a single IP-CAN session as long as the network is configured in such a way that the traffic charged and enforced in the IP Edge PCEF does not overlap with the traffic charged and enforced by the TDF. In addition, the DL APN-AMBR and any UL maximum bit rate enforcement for the TDF session need to be configured with such high values that they don't result in discarded packets. 

In case of TDF performing charging and policy enforcement, the functionality supported over Gxd interface shall only include TDF address transfer to the PCRF, usage monitoring control functionality, BBF IP-CAN Type reporting, event triggers support for those event triggers which can be detected by the IP Edge/PCEF.

 In case of PCEF performing charging and policy enforcement, the functionality supported over Sd interface shall only include application detection following the rules received from the PCRF (without policy enforcement and charging actions), usage monitoring control functionality for the detected applications, Application START/STOP event triggers support with the corresponding detected application information provided to the PCRF.

Y.3.2.1
PCEF (Gyd/Gzd) based charging

For 3GPP PCC Gy/Gz- based charging there is one charging session per IP-CAN session and the relationship between an IP-CAN session and a terminal served by a Fixed Broadband access is detailed in NOTE 2 to NOTE 4 in clause Y.3.1

For any given UE IP-CAN session, either the IP Edge PCEF or the TDF shall be performing charging and policy enforcement, but not both. 

Y.3.2.2
TDF  based charging

For 3GPP TDF-based charging there is one charging session per IP-CAN session and the relationship between an IP-CAN session and a terminal served by a Fixed Broadband access is detailed in NOTE 2 to NOTE 4 in clause Y.3.1

For any given UE IP-CAN session, either the IP Edge PCEF or the TDF shall be performing charging and policy enforcement, but not both. 

Charging for SDFs belonging to real time services shall be performed at the IP Edge PCEF.

NOTE 1:
 The definition of requirements for real time services in fixed broadband network are defined in BBF TR-126 [Z].

Y.3.2.3
AAA based charging

In case of AAA-based accounting the charging information send by PCRF over Gxd are not taken into consideration for accounting purposes.

In this Release limited the online charging is supported based on accounting capability on B reference point (e.g. support of RADIUS protocol) and BBF AAA in the BBF network, for example per user based online accounting or per user and session accounting to enabling service such as 1 hour session duration, 24 hour session in 7 days period, etc. 

The AAA-based accounting for fixed device are not applicable in roaming scenario.

In this release in case of AAA-based charging the BBF AAA server is used for performing accounting of fixed device as defined by BBF specifications TR-101 [W], WT-146 [X] .

Y.3.3
QoS Control

Y.3.3.1 Default QoS

The BBF AAA may provide a default Access Profile QoS for the subscriber IP session that may contain QoS information. 

The PCRF may provide the default QoS for the IP subscriber session. The default QoS consists of a QCI and MBR. The PCEF located in the IP Edge shall be able to convert default QoS into Fixed Broadband Access QoS attribute values. The PCRF may provide a default QoS profile name if the default QoS profile is provisioned in the IPEdge/PCEF. In the IP Edge, the QCI is mapped into a DSCP code value or other transport specific information element and the MBR is used for bandwidth limitation for the DSCP code value.

The PCEF located in the IP Edge shall enforce the default QoS, as specified above for both DSCP marking and bandwidth limitation, for all downlink and uplink traffic for the IP subscriber session unless the packets match a service data flow template in an active policy rule for which specific QoS enforcement actions are provided.

Y.4
Architecture model and reference points

Y.4.1
Reference points

Y.4.1.1
Gx Reference Point

This reference point corresponds to the Gx which resides between the PCEF in the IP edge and the PCRF.

In addition for the purpose of convergence between 3GPP and BBF access network, the Gxd reference point enables the transfer of QoS policies from the Home PCRF to the PCEF in IP edge in non‑roaming scenario for fixed device and for NSWO offload traffic, and from the Visited PCRF to the PCEF in roaming scenario for the NSWO traffic

For the 3GPP PCC Gy/Gz based charging with PCEF located in the fixed broadband access network described in clause Y.3.2.1 the Gx reference point enables the transfer of charging policies from the Home PCRF and V-PCRF in roaming to the PCEF in IP Edge.

Y.4.1.2
Sp Reference Point

For the purpose of convergence between 3GPP and BBF access network, the Sp reference point allows the PCRF to request subscription information related to the IP CAN transport level policies from the SPR based on a subscriber ID that may correspond to the RG, to a fixed BBF device or to a 3GPP WLAN UE performing NSWO.

Y.4.1.3
Ud Reference Point

In addition for the purpose of convergence between 3GPP and BBF access network, he Ud reference point provides the same functionality as the Sp described in section Y.4.1.2.

Y.4.1.4
Gy/Gz Reference Point

These reference points are applicable in case of supporting the alternative for 3GPP PCC- Gy/Gz based charging from the PCEF located in IP Edge as defined in the clause Y.3.2.1.

In addition for the purpose of convergence between 3GPP and BBF access network, the following requirements are applicable:

-
The Gy reference point allows online credit control for service data flow based charging for both NSWO from 3GPP UE and Fixed device.

-
The Gz reference point enables transport of service data flow based offline charging information for both NSWO from 3GPP UE and Fixed device.

Y.4.1.5
Gyn/Gzn Reference Point

These reference points are applicable in case of supporting the alternative for TDF based charging from the TDF as defined in the clause Y.3.2.2.

In addition for the purpose of convergence between 3GPP and BBF access network, the following requirements are applicable:

-
The Gyn reference point allows online credit control for TDF based charging for both NSWO from 3GPP UE and Fixed device.

-
The Gzn reference point enables transport of offline charging information for both NSWO from 3GPP UE and Fixed device.

Y.4.2
Reference architecture

Y.4.2.1
General

The reference architecture described in clause 5.1 and shown in figures 5.1-1,5.1-2, 5.1-3 and 5.1-4  applies with the exception and addition listed in the following:

-
PCEF resides in the IP Edge in the BBF access network;

-
Gxx reference point is not used.

In the following architectures:

-
PCRF (for non-roaming scenario) or V-PCRF (for roaming scenario) provisions ADC rules to the TDF over Sd interface or to the enhanced IP Edge PCEF over Gxd for application detection and control and charging control of 3GPP UEs' offloaded traffic.

-    Gy and Gz reference points are applicable only for the case of PCC-Gy/Gz based charging.

-    Gyn and Gzn reference points are applicable only for the case of TDF based charging.-
When UDC architecture is used, SPR and Sp, wherever mentioned in this document, can be replaced by UDR and Ud.

NOTE:
Either SPR or UDR is used in this architecture.
************************************  3rd Change  *******************************

Y.5
Functional description

Y.5.1
Subscription ID

For the purpose of convergence the Subscription ID represent the identity of the User. For the 3GPP UE the Subscription-ID is the IMSI. For the RG and  BBF fixed device, the Subscription-ID is defined in BBF TR‑134 [31], clause 4.1.4.1 as follows:

-
Parameter: Subscriber ID.

-
Category: User identification.

-
Type: Octet String.

-
Description: Identity of the attached user. The Subscriber ID is stored permanently in the user profile data base and is stored temporarily in the AAA function connected to the PDP.

NOTE:
"and is stored temporarily in the AAA function connected to the PDP" reflects the policy management architecture of BBF TR‑134 [10] and has no significance for the PCC based architecture.

The Subscription-ID used by fixed device at establishment of Subscriber IP session in fixed broadband access network can be the Access Line Identifier (physical and logical circuit ID) or the username, for example  when the Subscriber IP session is a PPP Session.
Y.5.2
Policy Control
Y.5.2.1
Policy and charging control rule
For convergent policies the definition of PCC rules in clause 6.3 of TS 23.203 [4] are applicable with the modification described in this clause.

NOTE 1:
The procedure for provisioning predefined PCC rules at the IP Edge is out of scope of 3GPP.

Table Y.5.2-1 lists the QoS information contained in a PCC rule applicable to the convergent scenario on Gxd reference point. The definition of information contained in PCC rules in clause 6.3 of TS 23.203 [4] shall apply to the convergent scenario.

Table Y.5.2.1-1: QoS rule information elements of PCC rule

	Information name
	Description
	Category
	PCRF permitted to modify for a dynamic PCC rule in the IP Edge PCEF
	Applicable for NSWO WLAN, fixed BBF ,All

	Rule identifier
	See table 6.3 TS 23.203 [4]
	Mandatory
	no
	All

	Service data flow detection
	This clause defines the method for detecting packets belonging to a service data flow.
	
	
	All

	Precedence
	See table 6.3 TS 23.203 [4].
	Mandatory
	yes
	All

	Service data flow template
	See table 6.3 TS 23.203 [4]
	Mandatory
	yes
	All

	Policy control
	This clause defines how the BNG shall apply policy control for the service data flow.
	
	
	All

	Gate status
	See table 6.3 TS 23.203 [4]
	
	Yes
	All

	QoS class identifier 
	See table 6.3 TS 23.203 [4]
	Mandatory


	Yes
	All

	UL-maximum bitrate
	See table 6.3 TS 23.203 [4]
	Conditional
(NOTE 1)


	Yes
	All

	DL-maximum bitrate
	See table 6.3 TS 23.203 [4]
	Conditional
(NOTE 1)


	Yes
	All

	UL-guaranteed bitrate
	See table 6.3 TS 23.203 [4]
	
	Yes
	All

	DL-guaranteed bitrate
	See table 6.3 TS 23.203 [4]
	
	Yes
	All

	ARP
	See table 6.3 TS 23.203 [4]
	Conditional
(NOTE 2)
	Yes
	All

	NOTE 1:
Mandatory when policy control on SDF level applies

NOTE 2:
Applicable per BBF TR-134 requirements


5.2.2
Charging control information elements for PCEF based charging

Table Y.5.2.2-1 includes the charging IEs over Gxd for the PCEF based charging solution.

Table Y.5.2.2-1: Charging rule information elements

	Information name
	Description
	Category
	PCRF permitted to modify for a dynamic PCC rule in the IP Edge PCEF
	Applicable for NSWO WLAN, fixed BBF ,All

	Charging
	See table 6.3 TS 23.203 [4]
	
	
	

	Charging Key
	See table 6.3 TS 23.203 [4]
	
	Yes
	All

	Service identifier
	See table 6.3 TS 23.203 [4]
	
	Yes
	All

	Application Service Provider Identifier
	See table 6.3 TS 23.203 [4]
	Conditional
	Yes
	All

	Charging method
	See table 6.3 TS 23.203 [4]
	Conditional
	Yes
	All

	Gate status
	See table 6.3 TS 23.203 [4]
	
	Yes
	All


Y.5.2.3
Charging control information elements for TDF based Changing

Table 5.2.3-1 includes the charging IEs over Sd for the TDF based charging solution.

Table Y.5.2.3-1: Charging rule information elements

	Information name
	Description
	Category
	PCRF permitted to modify for a dynamic ADC rule 
	Applicable for NSWO WLAN, fixed BBF ,All

	Charging
	Defines identities and instructions for charging and accounting that is required for an access point where application usage charging is configured
	
	
	

	Charging Key
	The charging system (OCS or OFCS) uses the charging key to determine the tariff to apply for the application..
	Optional
	Yes
	All

	Charging Method
	Indicates the required charging method for the ADC rule.

Values: online, offline or neither.
	Conditional (Mandatory if there is no default charging method for the TDF session).
	No
	All

	Measurement method
	Indicates whether the application data volume, duration, combined volume/duration or event shall be measured.

This is applicable for reporting, if the charging method is online or offline.
	Optional
	Yes
	All

	Service identifier
	Identifies one or more applications to the charging system.
	Optional
	Yes
	All

	Service Identifier level reporting
	Indicates that separate usage reports shall be generated for this Service identifier.

Values: mandated or not required.
	Optional
	Yes
	All


************************************  4th Change  *******************************

Y.7
PCC Procedures and Flows

Y.7.1
Introduction

Y.7.1.1 General

A "Fixed Broadband Access IP-CAN" is a fixed access broadband network that provides IP connectivity to a UE. The Fixed Broadband Access IP-CAN reuses the definition of an IP-CAN session in this specification. 

NOTE:
In the context of Fixed Broadband Access, the term UE is device (i.e. fixed device or 3GPP UE (NSWO) or the RG) that allows the user to access the IP connectivity services provided by the network.

In a Fixed Broadband Access an IP-CAN session corresponds to a Subscriber IP session defined in WT-146 [x].

In the RG NATed/routed mode there is a single RG Subscriber IP session for all devices connected to the RG (NAT case, routed mode) and thus a single Gxd IP‑CAN session

In the case without NAT between the UE and the PCEF (e.g. RG in bridge mode) the IP Edge/PCEF binds a UE Subscriber IP session connected to the RG (no NAT/bridged mode) with a Gxd IP-CAN session.

There is an IP-CAN session per IP address known in the PCEF only. This means that there is:

-
an IP-CAN session for the IP address assigned to the RG in the routed mode with NAT and

-    an IP-CAN session for the IP address assigned to the end device (i.e. fixed device or 3GPP UE) in the bridge mode and routed mode with no NAT

For services (AF) that request resource reservation over Rx, this information is dynamically provided using Rx interface per requirements in section xx.

The AF can provide the NATed IP address and ports used by the UE (for IMS, according to TS 23.228).

NOTE:
When the above condition is not met, there are no standardized means as for now to identify a UE behind a NATed-RG.

The Fixed Broadband Access network does not support the concept of a bearer and multiple bearers as defined in TS 23.401. However, DSCP marking provides QoS support on transport network layer so that QoS and charging policies can be applied per SDF

Y.7.2
IP-CAN Session Establishment

The PCEF located in the IP Edge initiates the Gxd IP CAN Session establishment per section 7.2. The session is initiated after that the IP Edge becomes aware of an IPv4 address and/or an IPv6 prefix has been assigned to the fixed device and/or 3GPP UE.
NOTE 1:
In route mode configuration with NATed RG, the session is initiated after the RG has been connected to the network and has been assigned an IPv4 address and/or IPv6 Prefix. The IPv4 address and/or IPv6 Prefix are assigned as per BBF specifications and it is out of scope of 3GPP.

NOTE 2:
In bridge mode, the session is initiated after the device has been authenticated per BBF specifications (i.e. out of scope of 3GPP) or after that 3GPP UE performs 3GPP EAP-based authentication and has been assigned an IPv4 address and/or IPv6 Prefix.
The IP Edge includes in the IP CAN Session establishment message the Subscription-ID as defined in section Y.5.1.
The IP Edge maps the Default-Access-Profile to Default-QoS as defined in section Y.x.x.x.

Y.7.3
IP Edge Initiated IP-CAN Session Termination

The IP-CAN session termination is triggered by PCEF when Subscriber IP session is terminated. The trigger to  terminate the Subscriber IP session is BBF specific (e.g. RG switch off, loss of transmission, IP address lease expiration PPPoE session termination, etc) and out of the scope of 3GPP.

In routed mode configuration with NAT this procedure is applicable only when IP session from RG is terminated, e.g. when RG switches off or when public IP address assigned to the RG is released, etc. (The termination of connection from a device in LAN, e.g. when device releases the local IP address or it disconnects from WLAN does not trigger the IP-CAN session termination for IP session from RG.)

Y.7.4
IP-CAN Session Modification

Y.7.4.1
PCEF-Initiated IP-CAN Session Modification

This clause is related to IP-CAN session modification initiated by IP Edge/PCEF for IP session. The procedure is applicable when the PCEF located in the IP-Edge makes a decision to request a modification of PCC rules. The trigger to start the modification procedure by PCEF can be a provisioned event-trigger by the PCRF or a BBF specific trigger.

In routed mode with NAT, this procedure can be triggered when new device connects to the RG, for example when UE requests a local IP address to the RG or when a UE disconnects from WLAN.
Y.7.4.2
PCRF-Initiated IP-CAN Session Modification

This procedure is in accordance with section 7.4.2. It can also be triggered by the SPR as defined in section 7.5 when the RG’s or the UE’s (fixed BBF device or 3GPP UE (NSWO) QoS profile changes.

Y.7.5
PCRF Discovery and Selection

Y.7.5.1
PCRF Discovery and Selection by IP Edge

Following information is available for PCRF discovery: the Subscription-ID, as specified in clause Y.5.1 and the fixed device/3GPP UE local IPv4/v6 address or IPv6 prefix. For a 3GPP UE, the NSWO-APN is also available.

�PAGE \# "'Page: '#'�'"  �� � HYPERLINK "http://www.3gpp.org/ftp/Information/DocNum_FTP_structure_V3.zip" ��Document numbers� are allocated by the Working Group Secretary.   Use the format of document number specified by the � HYPERLINK "http://www.3gpp.org/About/WP.htm" ��3GPP Working Procedures�.


�PAGE \# "'Page: '#'�'"  �� Enter the specification number in this box. For example, 04.08 or 31.102. Do not prefix the number with anything . i.e. do not use "TS", "GSM" or "3GPP" etc.


�PAGE \# "'Page: '#'�'"  �� Enter the CR number here. This number is allocated by the 3GPP support team.  It consists of at least four digits, padded with leading zeros if necessary.


�PAGE \# "'Page: '#'�'"  �� Enter the revision number of the CR here. If it is the first version, use a "-".


�PAGE \# "'Page: '#'�'"  �� Enter the version of the specification here. This number is the version of the specification to which the CR was written and (normally) to which it will be applied if it is approved. Make sure that the latest version of the specification (of the relevant release) is used when creating the CR. If unsure what the latest version is, go to � HYPERLINK "http://www.3gpp.org/3G_Specs/3G_Specs.htm" ��� � HYPERLINK "http://www.3gpp.org/specs/specs.htm" ��http://www.3gpp.org/specs/specs.htm�.


�PAGE \# "'Page: '#'�'"  �� For help on how to fill out a field, place the mouse pointer over the special symbol closest to the field in question.


�PAGE \# "'Page: '#'�'"  �� Mark appropriate boxes with an X.


�PAGE \# "'Page: '#'�'"  �� SIM / USIM / ISIM applications.


�PAGE \# "'Page: '#'�'"  �� Enter a concise description of the subject matter of the CR. It should be no longer than one line, but if this is not possible, do not enter hard new-line characters.  Do not use redundant information such as "Change Request number xxx to 3GPP TS xx.xxx".


One or more organizations (3GPP Individual Members) which drafted the CR and are presenting it to the Working Group.


For CRs agreed at Working Group level, the identity of the WG.  Use the format "xn" where �	x = "C" for TSG CT, "R" for TSG RAN, "S" for TSG SA, "G" for TSG GERAN; �PAGE \# "'Page: '#'�'"  ���	n = digit identifying the Working Group; for CRs drafted during the TSG meeting itself, use "P". �Examples: "C4", "R5", "G3new", "SP".


�PAGE \# "'Page: '#'�'"  �� Enter the acronym for the work item which is applicable to the change. This field is mandatory for category F, A, B & C CRs for Release 4 and later. A list of work item acronyms can be found in the 3GPP work plan. See �� HYPERLINK "http://www.3gpp.org/ftp/Specs/html-info/WI-List.htm" ��http://www.3gpp.org/ftp/Specs/html-info/WI-List.htm� .


�PAGE \# "'Page: '#'�'"  �� Enter the date on which the CR was last revised.  Format to be interpretable by English version of MS Office® 2003 applications. Prefered format is ISO standard yyyy-MM-dd.


�PAGE \# "'Page: '#'�'"  �� Enter a single letter corresponding to the most appropriate category listed. For more detailed help on interpreting these categories, see Technical Report �HYPERLINK "http://www.3gpp.org/ftp/Specs/html-info/21900.htm"��21.900� "TSG working methods".


�PAGE \# "'Page: '#'�'"  �� Enter a single release code from the list below.


�PAGE \# "'Page: '#'�'"  �� Enter text which explains why the change is necessary.


�PAGE \# "'Page: '#'�'"  �� Enter text which describes the most important components of the change. i.e. How the change is made.


�PAGE \# "'Page: '#'�'"  �� Enter here the consequences if this CR were to be rejected. It is mandatory to complete this section only if the CR is of category "F" (i.e. correction), though it may well be useful for other categories.


�PAGE \# "'Page: '#'�'"  �� Enter the number of each clause which contains changes.   Be as specific as possible (ie list each subclause, not just the umbrella clause).


�PAGE \# "'Page: '#'�'"  �� Tick "yes" box if any other specifications are affected by this change.  Else tick "no".  You MUST fill in one or the other.


�PAGE \# "'Page: '#'�'"  �� List here the specifications which are affected and the CRs which are linked. This is particularly important where the affected specs belong to a different working group than that which will agree the present CR.


�PAGE \# "'Page: '#'�'"  �� Enter any other information which may be needed by the group being requested to approve the CR. This could include special conditions for it's approval which are not listed anywhere else above.





