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1. Introduction

This P-CR proposes solutions for EPC-level Open and Restricted ProSe Discovery.
2. 2. Discussion

The present solution is “I’m here, my friends. Are you here?” type of solution which addresses key issues described in clauses 5.3 “Key Issue #3: Configuration and Capability Handling for ProSe” and 5.8 “Key Issue #8: EPC-level ProSe Discovery”. In which a user (the “discoverer”) announces to discover an interested population of ProSe-enabled UEs. Correspondingly the discoverer also announces it’s preference of being discoverable by a considered population of ProSe-enabled UEs. 
Considering applications for ProSe services that are authorized by the operator network or by a third-party entity which is trusted by the operator network, the authorized applications can be recognized by the operator network and the application level user identifiers of the authorized applications can be exposed to ProSe Server for Restricted ProSe Discovery.
The proposed solution copes with dynamically updated configurations/permissions of ProSe discovery with considering preventing frequent requiring/interworking with application servers.

3. Proposal

Propose to add the following solution to TR 23.703

>>>Start Changes<<<<
6.x
Solution #X: Solutions for EPC-level ProSe Discovery 
6.X.1
Functional description
The present solution is “I’m here, my friends. Are you here?” type of solution. In which a user (the “discoverer”) announces to discover an interested population of ProSe-enabled UEs. Correspondingly the discoverer also announces it’s preference of being discoverable by a considered population of ProSe-enabled UEs. 
6.X.2
Signalling Flow

Different procedures are applied to Open ProSe Discovery and Restricted ProSe Discovery, respectively.

6.X.2.1
Open ProSe Discovery
When a ProSe-enabled UE_A requests EPC for Open ProSe Discovery, the resource allocated to UE_A can be utilized by UE_A to convey information that can be discoverable by any user of a ProSe-enabled UE in the proximity of UE_A. 
The procedure for Open ProSe Discovery is illustrated as in Figure 6.x.2.1.
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Figure 6.x.2.1 Signalling flow for Open ProSe Discovery

1. UE_A and UE_B have registered to ProSe Sever to become ProSe-enabled in E-UTRAN. ProSe_A and ProSe_B are the ProSe identifiers of UE_A and UE_B, respectively. 

2. UE_A sends an Open ProSe Discovery Request to ProSe Server to request for being discoverable by all other ProSe-enabled UEs in proximity without explicit permitted by UE_A. 

3. The ProSe Server authorizes UE_A for the setting and permission of Open ProSe Discovery based on the ProSe identifier of UE_A (e.g.,ProSe_A).

4. The ProSe Server responses to UE_A with the Open ProSe Discovery Response to indicate the allowance of Open ProSe Discovery. 

5. If ProSe identifier is dynamically allocated or has been altered to UE_A, the ProSe Server updates the latest ProSe identifier of UE_A to HSS.

6. If the Open ProSe Discovery Request designated one or more application identifiers (e.g., app_ID) or application level user identifiers of the user using UE_A (e.g., app_usr_A), the ProSe Server keeps the mapping of ProSe identifier (e.g., ProSe_A), application identifier (e.g., app_ID), and application level user identifier (e.g., app_usr_A).  

6.X.2.2
Restricted ProSe Discovery
When a ProSe-enabled UE_A requests for Restricted ProSe Discovery, the UE_A requests to be discoverable only by other ProSe-enabled UEs in proximity that are explicitly permitted by the UE_A. 

The information carried in the resource allocated for Restricted Prose Discovery can only be discoverable by those Prose-enabled UEs which activating the same application and be explicitly permitted by the user of the ProSe-enabled UE_A.
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Figure 6.x.2.2
Signalling flow for Restricted ProSe Discovery

1. UE_A and UE_B have registered to ProSe Sever to become ProSe-enabled in E-UTRAN. ProSe_A and ProSe_B are the ProSe identifiers of UE_A and UE_B, respectively. 

2. UE_A sends a Restricted ProSe Discovery Request to ProSe Server to request for being discoverable by users use ProSe-enabled UEs activating the application app_ID who have been explicitly permitted by the user of ProSe-enabled UE_A and are in the proximity of UE_A. The permission of being discoverable can be explicitly expressed by a set of application level user identifiers (e.g., permission_list).
3. The ProSe Server authorize UE_A for the setting and permission of Restricted ProSe Discovery based on the ProSe identifier of UE_A (e.g.,ProSe_A).

4. The ProSe Server keeps the mapping of ProSe identifier (e.g., ProSe_A), application identifier (e.g., app_ID), and application level user identifier (e.g., app_usr_A).

5. If ProSe identifier is dynamically allocated or has been altered to UE_A, the ProSe Server updates the latest ProSe identifier of UE_A to HSS.

6. The ProSe Server responses to UE_A with Restricted ProSe Discovery Response to indicate the allowance of Restricted ProSe Discovery. 

7. When the Restricted ProSe Discovery Request designated one or more application level user identifiers (e.g., permission_list) of the designated application (e.g., app_ID), the ProSe Server checks the information it maintained and get one or more ProSe identifiers (e.g., ProSe_ID_list) correspond to the designated application level user identifiers. 

8. The ProSe Server alerts the UEs (e.g., UE_B) of the users designated by the Restricted ProSe Discovery. The Alert message may carry information for enabling UE_A to be discoverable by the designated users. 

9. The ProSe Server may further check if UE_A is explicitly permitted by other users using the same application based on the information the ProSe Server maintained. 
10. The ProSe Server may further alert UE_A with the information for enabling UE_A to discover the user who explicitly permitted to be discoverable by UE_A.

6.X.3
Solution evaluation

The proposed solution can cope with dynamically allocated ProSe identifier of ProSe-enabled UE, as well as to avoid requiring/interworking with Application Server frequently. 

>>>End of Changes<<<<
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