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Start of Change 1
5.1.1.3.1
Solution: Small Data Transfer starting from RRC IDLE (E-UTRAN): Use of pre-established NAS security context to transfer the IP packet as NAS signalling without establishing RRC security
5.1.1.3.1.3
Solution evaluation

Editor’s note: this section is not finalised.

Benefits:
-
No establishment of DRBs and no resource reservation over the radio interface;

-
Reduced signalling procedures in the core network (no S1-U establishment) and radio interface.

Drawbacks:

-
UP load on control plane entities (i.e., MME) is not well suited for frequent or bursty data traffic;
-
MME required to queue DL data when UE is idle. This could be lengthy if paging retransmissions or extended long DRX apply.
-
No mobility support (although like TAU, mobility should not be required for small data transmissions);

-
3GPP system fragmentation with several data paths as described in S2-123111 figure 1 (IP data path, SMS data path, NAS PDU small data path) would fragment the 3GPP system and make it more costly and difficult to use.

-
The division between control plane nodes and user plane nodes in the EPC architecture start to diminish, which might weaken the possibility for optimizing other aspects of the system (see S2-123111).

Typical IP flow scenarios (e.g. when TCP transport is used) require multiple round trips.

During this procedure, the RRC security context is not downloaded to the E-UTRAN: thus the UE cannot be handed over to any other cell.
Table 5.1.1.3.1.3-1: Comparison of Current and Optimised LTE mechanisms for the Mobile Originated transfer of one IP packet pair

	
	Number of radio interface events
	Number of core network signalling messages

	Current LTE design
	12 
+ 2 (for optional early UE measurement configuration)
+ (multiple) measurement reports (dependent on radio conditions and mobility)
+ 2n (for any extra RRC reconfiguration during the inactivity before release)
	8

	Optimised design
	6
	4


Start of Change 2
5.1.1.3.2 Solution: Optimised handling of C-plane connection for Small Data and Device Trigger Transmission without U-plane bearer establishment in E-UTRAN
5.1.1.3.2.4
Impacts on existing nodes and functionality 

The base optimization of not establishing AS security is similar to 5.1.1.3.1.  This solution does not describe the possibility of  HSS subscription information and MME redirection that are possibilities in this solution therefore  the impact of those aspects are not included here.

NOTE:
This evaluation does not include the general T5 small data evaluation.  See clause 5.1.1.3.3 for T5 small data.
- 
MME: 

-
indicate “small data” capability to UE on Attach/TAU (depending on SA2 conclusion on solution option, this could be an indication of SMS CP optimization, or NAS-small-data, or general “no U-plane bearers”);

-
handle “small data” transaction (including reception of  UL NAS PDU, decryption, encrypting and sending to DL NAS PDU to UE, indicate “small data” in page when DL received for an idle UE). Depending of type of NAS PDU forward to appropriate destination e.g., SMSC, LCS GMLC/eSMLC, MTC-IWF).  

-
and if “5.1.1.3.2.3.2 Further Optimization: RRC security aspects” is supported, the MME needs to determine if AS security is establish, but not U-plane bearers.  If so, handling of handle “small data” transaction would instead indicate to RAN to establish AS security but no U-plane bearers.

-
possibly detecting “small data” abuse and directing UE to full Service Request. 

-
SMSC, LCS GMLC/eSMLC, MTC-IWF:

-
support reception of UL PDU from MME and pass DL PDU to MME.

-
on DL, possibly detecting “small data” abuse and directing MME to full NI Service Request.

-
UE: 

-
indicate “small data” capability on Attach/TAU (depending on SA2 conclusion on solution options, this could be an indication of SMS CP optimization, or NAS-small-data, or general “no U-plane bearers”.

-
application triggers “small data” transaction when only 1 IP packet needs to be sent.

-
handle “small data” transaction (including initiate UL NAS PDU session for signalling type (e.g., SMS/LCS/T5); indicate termination of DL NAS PDU session, receive page with “small data” indication, page response for “small data”).

-
RAN:

-
Handle “NAS small data” session (including UE “small data” request in RRC ConnReq, bypass UE measurement reporting; not establishing DRBs, indicate “small data” in page, and UE indication of termination of DL “NAS small data” session).

-  and if “5.1.1.3.2.3.2 Further Optimization: RRC security aspects” is supported, determine if MME indicated AS security is establish, but not U-plane bearers.  
5.1.1.3.2.5
Solution evaluation
Editor’s note: this section is not finalised.

Benefits:
-
No establishment of U-plane bearers (i.e. no DRBs) and no resource reservation over the radio interface;

-
Reduced signalling procedures in the core network (no S1-U establishment) and radio interface.

-
 When AS security option is supported, mobility is supported and U-plane bearers are not established so there are signalling and radio savings, but not as much as when AS security is not established.  This can be a general optimization for services (e.g., SMS and LCS) that require signalling only and not U-plane bearers.

Drawbacks:

-
Modifications to the existing interfaces and nodes are needed.

-
UP load on control plane entities (i.e., MME) is not well suited for frequent or bursty data traffic
-
MME required to queue DL data when UE is idle. This could be lengthy if paging retransmissions or extended long DRX apply.
-
No mobility support (although like TAU, mobility should not be required for small data transmissions), unless AS security option is supported.

-
When used for small data transmission, 3GPP system fragmentation with several data paths as described in S2-123111 figure 1 (IP data path, SMS data path, T5 data path) would fragment the 3GPP system and make it more costly and difficult to use.

-
When used for small data transmission, the division between control plane nodes and user plane nodes in the EPC architecture start to diminish, which might weaken the possibility for optimizing other aspects of the system (see S2-123111).
Start of Change 3
5.1.1.3.3
Solution: Standalone Small Data Service with T5/Tsp and generic NAS transport
5.1.1.3.3.2
Impacts on existing nodes and functionality
Impacts to UE:

· Support SDT service, including offering that service to different users/applications on UE 

· Optionally, support of SDT security functions.
Impacts to SGSN/MME:

-
Support the SDT service, including:

-
SDT PDU encapsulation/decapsulation in/from the NAS signalling messages.

-
Identify/resolving the MTC-IWF and other entities terminating SDT protocol and implementing the related transport interface(s).

-
Support transfer of SDT PDU from/to the MTC-IWF over T5 interface.

-
Optionally, support charging for small data transmission.

-
Optionally, support lawful interception.
-
Optionally, support of SDT security functions.
-
Possible auditing for “small data” abuse.
Impacts to MTC-IWF

-
Implement T5 interface towards SGSN/MME or to another MTC-IWF for roaming scenarios.

-
Identify/resolve the SGSN/MME or MTC-IWF for forwarding the SDT PDU over T5 SDT-AP messages.
-
Support transfer of MTC data/MTC PDU from/to the SCS using Tsp-AP.
-
Mapping of UE internal identifier to external identifier and vice versa.

-
Support charging for small data transmission.
-
Support lawful interception.
-
Optionally, support of SDT security functions.
-
Possible auditing for “small data” abuse.

Impacts to SCS/AS:

-
Need to determine whether to data transmission is via UP or via T5 path.
5.1.1.3.3.3
Solution evaluation

5.1.1.3.3.3.1
Benefits 

T5 small data solution provides following benefits:  

·   Supported message size of up to possibly 1kB. The actual maximum message size is assumed to be constrained by the RAN design, e.g. by the preference to transfer a single small data message in a single RRC message. The supported message size enables more usage scenarios and improves resource efficiency, e.g. it can avoid the establishment of the user plane as a complete application level message can be transferred, specifically for usage scenarios that can satisfy all their communications via the T5 small data service. When comparing to transfer in multiple SMS it reduces the amount of delivery messages.

·   T5 small data has a flexible payload size from 1 byte to maximum payload size. Also charging is flexible, which can be per message, but can also consider the size of the payload, e.g. for encouraging efficient use of resources. The total amount of data transferred by T5 small data service can be calculated from the CDRs.

·   The RRC and S1 handling is not further detailed. However compared to a UP transmission the same gains can be derived as described for “5.1.1.3.1 Solution: Small Data Transfer starting from RRC IDLE (E-UTRAN): Use of pre-established NAS security context to transfer the IP packet as NAS signalling without establishing RRC security”. I.e. for the transfer of a single uplink small data unit the radio interface messages can be reduced from 12 to 6 and the messages for the serving nodes from 8 to 4. This result in reduced latency and less power consumption, especially as only the permanent NAS security association is used and not the RRC security that is re-initialized for every idle to active transition. 
·   The T5 small data service offers improved efficiency for multiple different usages, like for device triggering or any infrequent small data application. E.g. push services may be supported without the need for continuously maintaining the downlink user plane path by keep alive signalling or other means. Usage for small data applications can considerably reduce resource consumption per small data transfer.
·   The T5 small data service includes security functions that allow receiver and transfer nodes to verify integrity of the data units and thereby providing a strong protection against fake or erroneous small data deliveries. Specifically the capability of the transfer nodes to verify small data integrity is advantage as it enables to discard small data before delivering to UEs. The provided security functions may also be used by the users of the small data service, e.g. by applications end-to-end. 

·   The T5 small data service provides flexible addressing means for devices and also users/applications on devices, e.g. allowing for identifying applications on UEs by names without a need for defining and maintaining mapping functionality for shorter sub-IDs like application or port numbers.

·   The T5 small data service is a standalone solution, independent of other transmission services, such as SMS/IP transmission. This solution provides uplink and downlink small data transfer without the need for allocation of an MSISDN. The uplink/downlink small data transfer when the IP user plane transmission is not available, e.g. due to related bearers failed or are not yet allocated or due to other issues such as: lack of IP address resources, NAT traversal, IP keep-alive, etc. which all do not apply to this solution.

5.1.1.3.3.3.2
Drawbacks

It introduces a new delivery service with all the related efforts, like

· impacts to UE, MME/SGSN, HSS and MTC-IWF; 

· New function for SCS or AS to use the T5 small data service

· requires related charging functionality and possibly a new subscription type;

· may require specific inter-operator roaming agreements

· service usage in roaming scenarios depends on whether the visited PLMN deploys the functionality.
· UP load on control plane entities (i.e., MME) is not well suited for frequent or bursty traffic.
· MME required to queue DL data when UE is idle. This could be lengthy if paging retransmissions or extended long DRX apply.
· T5 small data does not support Direct Model applications (see TS 23.682). 
· 3GPP system fragmentation with several data paths as described in S2-123111 figure 1 (IP data path, SMS data path, T5 data path) would fragment the 3GPP system and make it more costly and difficult to use.

· The division between control plane nodes and user plane nodes in the EPC architecture start to diminish, which might weaken the possibility for optimizing other aspects of the system (see S2-123111).

Start of Change 4
5.1.1.3.5
Solution: Downlink small data transfer using RRC message
5.1.1.3.5.3
Evaluation
Benefits:

-
This solution could also be used to transfer device trigger.
Drawbacks:

-
Since more eNodeBs needs to buffer the small data for certain time duration, and in order to reduce such impacts, this solution is suitable for UE(s) that belong to smaller tracking area. 
-
MME required to queue DL data when UE is idle. This could be lengthy if paging retransmissions or extended long DRX apply.
-
Most small data transactions will be UE initiated.  This solution is not applicable for UE initiated small data.
-
Depending on the small data solution (e.g., step 1a or 1b), some of the drawbacks of that solution also apply.
Editor’s note: this section is not finalised.
Start of Change 5
5.1.1.3.9
Solution: Lean Service Request Procedure
5.1.1.3.9.3
Solution evaluation

Benefits

For RAN signalling the solution can provide gains similar to connection-less models as the radio control signalling reduces mainly to accessing and granting resources, but it avoids signalling and processing for generating new security parameters. Compared to a connection-less solution approach with security entities in SGW it maintains the connection-oriented E-UTRAN model and requires therefore less changes or additions for the system.
Drawbacks
-
No reduction in the amount of signalling towards the core network nodes.
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