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Abstract of the contribution: Proposes a requirement for LI related to ProSe and expands on S2-131599 which proposes a new key issue for ProSe on LI.

1. Introduction

During the joint meeting SA2-SA1 in San Diego (SA2 #96) the LS in S2-130770 from SA3-LI on “Proximity Services and Lawful Interception” was discussed and the need was recognized for providing support to LI in the ProSe solution to be defined by SA2.

This P-CR proposes to add a new requirement related to LI and expand on the key issue proposal in S2-131599 for ProSe on Lawful Interception in TR 23.703.
2. Proposal

Include a new key issue in TR 23.703

>>>Start Changes<<<<
4.2 
Architectural Requirements 

Editor’s Note: This clause will define the architectural requirements based on the normative stage-1 requirements defined in TS 22.278, TS 22.115, and TS 33.106. 

In order to satisfy the normative stage-1 general requirements the system shall:

-
enable the ProSe discovery of the ProSe-enabled UE by other ProSe-enabled UEs where the discovery is based on direct signals using E-UTRA or EPC-level ProSe discovery within the same PLMNs or different PLMNs; 

-
enable the operator to control the ProSe discovery feature in its network, authorize the functionality required for the ProSe discovery functions for each UE;
-
enable the ProSe communication or ProSe-assisted WLAN direct communication and seamless service continuity when switching user traffic between an infrastructure paths and a ProSe communication path of the ProSe-enabled UEs; enable HPLMN operator to authorize ProSe-enabled UE to use ProSe communication separately for the HPLMN and for roaming in VPLMNs; 

-
be able to control ProSe communication between ProSe-enabled UEs when the UEs are served by a same eNB or different eNBs;
-
accommodate the ProSe related security functions related to privacy, support for regulatory functions and authentication upon ProSe discovery and ProSe communication; enable the operator to authorize and authenticate the third party applications before making use of the ProSe feature; 

-
accommodate for charging by the operators (HPLMN or VPLMN) for the utilization of the ProSe functionality.
-
enable the operator to support LI to intercept ProSe communication or ProSe-assisted WLAN direct communication that may occur among 2 or more UEs. 
The Solution shall support ProSe Direct communications without need of ProSe discovery (as defined in TS 22.278 [3]).
5.X
Key Issue #X: Lawful intercept aspects
5.X.1
General description
Service requirements have been defined in 3GPP TS 22.278 [3] for Lawful Interception. 

The ProSe solution shall provide mechanisms to allow Lawful Interception in accordance with the regulatory requirements.

The following aspects shall be considered for Lawful Interception:

· When ProSe Relay functionality is used, can the network identify the true originating or terminating UE, not just the Relay UE? 

· Is there a mechanism to disable direct communication between two ProSe UEs?
· Can the above disabling mechanism be selective according to a particular type of communications (e.g., voice, poc, sms, data services)?
· How will the LI requirements for reporting location of the ProSe UE be met when not connected to an eNodeB, e.g., on relay or direct mode? 

· If direct communications between two ProSe UEs are allowed, is there a way for the network to identify the start, modification, and end of the direct communications session?

· If direct communications between two ProSe UEs are allowed, is there a way for the network to be able to access the communications for LI purposes?  
>>>End of Changes<<<<
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