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Abstract of the contribution: This contribution discusses and proposes a solution for ProSe direct communication using EUTRA one-to-one. 
Introduction

This contribution discusses and proposes solution for ProSe communication using E-UTRA one-to-one to cover Key Issue #4: ProSe Direct Communication one-to-one as defined in [1]. Both network controlled and autonomous connection setups are required. The former is applicable for both non-public safety and public safety Prose-enabled UEs when the UEs are served by E-UTRAN and the latter is applicable only to public safety ProSe-enabled UEs irrespective whether the UEs are served or not served by E-UTRAN. In this contribution autonomous ProSe connection setup is proposed. 
Modelling of ProSe communication path
The purpose of the ProSe communication using E-UTRA one-to-one is to provide IP connectivity between the UEs using direct signals. ProSe communication path is modelled as a new packet data connection (equivalent to PDN connection) between two UEs consisting of default ProSe bearer. In its simplest form, it could be considered as a ProSe bearer if QoS differentiation is not required. The ProSe connection would be identified by the ProSe UE IDs of the involved UEs in the UE. It may be given a ProSe connection ID. The ProSe UE ID corresponds to the UE’s ProSe identity assigned by the network when the UE registers for ProSe or preconfigured ProSe identity (public safety case). It’s the same identity announced in ProSe UE discovery transmissions (see more details in S2-131967 Solution for ProSe Discovery).
IP address allocation for ProSe communication

In order to setup a ProSe connection with other Public Safety ProSe-enabled UEs, the UE needs to be able to create the IP address if it hasn’t had prior connection to EPS. Method to allocate the IP address is FFS. In other cases, the Public Safety ProSe-enabled UE can be assumed to have an IP address provided by the network (ProSe Server) that can be used in ProSe connection when the network is not involved.
Authorization and configuration

Authorization and configuration data for autonomous ProSe connection setup is assumed to be pre-configured in the UE or received from the network (ProSe Server) if the UE has had prior connection to EPS. Radio resources for autonomous operation are assumed to be preconfigured as well. 
Autonomous ProSe connection setup
Setup of ProSe connection and associated ProSe radio link is depicted in Figure 1 when the network is not involved (public safety specific). 
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Figure 1 ProSe Connection setup without network involvement (public safety specific).

0. ProSe UE Discovery using direct signals takes place (optional).
1. UE#1 sends a request to setup a ProSe Connection with UE#2. The UE#2 is identified with 3GPP level ProSe UE identifier the UE#1 has discovered in ProSe UE Discovery phase or knows priori (preconfigured). UE#2 checks the authorization against settings provided by HPLMN whether it can setup a connection with the UE#1. 
2. Authentication and security activation is performed between the UEs. Specific procedure is FFS. 
3. UE#2 sends ProSe Connection setup response to UE#1 which includes its IP address, AS and NAS parameters to setup a ProSe Connection and ProSe radio link using a secured radio link. 
4. UE#2 sends ProSe Connection setup response to UE#1 which includes its IP address, confirmed AS and NAS parameters to setup a ProSe Connection and ProSe radio link using a secured radio link.
5. ProSe Connection and associated ProSe radio link are complete.
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Solutions
Editor’s Note: This clause is intended to document architecture solutions. Each solution should clearly describe which of the key issues it covers and how. 
6.X
Solution X: Autonomous ProSe communication using EUTRA one-to-one (public safety only)
6.X.1
Functional description

    Editor’s Note: General description, assumption, and principles of the solution. 

Public Safety ProSe-enabled UEs can setup a ProSe direct communication without network involvement when they are served or not served by E-UTRAN. 
6.x.1.1     Modelling of ProSe communication path

The purpose of the ProSe communication using E-UTRA one-to-one is to provide IP connectivity between the UEs using direct signals. ProSe communication path is modelled as a new packet data connection (equivalent to PDN connection) between two UEs consisting of default ProSe bearer. In its simplest form, it could be considered as a ProSe bearer if QoS differentiation is not required. The need for QoS is FFS.
6.x.1.2     IP address allocation for ProSe connection

In order to setup a ProSe connection with other Public Safety ProSe-enabled UEs, the UE needs to be able to create the IP address if it hasn’t had prior connection to EPS. Method to allocate the IP address is FFS. In other cases, the Public Safety ProSe-enabled UE can be assumed to have an IP address provided by the network (ProSe Server) that can be used in ProSe connection when the network is not involved.
6.x.1.3     Authorization and configuration

Authorization and configuration data for autonomous ProSe connection setup is assumed to be pre-configured in the UE or received from the network (ProSe Server) if the UE has had prior connection to EPS. Radio resources for autonomous operation are assumed to be preconfigured as well.
6.x.2      Procedure for autonomous ProSe connection setup
Setup of ProSe connection and associated ProSe radio link is depicted in Figure 3 when the network is not involved.
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Figure 3 ProSe Connection setup without network involvement (public safety specific).

0. ProSe UE Discovery using direct signals takes place (optional).
1. UE#1 sends a request to setup a ProSe Connection with UE#2. The UE#2 is identified with 3GPP level ProSe UE identifier the UE#1 has discovered in ProSe UE Discovery phase or knows priori (preconfigured). 
2. Authentication and security activation is performed between the UEs. Specific procedure is FFS. 
3. UE#2 sends ProSe Connection setup response to UE#1 which includes its IP address, AS and NAS parameters to setup a ProSe Connection and ProSe radio link using a secured radio link. IP address is assigned by the network if the UE has connected the network. In other case, the UE has created the IP address itself.
4. UE#2 sends ProSe Connection setup response to UE#1 which includes its IP address, confirmed AS and NAS parameters to setup a ProSe Connection and ProSe radio link using a secured radio link.
5. ProSe Connection and associated ProSe radio link are complete.

6.X.3
Impact on existing entities and interfaces
Editor's Note: Impacts on existing nodes or functionality will be added.
6.X.4
Solution evaluation

Editor’s Note: To be completed.
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