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Discussion
To address convergence between ANDSF policy and Hotspot 2.0 policies, solution 6 and solution 7 proposed two alternatives:
- 
in the ISRP and ISMP as extensions to the prioritized access descriptions for the case where the access technology is WLAN; or

- 
in a new sub-tree (e.g. called WLANSP) in the ANDSF Management Object, separate from ISMP and ISRP. Such a sub-tree would be dedicated for selecting WLAN access network. Validity conditions (e.g. time-of-day and validity area) should be added to that sub-tree to define under what conditions the HS2.0 policies are applicable to allow a more “intelligent” WLAN network selection. No traffic descriptors (IP filters etc.) would however be included in such a separate sub-tree.

Assume the 1st bullet as Alt 1 and the 2nd as Alt 2. We can see that if Alt 1 is applied in ISRP, i.e. HS2.0 elements is used as extensions to the “RoutingRule” leaf, then the UE needs to match the available WLAN in its vicinity to the ANDSF rule per IP flow. Since the operator may configure different policy for different IP flow, especially when the ANDSF rule is enhanced with several HS 2.0 elements, the routing rule for each IP flow could become complicated due to possible combinations of the HS2.0 elements. Hence, it’s very likely that an available WLAN access network may well match an ISRP rule (i.e. flow distribution rule) but fail to match another, and this will add complexity to WLAN selection and reselection algorithm. 
To illustrate this case, an example of enhanced ANDSF policy is shown in Figure 1 and 3 scenarios are analyzed. For simplicity, it is assumed that there are only two flow distribution rules in the ISRP dedicated for IP flow 1 and IP flow 2 respectively, and rule 1 takes precedence over rule 2. 

[image: image1.emf]Rule priority 1: flow distribution rule for IP flow 1:

· Access priority 1: accessTech = WLAN; SSID = 

“

myOperator

”

;Type = 

“

public

”

;

· Access priority 2: accessTech = WLAN; any SSID, realm = 

“

partner1.com

”

,min backhaul BW=1000kbps

Rule priority 2: flow distribution rule for IP flow 2:

· Access priority 1: accessTech = WLAN; SSID = 

“

myOperator

”

; realm = 

“

myOperator.com

”

, WLAN 

load condition = 

“

X

”

;

· Access priority 2: accessTech = WLAN; any SSID, realm = 

“

parterner1.com

”

;


Figure 1  Example of ANDSF IFOM rule enhanced with HS2.0 elements
1) Scenario 1, WLAN selection in case of multiple IP flows with different priority

The ANDSF IFOM rule is shown in Figure 1. Suppose there’re two WLANs available:

WLAN A is the best-match WLAN for rule 1 but cannot match rule 2.

WLAN B matches both rule 1 and rule 2 but WLAN B is not the best-match WLAN for rule 1.

Assume that IP flow 1 and IP flow 2 are both active in UE, should the UE select WLAN A that best matches the most prioritized rule, which means IP flow 2 cannot transferred over WLAN A, or select WLAN B so that both IP flow 1 and IP flow 2 can be transferred even though this WLAN is not the best match one for IP flow 1 that has the highest priority?

2) Scenario 2 , WLAN reselection at activation of IP flow

The ANDSF rule is shown in Figure 1.

WLAN A is the best-match WLAN for rule 1 but cannot match rule 2.

WLAN B is the best-match WLAN for rule 2 but cannot match rule 1.

At the first, only IP flow 2 is active in the UE and the UE selects WLAN B according to ANDSF policy. Then IP flow 1 is activated and, since WLAN B is not suitable for it and IP flow 1 takes precedence over IP flow 2, should the UE reselect WLAN A in order to transfer IP flow 1?

3) Scenario 3, WLAN reselection at deactivation of IP flow

The ANDSF rule is shown in Figure 1.

WLAN A matches both rule 1 and rule 2 and is the best-match WLAN for rule 1.

WLAN B is the best-match WLAN for rule 2 but cannot match rule 1.

At the first, both IP flow 1 and 2 are active in the UE and the UE selects WLAN A according to ANDSF policy. Then IP flow 1 is deactivated, e.g. due to termination of an application, and IP flow 2 becomes the only flow active in the UE, should the UE reselect WLAN B to better serve IP flow 2?

In case of the above 3 scenario, how the UE behaves is not clear. If the UE behaves according to stage 2 specification TS 23.402, subclause 4.8.2.1, then the UE should perform access network reselection since there’s available WLAN with higher priority:
If the UE has access network discovery information, inter-system mobility policies or inter-system routing policies valid for its present location, which indicate that there is an access network in its vicinity with higher priority than the currently selected access network(s), the UE should perform procedures for discovering and reselecting the higher priority access network, if this is allowed by user preferences.

NOTE 6:
How frequently the UE performs the discovery and reselection procedure depends on the UE implementation.

From the above analysis we can see that if there’re multiple flow distribution rules and they refer to the same access technology but different access network, and the UE is not able to connect to all of them at the same time, selection of WLAN access network is complicated and reselection of access network may not be avoided. In order to overcome such shortcoming, HS 2.0 elements used as extension to per IP flow routing rule shall be avoided. So, it is proposed that Hotspot 2.0 element(s) or new ANDSF node(s) based on HS 2.0 element(s) is added as a new sub-tree separate from ISMP and ISRP as already proposed alternative in solution 6 and solution 7, or as a node in ISMP and ISRP, which is depicted below in Figure 2 (only the case where ANDSF policy is enhanced with HS2.0 MO, i.e. solution 7 based, is shown).
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Figure 2  An alternative of enhanced ISMP and ISRP with HS2.0 MO
Furthermore, compared to Alt 2, this new alternative can also overcome the possible overlapping or contradiction between the validation condition in original ISMP and ISRP and the Validation condition included in WLANSP.

Proposal

Proposed changes are:

· Rename the two alternatives proposed in solution 6 and solution 7 as Alt 1 and Alt 2, and add another alternative as Alt 3. 

· Modify the figures to better illustrate Alt 1 and Alt 2. Add figures for Alt 3.
· Add evaluation in the Evaluation part for Alt 1 and Alt 2.

First change
6.6 
Solution #6: ANDSF MO enhanced with policies related to information elements available in HS2.0 Release 1.
6.6.1 
Relation to key issues and other solution alternatives

This solution addresses key issue 1, 2, 4, 7 and 8. 

The ANDSF policies are extended to include also HS2.0 policies. Three principles are possible for how to extend the ANDSF MO with policies related to HS2.0:

1. Provide both HS2.0 MO and ANDSF MO to the UE 

2. ANDSF Management Object enhanced with policies related to information elements available in HS2.0 Release 1. 

3. ANDSF MO includes (possibly several copies of) the HS2.0 MO (full HS2.0 MO or a subset).

The alternative 2 solution is described below. The alternatives 1 and 3 are described in clause 6.5 and 6.7 respectively.
6.6.2 
Description

In this solution, the ANDSF Management Object is enhanced with policies related to information elements available in HS2.0 Release 1.

Principles

3GPP extends the existing ANDSF policies with new policy elements based on HS2.0 Release 1 information. This is decoupled from the policies defined by WFA for HS2.0 Release 2. 

For example, 3GPP may add different policies than those contained in HS2.0 R2 and may also use different definitions compared to what Wi-Fi Alliance uses in the HS2.0 MO

Such 3GPP-defined policies could be put, e.g. 

- 
Alt.1, in the ISRP and ISMP as extensions to the prioritized access descriptions for the case where the access technology is WLAN; or

- 
Alt.2, in a new sub-tree (e.g. called WLANSP) in the ANDSF Management Object, separate from ISMP and ISRP.
-
Alt.3, in the ISMP and ISRP as new node(s).
For example,

· To address key issue #4, BSSLoadThreshold, MinimumBackhaulAvailableBandwidthThreshold could be added to ANDSF MO

· To address key issue #1: NAI Realms, RoamingConsortiumOI could be used as new values in to identify access network in addition to SSID. In this case the SSID or HESSID currently provided with the ISRP/ISMP do not need be provisioned.

· To address key issue #7 and #8, policies related to WLAN access network type, Venue Information and Connection Capability may be added directly to the ANDSF MO.

NOTE: we expect it is too late to have HS2.0 include such elements to the HS2.0 MO defined as part of HS2.0 Rel-2.

3 examples where new policies are included in ANDSF MO are illustrated in Figure 6.6.2-1, 6.6.2-2, 6.6.2-3 for Alt 1, 2 and 3 respectively below (note that the figures are only for illustration, the details would be specified by stage 3).
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Figure 6.6.2-1: Example of “enhanced” ISMP (left) and ISRP (right) policy where new policies are included as extensions to the prioritized access descriptions for the case where the access technology is WLAN.
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Figure 6.6.2-2: Example of “enhanced” ANDSF policy where new policies are included as a new sub-tree separate from ISMP and ISRP
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Figure 6.6.2-3: Example of “enhanced” ISMP (left) and ISRP (right) policy where new policies are included as a new node.

For policies defined in HS2.0 MO, 3GPP could choose to simply copy-paste the definition into ANDSF MO. This would simplify UE implementation since each policy is defined in the same way in both HS2.0 MO and ANDSF MO. Alternatively 3GPP could make its own definitions of the ANDSF policies which may however result in different policy definitions in 3GPP and Wi-Fi Alliance for the same HS2.0 parameter(s).

For policies related to parameters available in HS2.0 Release 1, but not included in the HS2.0 MO, 3GPP needs to make its own definition. 

6.6.3
Impacts on existing nodes or functionality

The ANDSF MO need to be extended to included additional policies related to HS2.0 parameters.
6.6.4
Evaluation
Advantages

· Full flexibility in 3GPP to define WLAN selection policies

· Possible to make use of ANDSF validity conditions, priorities etc. also for policies related to HS2.0 capabilities.

· Policies not covered by HS20 Rel-2 (e.g. access network type and venue information as discussed in key issue #7) could be added in similar way. No need to wait for WFA.

Disadvantages

· Risk for diverging policy definitions. HS2.0 MO policies defined by any future extensions of HS2.0 Rel-2 in WFA will not automatically be applicable to 3GPP scenarios as well, and may conflict with HS2.0-related policies already defined by 3GPP. If the UE implementation wants to fulfill both HS2.0 specifications and ANDSF specifications, then different policy definitions will cause increased implementation complexity.
· For Alt.1, the extensions to the prioritized access descriptions with HS2.0 based elements will add complexity to WLAN selection and reselection mechanism in UE.
· For Alt.2, rule validation information i.e. ValidityArea, TimeofDay, included in the new WLANSP sub-tree may overlap or contradict with that included in ISMP or ISRP, thus cause redundancy or inconsistency.
The solution alternative addresses the key issues in the following way:

· Key issue 1 Support WLAN access through roaming agreements: 

· The ANDSF MO can be extended to include policies related to e.g. roaming consortium OIs of the home operator

· Key issue 2: Delivery of consistent information for WLAN network selection

· Inconsistencies between ANDSF policies and HS2.0 policies may be introduced if 3GPP defines ANDSF policies without taking HS2.0 policies into account

· Key issue 4: Use WLAN load Information for network selection

· The ANDSF MO can be extended to include policies for Max BSS load threshold as well as backhaul link speed 

· Key issue 7: Use WLAN Access Network Type and Venue Information for network selection

· The ANDSF MO can be extended to include policies for WLAN Access Network Type and Venue Information. Note that these are however not included in HS2.0 MO in HS2.0 release 2. 

· Key issue 8: Use Connection Capability during WLAN network selection

· The ANDSF MO can be extended to include policies for connection capability 

Next change

6.7 
Solution #7: ANDSF MO includes instances of the HS2.0 MO 
6.7.1 
Relation to key issues and other solution alternatives

This solution addresses key issue 1, 2, 4, 7 and 8. 

The ANDSF policies are extended to include also HS2.0 policies. Three principles are possible for how to extend the ANDSF MO with policies related to HS2.0:

1. Provide both HS2.0 MO and ANDSF MO to the UE 

2. ANDSF Management Object enhanced with policies related to information elements available in HS2.0 Release 1. 

3. ANDSF MO includes  relevant parts of HS2.0 MO 

The alternative 3 solution is described below. The alternatives 1 and 2 are described in clauses 6.5 and 6.6 respectively
6.7.2 
Description

In this solution the ANDSF MO is enhanced to include relevant parts of HS2.0 MO.

Principles

Instances of the HS2.0 policies (in format defined by HS2.0) are included (copy-and-pasted) into the ANDSF Management Object. 

Such instances can be put, e.g. 

-
Alt.1, in the ISRP and ISMP as extensions to the prioritized access descriptions for the case where the access technology is WLAN; or

-
Alt.2, in a new sub-tree (e.g. called WLANSP) in the ANDSF Management Object, separate from ISMP and ISRP. Such a sub-tree would be dedicated for selecting WLAN access network. Validity conditions (e.g. time-of-day and validity area) should be added to that sub-tree to define under what conditions the HS2.0 policies are applicable to allow a more “intelligent” WLAN network selection. No traffic descriptors (IP filters etc.) would however be included in such a separate sub-tree.
-
Alt.3, in the ISMP and ISRP as new node(s).
3 examples where new policies are included in ANDSF MO are illustrated in Figure 6.7.2-1, 6.7.2-2, 6.7.2-3 for Alt 1, 2 and 3 respectively below (note that the figures are only for illustration, the details would be specified by stage 3).
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Figure 6.7.2-1: Example of “enhanced” ISMP (left) and ISRP (right) policy where new policies are included as extensions to the prioritized access descriptions for the case where the access technology is WLAN. Only the relevant subset of the HS2.0 MO would be used/ populated.
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Figure 6.6.2-2: Example of “enhanced” ANDSF policy where new policies are included as a new sub-tree separate from ISMP and ISRP
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Figure 6.6.2-3: Example of “enhanced” ISMP (left) and ISRP (right) policy where new policies are included as a new node.

The terminal will first evaluate the ANDSF ISMP or ISRP. If the highest priority access technology is WLAN, the UE will select the WLAN AP according to the related instance of the HS2.0 policies, i.e. HS2.0 policies located in the prioritized access description of the active ISMP/ISRP or newly added node of the active ISMP/ ISRP rule, or located in the active WLANSP rule.

When operator wishes that the UE selects the WLAN access network according to the BSS load, domain name list, etc., there are two options for how to handle the WLAN Access Network Identity information for WLAN (SSID, HESSID) currently available in the ISRP/ISMP:

· If WLAN Access Identity information (e.g. SSID etc.) is not provided in ISRP/ISMP, WLAN access NW selection is completely up to the related instance of the HS2.0 policies, taking into account HS2.0 MO policy such as BSS load, etc.

· If WLAN Access Identity information (e.g. SSID etc.) is provided in ISRP/ISMP, the UE would apply the related instance of the HS2.0 policies and select an AP corresponding only to the SSID / HESSID /BSSID contained in the prioritized access selected from ISMP/ISRP 

 Possibly some of the HS2.0 MO is not relevant for a 3GPP operator and/or may cause conflict with other 3GPP-defined policies. 3GPP should analyze what parts of the HS2.0 MO should be included with the ANDSF policies. Part of this analysis could possibly be done together with CT1. The ANDSF Server will only include the subset of the HS2.0 MO that is relevant to a 3GPP operator.

6.7.3
Impacts on existing nodes or functionality

Instances of the HS2.0 policies (in format defined by HS2.0) are included (copy-and-pasted) into the ANDSF Management Object. 

6.7.4
Evaluation
Advantages

· Minimal dependency between 3GPP ANDSF work and Wi-Fi Alliance HS2.0 work. Policies defined by any future extensions of HS2.0 Rel-2 MO in WFA can easily be applicable to 3GPP scenarios as well.

· Possible to make use of ANDSF validity conditions, priorities etc. also for policies related to HS2.0 capabilities.

· HS2.0 and ANDSF WLAN policy definitions kept aligned. If the UE implementation wants to fulfill both HS2.0 specifications and ANDSF specifications, the methods for selecting WLAN access network are re-usable.

Disadvantages

· If 3GPP desires to include anything not covered by HS2.0 Rel-2 (e.g. policies for venue type information) it needs to define how to integrate such information directly into the ANDSF MO, or work in Wi-Fi Alliance to extend the HS2.0 MO. This can make work progress in 3GPP dependent upon WFA discussions and agreements
· For Alt.1, the extensions to the prioritized access descriptions with HS2.0 MO will add complexity to WLAN selection and reselection mechanism in UE.
· For Alt.2, rule validation information i.e. ValidityArea, TimeofDay, included in the new WLANSP sub-tree may overlap or contradict with that included in ISMP or ISRP, thus cause redundancy or inconsistency.

Note: due to HS2.0 deadlines, we expect it is too late to have HS2.0 include such elements to the HS2.0 MO. However, such elements can be included in the ANDSF MO and possibly integrated in HS MO in release 3.

The solution alternative addresses the key issues in the following way:

· Key issue 1 Support WLAN access through roaming agreements: 

· The roaming consortium OIs of the home operator, as well as preferred roaming partner realms would be included with the HS2.0 Management Object 

· Key issue 2: Delivery of consistent information for WLAN network selection

· Inconsistencies between ANDSF policies and HS2.0 policies are resolved by integrating the HS2.0 MO with the ANDSF MO.  More analysis may be needed to determine if the full HS2.0 MO or a subset of the HS2,0 MO is reasonable to include in the ANDSF MO. 

· Key issue 4: Use WLAN load Information for network selection

· The policies for Max BSS load threshold as well as backhaul link speed would be included with the HS2.0 MO policy

· Key issue 7: Use WLAN Access Network Type and Venue Information for network selection

· Policies for WLAN Access Network Type and Venue Information are not included in HS2.0 MO in HS2.0 release 2. If 3GPP concludes that it is desirable to include such policies, 3GPP may add Venue Information and Connection Capability directly to ANDSF MO. Alternatively in order to keep specifications in line with future releases of HS specifications, 3GPP could liaise with Wi-Fi Alliance for inclusion into the HS2.0 MO in a later release. 

· Key issue 8: Use Connection Capability during WLAN network selection

· The policies for connection capability would be included with the HS2.0 MO policy

End of change
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