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Abstract of the contribution: This contribution proposes to add the description of routed mode RG case in IP-CAN session procedures.
Introduction
The relationship between subscriber IP session and IP-CAN session for three RG mode cases, i.e. bridge mode RG, routed mode RG, routed mode RG with NAT, has been specified in section 5.2 as followings:
NOTE 2:
For routed mode RG with NAT, there is one IP-CAN session with a corresponding Subscriber IP session on the IP Edge for the IPv4 address and/or IPv6 address or IPv6 prefix assigned to the RG

NOTE 3:
In case of routed mode RG when the PPP pass-through feature is enabled (see requirement R-10 in TR-124 Issue 3 [13]) there is an IP-CAN session for the single fixed device starting the PPP session . In this case the 3GPP UE does not have  Subscriber IP session in IP Edge

NOTE 4:
For bridged mode RG, there is one IP-CAN session with a corresponding Subscriber IP session on the IP Edge for each IPv4 address and/or IPv6 address or IPv6  prefix assigned to the fixed device or 3GPP UE which established a Subscriber IP session in fixed broadband network.
The IP-CAN session related procedures should be aligned with theses NOTEs.
Proposal

It is proposed to make the following changes to TR 23.896.
>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>First change<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<

5.11.2
IP-CAN related procedures

This clause depicts the procedures over Gxd reference point: session establishment, modification and termination. Each of the procedures may result in interactions with the charging system and those are referred to in these flows but described in clause 5.11.3.

For the dynamic QoS for the IP-CAN session the following requirements shall be supported:

-
interaction between PCRF and PCEF at IP-CAN session establishment.

-
policy change requests originated from Applications Function after IP-CAN session establishment.

-
policies apply to individual IP-CAN session.

-
policy evaluation may be triggered by the change in state of an IP-CAN session.

In the routed mode RG with NAT case there is a single RG IP subscriber session for all devices connected to the RG  and thus a single Gxd IP CAN session

In the bridge mode RG case the IP Edge/PCEF binds a UE/fixed device IP subscriber session connected to the RG  with a Gxd IP-CAN session.
In the routed mode RG case there is an IP-CAN session for the single fixed device starting the PPP session when the PPP pass-through feature is enabled. In this case the 3GPP UE does not have the subscriber IP session in the IP Edge.
Editor's note: 3GPP AAA interactions for 3GPP UE authentication are not shown in the message flows.

NOTE:
In all the procedures how the IP Edge/PCEF performs QoS enforcement in the BBF is out of the scope of 3GPP. The IP Edge/PCEF performs the mapping between the PCC rules and the parameters specific to a Fixed Broadband Access network.

Editor's note:
The impact on Gy interface with regard to Information Elements and re-authorization triggers is FFS.
>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>Second change<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<

5.11.2.1
IP-CAN Session Establishment

This clause describes the signalling flow for Gxd IP CAN Session establishment. The session is initiated after that the IP Edge becomes aware of an IPv4 address and/or an IPv6 prefix has been assigned to the fixed device and/or 3GPP UE.

NOTE 1:
In bridge mode, the session is initiated after the device has been authenticated per BBF specifications (i.e. out of scope of 3GPP) or after that 3GPP UE performs 3GPP EAP-based authentication and has been assigned an IPv4 address and/or IPv6 Prefix.

NOTE 2:
In routed mode configuration with NATed RG, the session is initiated after the RG has been connected to the network and has been assigned an IPv4 address and/or IPv6 Prefix. The IPv4 address and/or IPv6 Prefix is assigned as per BBF specifications and it is out of scope of 3GPP.
NOTE 3:
In routed mode RG, the PPP session is initiated by the single fixed device when the PPP pass-through feature in RG is enabled. In this case the 3GPP UE does not initiate the subscriber IP session.
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Figure 5.11.2.1-1: Session Establishment

1.
A Fixed Broadband subscriber session is initiated by the device, (e.g. a RG switches on, a 3GPP UE starts a session, etc…). When the device is not acting as a 3GPP device, implicit authentication (e.g. access line authentication)  or explicit authentication (i.e. user name and credentials) is performed as specified by BBF. Otherwise if the device is 3GPP UE, the authentication is performed as described in TS 23.402 [3]. As part of this step, the BBF AAA may provide Default QoS to the IP Edge/PCEF. The IP Edge/PCEF assigns an IP address (and/or an IPv6 prefix) or IPEdge learns the IP address if already assigned for the Fixed Broadband subscriber session. This step is BBF specific and as such out of scope of this specification.

2.
The IP Edge/PCEF sends an indication of the IP-CAN session establishment to the PCRF. The message includes the Subscription-ID if available, the Access Line Identifier (physical and logical circuit ID), default QoS, if available, the IP-CAN type, the IPv4 address and/or the IPv6 network prefix.

NOTE 3:
For 3GPP UE, the indication of the IP-CAN session establishment with the PCRF may include the APN (i.e. NSWO-APN).

3.
The PCRF obtains the subscriber's profile related to the UE.

4.
The PCRF makes policy decision and derives PCC and possibly ADC Rules. The PCRF may change the default QoS of the subscriber it received from the PCEF. The PCRF may include the following information: Default QoS, the PCC Rules and the Event Triggers to report. The Event Triggers indicate to the IP Edge/PCEF what events must be reported to the PCRF. The PCC and ADC rules may contain charging information needed by the charging option used in the deployment.

NOTE 3:
The PCRF may override the default QoS received from the IP Edge/PCEF.

5.
When the solicited application reporting from the TDF applies, the PCRF establishes a session with the TDF and provides ADC rules to the TDF.

6.
If TDF based charging is applicable for this deployment, interaction with the charging systems is performed. This is further detailed in clause 5.11.3.

Editor's note:
Whether additional parameters in the PCC Rule are required for the IP-CAN session is FFS.

7.
The PCRF provisions the PCC rules at the IP Edge/PCEF. It may also provision ADC rules when the IP Edge is enhanced with support of ADC rules. The IP Edge/PCEF enforces the rules received from the PCRF.

8.
If IP Edge/PCEF or AAA based charging applies for this deployment, interaction with the charging systems is performed. This is further detailed in clause 5.11.3.

9.
This step is BBF specific. The IP Edge/PCEF may communicate with other network elements in the BBF access network per BBF specifications.
>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>End of changes<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<
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