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Introduction

The question on how to select the most preferred WLAN has been discussed previously in WLAN_NS work item and two solutions (solutions 3 and 4) for WLAN network selection and PLMN selection have been documented in TR 23.865. There are also a number of key issues and solution alternatives in TR 23.865 for how to enhance the WLAN selection procedure by adding additional parameters to the ANDSF MO related to different WLAN capabilities. As part of this, the question on how to accommodate policies related to HS2.0 is discussed, and how to align the HS2.0 MO and ANDSF MO policies. 
The topic on how to integrate the HS2.0 policies into ANDSF MO is discussed in a separate contribution (S2-12xxxx). 
Discussion

Placement of WLAN selection policies in the ANDSF MO

The figure below illustrates two ways to incorporate the HS2.0 MO (subset) in the ANDSF MO; either as a separate branch (“WLANSP”) as in Figure 1a, or as part of the ISRP/ISMP as in Figure 1b. Currently the WLAN selection policies are integrated in the ISRP/ISMP as in Figure 1b; the SSID and HESSID can be included in the RoutingRule to indicate what WLAN access network is preferred. In case the WLAN selection policies would be extended with e.g. policies for HS2.0 related parameters, also other parameters such as OUI, WLAN connection capability etc would apply for WLAN access network selection.
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Figure 1. Examples of how HS2.0 MO can be included in ANDSF MO

This approach of including WLAN selection parameters in the ISRP has however drawbacks. In particular it mixes the WLAN selection information (SSID, OUI etc) with the traffic description parameters (APN in ForServiceBased and IPFlow in NSWO and ForFlowBased rules). This mixing could make sense if the UE would select WLAN network based on the traffic or application used at each specific moment. However, a UE can only be connected to a single WLAN at a time which makes it impossible to fulfil al WLAN selection policies in case two different applications have different WLAN selection information in the ANDSF MO. Furthermore, as already captured as part of solution 3 in the TR, the UE would anyway not consider the real-time events such as on-going application traffic when selecting WLAN. WLAN selection is thus a process that is independent of the currently running applications/traffic and it therefore makes more sense to include the WLAN selection policies separately from the ISRP in the ANDSF MO. We call this new branch: “WLAN Selection Policy” (WLANSP). The solution is illustrated in Figure 1a.

In order to avoid potential conflicts with the existing optional leaves AccessId (SSID) and SecondaryAccessId (HESSID) in the ISRP, the use of these leaves could be deprecated in case WLANSP is provided. 

Note that this discussion relates to what WLAN the UE selects to associate and authentication with. The ISRP rules would still apply for deciding how to route the traffic, i.e. whether to route the traffic via WLAN or 3GPP access. 

Conclusion 1: The WLAN selection information (including extended policies such as HS2.0 policies) should be included as a separate branch in the ANDSF. This is illustrated in Figure 1a.

Relation to solution 3 in the TR

Solution 3 can operate as described in clause 6.3 with only minor modifications. In fact, the proposal above simplifies solution 3 and also removes some of the editor’s notes and ambiguities with WLAN selection in solution 3. 

For example, in case the MAPCON/IFOM ISRP policies for different traffic/applications would be configured with different WLAN selection policies solution 3 does not address how the list of preferred WLANs is created. This is an example of an issue that arises when WLAN selection information is associated with application/traffic descriptions. Using a separate WLANSP branch would solve this.

Furthermore, the UE does not need to be configured a policy whether it should “prefer WLANs for NSWO” or not. Instead the UE can have a single policy for WLAN network selection provisioned in the WLANSP based on operator configuration. If there is a desire to have separate WLAN selection policies for MAPCON/IFOM and NSWO, the operator can either update the WLANSP in the UE dynamically when the preference changes. Alternatively, if there is a desire to let the operator control what WLANSP is used via a flag in the ANDSF MO, it is possible to introduce an additional selection policy (e.g. named “prefer WLANs for NSWO”) to select between two instances of the WLANSP. 

The proposal would also resolve a number of  Editor’s notes in solution 3. For example:

Editor’s Note: There are still issues that need further consideration. For example, when IP traffic matches an ISRP rule that has SSID-x as the highest access priority and 3GPP access as the second highest priority, and the UE is connected to SSID-y, will the UE route this IP traffic to SSID-y or to 3GPP access? Or, is it possible to have multiple “ISRP for NSWO” rules with different WLAN preferences?

This editor’s note is resolved since the ISRP would no longer contain WLAN identity parameters such as SSID. 

Also additional editor’s notes become irrelevant with the WLANSP solution, as shown in the proposed changes to solution 3 further below. 

Relation to solution 4 in the TR

For solution 4, the change is that the candidate list of WLAN AN is not built using the WLANs contains in the active ISMP/ISRP rules. Instead the candidate list is built from the WLANSP policy. The changes are shown in a separate contribution (S2-121843). 
Proposal

It is proposed that solution 3 in TR 23.865 is updated as shown below.

**** 1st change ****
6.3
Solution #3: WLAN Selection Based on ANDSF Rules

6.3.1
Overview

This solution describes how a UE selects a WLAN access network (out of many available) based on the preferences included in WLAN Selection Policy (WLANSP) rule in the UE and the Preferred Service Provider List (PSPL). The WLANSP rule and the PSPL are new ANDSF elements separated from the existing ISMP/ISRP rules. The “active” WLANSP rule is the rule applied by the UE.

The solution is characterized by the following:

1. The UE (re-)selects a WLAN based on provisioned WLANSP. The WLAN (re-)selection procedure is triggered in the UE after an WLANSP becomes active. How the UE selects the active WLANSP is specified in clause 6.3.3.

2.  The WLAN selection in the UE is based on WLANSP rules and PSPL. The WLANSP rules is re-using the WLAN selection policies defined in the HS2.0 MO and can include validity conditions, preferences such as realms (i.e. preferred service providers), OUIs, available backhaul bandwidth, connectivity capabilities, etc. The UE can discover the supported realms, bandwidth and other properties of HS2.0 capable WLANs by means of HS2.0 discovery mechanisms (e.g. ANQP). 

An example of an WLANSP rule is shown below. This example is only provided to aid the understanding of the proposed WLAN selection procedure. Details of how WLANSP rules will be enhanced is for stage 3 to define.

Example of WLANSP rule:
· WLANSP rule 1

· HS2.0 policy 

· PreferredRoamingPartner 
· Priority 1, FQDN = “example1.com”,
· Priority 2, FQDN = “example2.com”
· MinBackhaulThreshold

· PreferredConnectionCapability

· Validity Area

· Time of Day
· 
· 
· 
· 
· 
· 
· 
Once a (list of) candidate WLAN network(s) has(have) been selected based on WLANSP, PSPL is used as described in section 6.3.4.
3. For this solution, the WLAN selection procedure does not require the UE to support the I-WLAN and PLMN selection procedures specified in TS 23.234 and TS 24.234. 

6.3.1.1
WLANs that best match the WLANSP rules

The proposed WLAN selection procedure (see section 6.3.2) requires the UE to identify the available WLANs that best match the active WLANSP rule. This section explains how the UE can determine these WLANs (the details should be specified by stage-3). 

When the UE has an active WLANSP rule, then the WLAN networks that best match the active WLANSP rule are derived by comparing the available WLAN networkss against the prioritized list of WLAN networks in this rule (included in the HS2.0 MO node). For example, when the active WLANSP rule is the one shown below, the WLAN networks that best match this rule are the WLAN networks that match access priority 1. If none of the available WLAN networks match access priority 1, then the WLAN networks that best match the active WLANSP rule are the WLAN networks that match access priority 2, etc.

Example of active WLANSP rule:

· Access to EPC should be obtained over the following prioritized accesses:

· Priority 1: FQDN = “myOperator.com”

· Priority 2: FQDN = “partner1.com”
· Priority 3: FQDN = “partner2.com”
· minimum backhaul bandwidth = 1000 Kbps (applicable for all FQDNs)




Given the above note, a UE selects a WLAN network based on the active WLANSP rule by using the following principles:

· 
· The UE determines the WLAN networks that best match the active WLANSP rule by checking first which WLAN networks match the WLAN preferences in the WLANSP.
· 
· The UE performs the WLAN selection based on the above bullet and does not take into account real-time events associated with the active ISRP rule. For example, when a new IP flow in the UE matches the traffic selector in an ISRP rule, this event should not trigger WLAN re-selection. If the conditions for WLAN selection change every time a new application runs or when certain IP flows are detected, the WLAN selection in the UE will be complex and may lead to frequent WLAN re-selections that would negatively affect the user experience and the battery consumption. In general, when an IP flow matches the active ISRP rule, this rule is used to determine how the IP flow should be routed across the existing radio accesses and will not trigger WLAN (re-)selection.

NOTE: Events such as change of WLAN load information, change of UE location, change of time of day may lead to WLAN (re-)selection based on the WLANSP.


Editor’s Note: The above solution does not require any changes to the existing ISRP. However, alternative solutions that may change the structure of ISRP may be also investigated.
It is possible that multiple WLANs best match the preferred WLANs in the active WLANSP rule. The UE behavior is this case is described in section 6.3.2.

6.3.2
WLAN Selection Based on ANDSF Rules

The proposed WLAN selection procedure is described below: 

1. First, the UE compares the available (discovered) WLANs against the preferred WLANs in the active WLANSP rule and determines the list of available WLANs that best match the preferred WLANs (section 6.3.1.1 specifies how this can be done). This determination takes into account all preferences in the active WLANSP rule, including realms, OUIs, etc.

a. When there is only one WLAN that best matches the preferred WLANs, the UE selects this WLAN.

b. When there are multiple WLANs that best match the preferred WLANs, the UE selects one out of these multiple WLANs by determining which one supports interworking with the most preferred Service Provider. 

· The UE has one or more preferred Service Providers (e.g. PLMNs) provided by the home operator, as specified in clause 6.3.4. 

2. If the UE has to perform EAP-AKA authentication over the selected WLAN network (the one selected in the previous step). The UE constructs the NAI that corresponds to the most preferred Service Provider supported by the selected WLAN network.

· Again, the UE uses the list of preferred Service Providers (e.g. PLMNs) provided by the home operator. Details about this list are provided in clause 6.3.4.

3. During power-up the UE is not registered to a PLMN over any access and thus (according to the current specifications) it has no active WLANSP rule. However, in order to enable WLAN selection with the WLANSP rules during power-up, one of the WLANSP rules provisioned by the HPLMN can be considered active during power-up as if the UE were registered to the HPLMN. In order to enable WLAN selection with the enhanced WLANSP rules following recovery from loss of WLAN signal, the UE applies the active WLANSP rule.

6.3.3
Selection of Active Rule

When the UE is roaming and is provisioned with valid WLANSP rules from VPLMN and HPLMN, the UE selects the “active” WLANSP rule to apply for the (re)selection of WLAN as follows:

1) 
2) The UE selects the “active” WLANSP rule as follows:

a) The UE is configured to either “prefer WLANs provided by the HPLMN” or not. This configuration can be done either by the home operator or by the user. User configuration takes precedence over the home operator configuration.

b) If the UE is not configured to prefer WLANs provided by the HPLMN, then the UE selects the “active” WLANSP rule from the rules provided by the VPLMN. The UE also the UE selects the “active” ISRP rule from the rules provided by the VPLMN and uses this ISRP rule also for routing decisions.

c) If the UE is configured to prefer WLAN networks provided by the HPLMN, then the UE checks if any of the WLAN networks in the WLANSP provided by the HPLMN are available.

i) If at least one of these WLAN networks is available, then the UE selects the “active” WLANSP rule and the active ISRP rule from the rules provided by the HPLMN and selects a WLAN based on the WLANSP included in this rule.

Editor’s Note: If the “active” ISRP rule from the HPLMN contains rules for IFOM and/or MAPCON, it is FFS if the UE uses these rules for subsequent routing decisions. 

ii) If none of these WLAN networks is available, then the UE selects the “active” WLANSP rule and the active ISRP rule from the rules provided by the VPLMN. When the UE determines that at least one of the WLAN networks in the WLANSP provided by the HPLMN becomes available, it operates as in bullet i) above and may re-select to such WLAN network.

Editor’s Note: It is for FFS if the last bullet ii) needs further consideration as the change of the “active” WLANSP rule may result in a service disruption.

Editor’s Note: It is FFS if the above solution can work without the need to configure the UE to “prefer WLANs provided by the HPLMN”.

6.3.4
Preferred Service Providers List

The ANDSF MO is enhanced to include a Preferred Service Providers List (PSPL) that contains a list of 3GPP service providers preferred by the UE’s 3GPP home operator. This list is used by the UE (i) to construct a NAI when it attempts EAP-AKA authentication over a selected WLAN access network and (ii) to select a WLAN access network when there are multiple WLANs available that best match the preferences in the “active” ISMP/ISRP rule.

PSPL contains 3GPP Service providers that can be identified as realms, possibly with the domain name derived from a PLMN ID. This allows a UE to select the preferred 3GPP service provider to authenticate with upon selecting WLAN based, among other information, on the list of 3GPP service providers that the UE may discover from the WLAN AP, e.g. by means of HS2.0 ANQP query if the AP is HS2.0 capable. 

The UE uses the PSPL to identify whether a 3GPP service provider is an equivalent HPLMN or a 3GPP roaming partner.

The PSPL also contains a policy whether or not a UE prefers the 3GPP RPLMN also for WLAN access. If the policy is set to “prefer 3GPP RPLMN” and the active ANDSF rule is provided by the 3GPP RPLMN, the UE selects the 3GPP RPLMN (or a PLMN equivalent to 3GPP RPLMN) as the PLMN selected for WLAN access. If the active ANDSF rule is provided by another PLMN than the current 3GPP RPLMN, or the policy is not set, the UE uses the PSPL as described above.  

The Preferred Service Providers List (PSPL) is always provided by the HPLMN through H-ANDSF or can be statically provisioned in the UE. The UE shall ignore the PSPL information provided by the V-ANDSF, if any. If the UE has both an MO from the V-ANDSF and the H-ANDSF, the UE uses only the PSPL of the H-ANDSF MO. 

Note: the data structure of the PSPL will be defined by stage 3.
Editor’s note: If the WLANSP is implemented using policies from the HS2.0 MO, parts of the PLSP list may be re-using the PreferredRoamingPartnerList. The relation between PLSP and the HS2.0 policy is FFS.
**** End of changes ****
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