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1.0 Abstract
TS 23.167 asserts that Non UE detectable emergency calls when PS domain is used cannot be subjected to SRVCC or SRVCC for IMS emergency session support.  
	3GPP TS 23.167 Version 11.6.0

H.3
High Level Procedures for IMS emergency calls

….

For the high level procedures (as described in clause 7.1.2) the following statements apply for Non UE detectable emergency calls when PS domain with UTRAN and E-UTRAN access is used:

…..

-
the P-CSCF allows the session initiation request to continue and the E-CSCF informs the UE that it is an emergency session. Such a session will not use emergency PDN connections and will not have SRVCC or SRVCC for IMS emergency session support.




This paper explorer these issues and concludes that the SRVCC or SRVCC for IMS emergency session restriction should be removed as PCC could provide the necessary information. 
2.0
Background
TS 22.101 identifies 2 scenarios when a UE could make an Non UE detectable emergency call:
a) (section 10.1) It is optional for operators to provide emergency numbers in NAS messages (See TS 22.101) so when a UE roams the user may dial a country specific emergency number and it's not recognised; and
b) (section 10.4.1) There maybe numbers that are considered country specific emergency numbers that are not provided via a).  Calls made with these numbers can either be allowed or rejected by the network.

	TS 22.101 Version 6.c.0
10.1 
General requirements

….
The serving network may download emergency call numbers to the UE in order to ensure that local emergency call numbers are known to the UE.  The UE shall regard these emergency numbers as valid in that country only (as identified by the MCC) and shall discard them when a new country is entered.

….
And

TS 22.101 Version 12.4.0

10.4
Emergency calls in the IM CN subsystem

10.4.1
General

……
Subject to the regulatory requirement, the IM CN subsystem shall be able to unambiguously identify each emergency service defined in the national numbering plan for the country in which the UE is located.

In accordance with national regulations for where the subscriber is located, if the UE does not recognise a dialled number as an emergency call number but the IM CN where the subscriber is located does recognise the dialled number as an emergency call number (e.g. a number used in the local emergency numbering plan) then the call shall be routed as an emergency call indicating the type of emergency service to the correct PSAP. Subject to operator setting the call may be prioritized.

Note 1:
The above does not preclude the network rejecting the call and requesting the UE to setup a new emergency call to the same emergency service.




Therefore, it is not uncommon for a UE to fail to detect it is requesting an emergency call when sending a SIP INVITE using a normal, non-emergency bearer.

In these cases it is useful to support 
a) SRVCC for IMS emergency sessions even if the IMS emergency session was established over a non-emergency bearer.

b) Inform the MME that a bearer supports an emergency session.
3.0
Proposal
3.1
Background
The E-UTRAN/UTRAN determines that a bearer may be used for establishing an emergency session when it detects the ARP value for emergency bearer services (per TS 23.401, subclause 4.3.12.3).

	3GPP TS 23.401 VB.4.0

4.3.12.3
Mobility and Access Restrictions for Emergency Services

…... When the E-RABs for emergency bearers are established, the ARP value for emergency bearer services indicates the usage for emergency services to the E-UTRAN.




The above functionality can be leveraged to resolve the None UE detectable emergency call issues.

3.2
Non UE detectable emergency calls & SRVCC for IMS emergency session
Overall high level concepts
The following figure is a modified version of Figure 4.2.4.1-1 in TS 23.216.
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Figure 1: Overall high level concepts for SRVCC from UTRAN (HSPA) to UTRAN/GERAN in the event of a non UE detectable emergency call

In flow 1a, the UE has obtained a non-emergency bearer suitable for SIP signalling as described in TS 24.229, Annex L. 
In flow 1b, the UE performs a successful IMS registration with the home S-CSCF. The SIP REGISTER request is routed towards a SIP REGISTRAR via a P-CSCF in the serving PLMN.
In flow 2, the UE requests a non UE detectable emergency session setup using the PS domain and using the non-emergency bearer suitable for SIP signalling. The INVITE is routed via an E-CSCF, EATF to a PSAP. According to TS 24.229, if the non UE detectable emergency session setup succeeds, the UE is informed that the successful request was for a emergency session (see Annex 1 for stage 3). The UE therefore now knows it is making an emergency call.
In flow 3a the PCC subsystem is made aware that this is an emergency call by the inclusion of the Service URN (TS 29.214) in an AAR from P-CSCF (See Annex 2 for stage 3).  The PCC then via RA-Request message shall inform the PDN-GW that the ARP should be an for emergency services (See Annex 3 for stage 3).  The PCC can optionally include the Event-Trigger AVP with the value SUCCESSFUL_RESOURCE_ALLOCATION so that it is made aware that the ARP has successfully been assigned or not (3c).
In flow 3b the ARP value suitable for emergency services is communicated to MME so it is aware that the bearer is used for an emergency call.  This is done in Create Bearer Request message (see Annex 4 for stage 3)
Further, in flow 3b, the MME/SGSN detects the ARP change and determines a non UE detectable emergency call is being requested. 

3c - Failure

	TS 29.212 version b.7.0

4.5.2.0

Overview
…If the provisioning of PCC rules fails, the PCEF informs the PCRF as described in subclause 4.5.12 PCC Rule Error Handling. Depending on the cause, the PCRF may decide if re-installation, modification, removal of PCC rules or any other action applies.

4.5.12
PCC Rule Error Handling

…. If the modification of a currently active PCC rule using PUSH mode fails, the PCEF shall retain the existing PCC rule as active without any modification unless the reason for the failure has an impact also on the existing PCC rule. The PCEF shall report the modification failure to the PCRF using the RAA command when the validation of the PCC Rule installation was unsuccessful or using the CCR command when the resource allocation for the corresponding PCC Rule was unsuccessful. 




In flow 4, the UE is informed the INVITE was for a Non UE detectable emergency call. For example this is a 380 (Alternative service) response, e.g. if flow 3c returned an error. Alternativelly, upon success, this is e.g. a 200 OK response with emergency indicator (see TS 24.229).

The steps after flow 4 are identical as in TS 23.216, where bearer used for emergency bearer services should be read as non-emergency bearer. 

4.0
Proposal

4.1
Overview

Based on the above analysis it seems that PCC can already support the allocation of an ARP associated with a bearer.  Hence a UE that makes an undetected emergency can can have the ARP assigned to be “an emergency ARP” and the call can then be subject to SRVCC for IMS emergency sessions, in networks that have deployed support for SRVCC for IMS emergency sessions
It should be noted that, as before, emergency bearers offer other benefits, e.g. continuity of the emergency session when moving into a forbidden cell. Support for emergency sessions in forbidden cells need not be required by all regulators. Therefore, in some networks it is acceptable to support Non UE detectable emergency calls via a non-emergency bearers.
4.2
Standards changes

The following limitation needs to be relaxed and rephrased as this ARP, according to this document, may also be applied when normal bearers are in use. 

	3GPP TS 23.401 VB.4.0

4.3.12.9
Handling of PDN Connections for Emergency Bearer Services

…. The ARP reserved for emergency bearer service shall only be assigned to EPS bearers associated with an emergency PDN Connection


	3GPP TS 23.167 Version 11.6.0
H.3
High Level Procedures for IMS emergency calls

….

For the high level procedures (as described in clause 7.1.2) the following statements apply for Non UE detectable emergency calls when PS domain with UTRAN and E-UTRAN access is used:

…..

-
the P-CSCF allows the session initiation request to continue and the E-CSCF informs the UE that it is an emergency session. Such a session will not use emergency PDN connections and will not have SRVCC or SRVCC for IMS emergency session support.




4.3
UE impact

None
Annex 1 Extract from 3GPP TS 29.229 V11.7.0
5.1.2A.1.1
General

The procedures of this subclause are general to all requests and responses, except those for the REGISTER method.

…..
If the UE receives a 1xx or 200 (OK) response to an initial request for a dialog, the response containing a P-Asserted-Identity header field set to an emergency number as specified in 3GPP TS 22.101 [1A], the UE procedures in subclause 5.1.6.10 apply.

5.11.2
UE originating case

The E-CSCF may either forward an emergency request to a PSAP in the IP network or forward the request to a PSAP in the PSTN. In the latter case the request will pass a BGCF and a MGCF before entering the PSTN.

……
When the E-CSCF receives any 1xx or 2xx response related to a UE-originated dialog or standalone transaction, the E-CSCF shall remove any P-Preferred-Identity header field and P-Asserted-Identity header field, and insert a P-Asserted-Identity header field with the digits that can be recognized as a valid emergency number if dialled as a tel URI representing the number, before forwarding the message.
NOTE 9:
Numbers that can be recognized as valid emergency numbers if dialled by the user are specified in 3GPP TS 22.101 [1A]. The emergency numbers 112 and 911 are stored on the ME, in accordance with 3GPP TS 22.101 [1A].
Annex 3 Extract from 3GPP TS 29.212 V11.8.0
4a.5.12.1.2.2
Provisioning of QoS Rules for Emergency services

When the PCRF receives IMS service information from the AF for an Emergency service and derives authorized QoS Rules from the service information, the priority in the Priority-Level AVP in the QoS information within the QoS Rule shall be assigned a value as required by local operator policies (e.g. if an IMS Emergency session is prioritized the Priority-Level AVP may contain a value that is reserved for an operator domain use of IMSEmergency sessions). If the IP-CAN Type AVP is assigned to "3GPP-EPS" the values for the Pre-emption-Capability AVP and Pre-emption-Vulnerability AVP shall also be assigned as required by local operator policies.

The PCRF shall derive authorized QoS Rules from the PCC Rules that are bound to an IP-CAN session restricted to Emergency services and immediately initiate a PUSH procedure as described in subclause 4a.5.2.1 to provision QoS Rules and the procedures described in subclause 4.5.5.2 to provision the authorized QoS per service data flow.

4a.5.2
Gateway control and QoS Rules Provision

4a.5.2.1
Overview

The PCRF may decide to operate on QoS Rules without obtaining a request from the BBERF, e.g. in response to information provided to the PCRF via the Rx reference point, or in response to an internal trigger within the PCRF, or from a trigger by the SPR. To operate on QoS Rules without a request from the BBERF, the PCRF shall include these QoS Rules in an RA-Request message within either the QoS-Rule-Install AVP or the QoS-Rule-Remove AVP. 

The BBERF shall reply with an RA-Answer. If the corresponding IP-CAN resource cannot be established or modified to satisfy the bearer binding, then the BBERF shall reject the activation of a QoS rule using the Gxx experimental result code DIAMETER_BEARER_EVENT (4142) and a proper Event-Trigger value. Depending on the cause, the PCRF can decide if re-installation, modification, removal of QoS Rules or any other action apply.
The PCRF shall indicate, via the Gxx reference point, QoS rules to be applied at the BBERF. This may be using one of the following procedures:
-
PULL procedure (Provisioning solicited by the BBERF): In response to a request for QoS rules being made by the BBERF, as described in the preceding section, the PCRF shall provision QoS rules in the CC-Answer; or

-
PUSH procedure (Unsolicited provisioning): The PCRF may decide to provision QoS rules without obtaining a request from the BBERF, e.g. in response to information provided to the PCRF via the Rx reference point, or in response to an internal trigger within the PCRF, or from a trigger by the SPR. To provision QoS rules without a request from the BBERF, the PCRF shall include these QoS rules in an RA-Request message. The PCRF should NOT send a new RA-Request command to the PCEF until the previous RA-Request has been acknowledged for the same IP-CAN session.
……
The PCRF may request the BBERF to confirm that the resources associated to a QoS rule are successfully allocated. To do so the PCRF shall provide the Event-Trigger AVP with the value SUCCESSFUL_RESOURCE_ALLOCATION (22). In addition the PCRF shall install the rules that need resource allocation confirmation by including the Resource-Allocation-Notification AVP with the value ENABLE_NOTIFICATION (0)within the corresponding Charging-Rule-Install AVP. If a Charging-Rule-Install AVP does not include the Resource-Allocation-Notification AVP, the resource allocation shall not be notified by the BBERF even if this AVP was present in previous installations of the same rule.

NOTE: 
The BBERF reporting the successful installation of QoS rules using RAA command means that the QoS rules are installed but the bearer binding or QoS resource reservation may not yet be completed, see 3GPP TS 29.213 [8]. The BBERF informs the PCRF about the successful resource reservation only if the PCRF has provided the Event-Trigger AVP indicating SUCCESSFUL_RESOURCE_ALLOCATION (22).
If the provisioning of QoS rules fails or provisioning of QoS rules succeed and then QoS resource reservation failed, the BBERF informs the PCRF as described in subclause 4a.5.4 QoS Rule Error Handling. Depending on the cause, PCRF can decide if re-installation, modification, removal of QoS rules or any other action apply.

If the PCRF is unable to create a QoS rule for the response to the CC Request by the PCEF, the PCRF may reject the request as described in subclause 4a5.1.
Annex 2 Extract from 3GPP TS 29.214 V11.8.0
A.5
Indication of Emergency Session
A SIP INVITE request can contain a service URN as defined in IETF RFC 5031 [21] within the request URI. If the service within this URN is "sos", possibly with additional sub-service information, the P-CSCF shall provision this service and sub-service information within the Service-URN AVP towards the PCRF. The P-CSCF may also provision possible information about other services received within the service URN.
5.6
Rx messages

….
5.6.1
AA-Request (AAR) command

The AAR command, indicated by the Command-Code field set to 265 and the 'R' bit set in the Command Flags field, is sent by an AF to the PCRF in order to provide it with the Session Information.

Message Format:

<AA-Request> ::= < Diameter Header: 265, REQ, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 [ Destination-Host ]




 [ IP-Domain-Id ]




 [ AF-Application-Identifier ]





*[ Media-Component-Description ]





 [ Service-Info-Status ]





 [ AF-Charging-Identifier ]





 [ SIP-Forking-Indication ]





*[ Specific-Action ]





*[ Subscription-Id ]




*[ Supported-Features ]




 [ Reservation-Priority ]





 [ Framed-IP-Address ]





 [ Framed-IPv6-Prefix ]

                 [ Called-Station-Id ]




 [ Service-URN ]




 [ Sponsored-Connectivity-Data ]




 [ MPS-Identifier ]




 [ Rx-Request-Type ]




*[ Required-Access-Info ]




 [ Origin-State-Id ]





*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]
2
References

……
[21]
IETF RFC 5031: "A Uniform Resource Name (URN) for Emergency and Other Well-Known Services".
5.3.23
Service-URN AVP
The Service-URN AVP (AVP code 525) is of type OctetString, and it indicates that an AF session is used for emergency traffic.
It contains values of the service URN including subservices, as defined in [21] or registered at IANA. The string "urn:service:" in the beginning of the URN shall be omitted in the AVP and all subsequent text shall be included. Examples of valid values of the AVP are "sos", "sos.fire", "sos.police" and "sos.ambulance". 

Annex 4 Extract from 3GPP TS 29.274 V11.6.0
7.2.3
Create Bearer Request

The direction of this message shall be from PGW to SGW and from SGW to MME/S4-SGSN, and from PGW to TWAN/ePDG (see Table 6.1-1).

The Create Bearer Request message shall be sent on the S5/S8 interface by the PGW to the SGW and on the S11 interface by the SGW to the MME as part of the Dedicated Bearer Activation procedure.
The message shall also be sent on the S5/S8 interface by the PGW to the SGW and on the S4 interface by the SGW to the SGSN as part of the Secondary PDP Context Activation procedure or the Network Requested Secondary PDP Context Activation procedure. 
The message shall also be sent on the S2a interface by the PGW to the TWAN as part of the Dedicated bearer activation in WLAN on GTP S2a, and on the S2b interface by the PGW to the ePDG as part of the Dedicated S2b bearer activation with GTP on S2b.

Table 7.2.3-1: Information Elements in a Create Bearer Request

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	Procedure Transaction Id (PTI)
	C
	This IE shall be sent on the S5/S8 and S4/S11 interfaces when the procedure was initiated by a UE Requested Bearer Resource Modification Procedure or UE Requested Bearer Resource Allocation Procedure (see NOTE 1) or Secondary PDP Context Activation Procedure. 

The PTI shall be the same as the one used in the corresponding Bearer Resource Command.
	PTI
	0

	Linked Bearer Identity (LBI)
	M
	This IE shall be included to indicate the default bearer associated with the PDN connection.
	EBI
	0

	Protocol Configuration Options (PCO)
	O
	This IE may be sent on the S5/S8 and S4/S11 interfaces.
	PCO
	0

	Bearer Contexts
	M
	Several IEs with this type and instance values shall be included as necessary to represent a list of Bearers.
	Bearer Context 
	0

	PGW-FQ-CSID
	C
	This IE shall be included by the PGW on the S5/S8 and S2a/S2b interfaces and, when received from S5/S8 be forwarded by the SGW on the S11 interface according to the requirements in 3GPP TS 23.007 [17].
	FQ-CSID
	0

	SGW-FQ-CSID
	C
	This IE shall be included by the SGW on the S11 interface according to the requirements in 3GPP TS 23.007 [17].
	FQ-CSID
	1

	Change Reporting Action
	C
	This IE shall be included on the S5/S8 and S4/S11 interfaces with the appropriate Action field If the location Change Reporting mechanism is to be started or stopped for this subscriber in the SGSN/MME.
	Change Reporting Action
	0

	CSG Information Reporting Action
	CO
	This IE shall be included on the S5/S8 and S4/S11 interfaces with the appropriate Action field if the CSG Info reporting mechanism is to be started or stopped for this subscriber in the SGSN/MME.
	CSG Information Reporting Action
	0

	H(e)NB Information Reporting
	CO
	This IE shall be included on the S5/S8 and S4/S11 interfaces with the appropriate Action field if H(e)NB information reporting is to be started or stopped for the PDN connection in the SGSN/MME.
	H(e)NB Information Reporting
	0

	Private Extension
	O
	This IE may be sent on the S5/S8, S4/S11 and S2a/S2b interfaces.
	Private Extension
	VS

	NOTE 1:
This message refers to the UE requested bearer resource allocation procedure and UE requested bearer resource modification procedures defined in 3GPP TS 24.301 [23], both are specified in 3GPP TS 23.401 [3] in the clause "UE requested bearer resource modification".


NOTE: 
In the case that the procedure was initiated by a UE Requested Bearer Resource Modification Procedure or a UE Requested Bearer Resource Allocation Procedure or Secondary PDP Context Activation Procedure, then there will be only one instance of the Bearer Contexts IE in the Create Bearer Request.

Table 7.2.3-2: Bearer Context within Create Bearer Request

	Octets 1
	
	Bearer Context IE Type = 93 (decimal)
	
	

	Octets 2 and 3
	
	Length = n
	
	

	Octets 4
	
	Spare and Instance fields
	
	

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	EPS Bearer ID
	M
	This IE shall be set to 0.
	EBI
	0

	TFT
	M
	This IE can contain both uplink and downlink packet filters to be sent to the UE or the TWAN/ePDG.
	Bearer TFT
	0

	S1-U SGW F-TEID
	C
	This IE shall be sent on the S11 interface if the S1-U interface is used.
	F-TEID
	0

	S5/8-U PGW F-TEID
	C
	This IE shall be sent on the S4, S5/S8 and S11 interfaces for GTP-based S5/S8 interface. The MME/SGSN shall ignore the IE on S11/S4 for PMIP-based S5/S8 interface.
	F-TEID
	1

	S12 SGW F-TEID
	C
	This IE shall be sent on the S4 interface if the S12 interface is used.
	F-TEID
	2

	S4-U SGW F-TEID
	C
	This IE shall be sent on the S4 interface if the S4-U interface is used.
	F-TEID
	3

	S2b-U PGW F-TEID
	C
	This IE (for user plane) shall be sent on the S2b interface.
	F-TEID
	4

	S2a-U PGW F-TEID
	C
	This IE (for user plane) shall be sent on the S2a interface.
	F-TEID
	5

	Bearer Level QoS
	M
	
	Bearer QoS
	0

	Charging Id
	C
	This IE shall be sent on the S5/S8 interface.
	Charging Id
	0

	
	O
	If the S5/S8 interface is GTP, this IE may be sent on the S4 interface, in order to support CAMEL charging at the SGSN.
	
	

	
	CO
	This IE shall be sent on the S2a/S2b interface.
	
	

	Bearer Flags
	O
	Applicable flags are:

· PPC (Prohibit Payload Compression) : this flag may be set on the S5/S8 and S4/S11 interfaces.
· vSRVCC indicator: This IE may be included by the PGW on the S5/S8 interface according to 3GPP TS 23.216 [43]. When received from S5/S8, SGW shall forward on the S11 interface.
	Bearer Flags
	0

	Protocol Configuration Options (PCO)
	O
	This IE may be sent on the S5/S8 and S4/S11 interfaces. This bearer level IE takes precedence over the PCO IE in the message body if they both exist.
	PCO
	0


8.15
Bearer Quality of Service (Bearer QoS)
Bearer Quality of Service (Bearer QoS) is transferred via GTP tunnels. The sending entity copies the value part of the Bearer l QoS into the Value field of the Bearer QoS IE.
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = 80 (decimal)
	

	
	2-3
	Length = n
	

	
	4
	Spare
	Instance
	

	
	5
	Spare
	PCI
	PL
	Spare
	PVI
	

	
	6
	Label (QCI)
	

	
	7 to 11
	Maximum bit rate for uplink
	

	
	12 to 16
	Maximum bit rate for downlink
	

	
	17 to 21
	Guaranteed bit rate for uplink
	

	
	22 to 26
	Guaranteed bit rate for downlink
	

	
	27 to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.15-1: Bearer Level Quality of Service (Bearer QoS)

Octet 5 represents the Allocation/Retention Priority (ARP) parameter. The meaning and value range of the parameters within the ARP are defined in 3GPP TS 29.212 [29]. The bits within the ARP octet are:

-
Bit 1 – PVI (Pre-emption Vulnerability): See 3GPP TS 29.212[29], clause 5.3.47 Pre-emption-Vulnerability AVP.

-
Bit 2 – spare

-
Bits 3 to 6 – PL (Priority Level): See 3GPP TS 29.212[29], clause 5.3.45 ARP-Value AVP. PL encodes each priority level defined for the ARP-Value AVP as the binary value of the priority level.
-
Bit 7 – PCI (Pre-emption Capability): See 3GPP TS 29.212[29], clause 5.3.46 Pre-emption-Capability AVP.

-
Bit 8 – spare.

Octet 6 contains the "QCI" value, as specified in 3GPP TS 23.203 [48].
The UL/DL MBR and GBR fields are encoded as kilobits per second (1 kbps = 1000 bps) in binary value. For non-GBR bearers, both the UL/DL MBR and GBR should be set to zero. The range of QCI, Maximum bit rate for uplink, Maximum bit rate for downlink, Guaranteed bit rate for uplink and Guaranteed bit rate for downlink are specified in 3GPP TS 36.413 [10].
NOTE:
The encoding in 3GPP TS 24.301 [23] and 3GPP TS 36.413 [10] is different from the encoding within this specification.
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