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Abstract of the contribution: This contribution proposes to implement the revision of TR 23.869 based on reply provided by BBF to 3GPP on assumptions.
1
Discussion

In last meeting SA2 send the LS s2-130725 to BBF for verifying the 3GPP assumption on BBF network for the support of convergent scenario. This contribution proposes the revision of the relevant text assumption that BBF confirms all assumptions. 
The document S2-131248 included the BBF answer to  3GPP assumptions and they are reported inteh following with a new column shown which are proposed changes and action in 3GPP SA2  
	#
	3GPP  SA2 Assumption
	WT-300  Status/Reference
	Proposed Response to 3GPP SA2
	Remarks
	Action required in TS 23.896 

	1
	The definition of AAA functionality for authentication of the fixed access line (access line authentication) or fixed access session (e.g. PPPoE or IP Session) is out of scope of 3GPP
	See procedure in section 8.5.1
	Confirmed
	3GPP NEs are 

not involved in 

any AAA  functions for fixed devices
	No action

	2
	The authentication procedure of a 3GPP UE connected to a fixed broadband access network is defined by TS 33.402[19].
	As per BBF TR-203
	Confirmed
	
	No action

	3
	Only policy and charging control for Subscriber IP sessions will be considered, while policy control and charging for Layer 2 VPNs is out of the scope of BB1
	Section 5.1
	Confirmed
	 In order to be aligned with BBF terminology SA2 should  refer  to L2 Sessions   as opposed to Layer 2 VPNs
	Revision of text. Proposal in change 0

	4
	A device connected to the RG (e.g. VoIP phones) may also initiate a Subscriber IP session
	Section 5.6 and 7.1.5
	Confirmed
	Having an IP session for a device behind an RG rarely happens.  It could be supported using bridged RGs or when the PPP pass-through feature is enabled on the Routing RG
(ref: R-10 from TR-124 Issue 3) 
	The answer indicates that the Supbscriber IP session is supported with RG in bridge mode or in specifc configuration in route mode.

The requirement R-10 from TR-124 

is copied here for convenience

If the RG is using the PPPoE client function actively, the RG MUST be able to forward PPPoE sessions initiated from LAN devices as additional PPPoE sessions to the WAN interface (this is sometimes known as PPPoE pass-through). Specifically, these LAN initiated PPPoE sessions MUST NOT be tunneled inside the RG's primary PPPoE client session
Proposed revision in change 0
Revision of note 3 for consider 

	5
	The SPR or UDR stores subscription information related to policy control for fixed devices and fixed access line for QoS and charging purposes.


	Section 6.2.3.1 and 6.3.4
	Confirmed
	
	Proposed text in contribution S2-131047 ?

	6
	Policy control will address both dynamic and pre-provisioned policies in the IP Edge.
	Section 6.3.3
	Confirmed
	
	No action

	7
	General architectural assumptions:

o
There is a direct interface between PCRF and IP Edge.

o
The IP Edge is the policy enforcement point for QoS in the fixed access network.


	Section 6.1 (ref arch)

See 6.3.3
	Confirmed

And

Confirmed
	
	No action

	8
	There is an Subscriber IP session on the IP Edge with a corresponding IP-CAN session per IPv4 address and/or IPv6 prefix known in the IP Edge
	See section 5.6 and 7.15
	Confirmed

With edited assumption
	In the case of prefix delegation there may be a subscriber IP session based on the prefix or per IPv6 address allocated to the device. For more details please refer to TR-187, section 4.1.3
	Revision of the requirement with teh ame contnt, but expressed from the 3GPP point of view
There is an IP-CAN session with a corresponding Subscriber IP session on the IP Edge per IPv4 address and/or IPv6 prefix known in the IP Edge



	9
	NOTE 1: 
For routed mode RG with NAT, there is one Subscriber IP session on the IP Edge with a corresponding IP-CAN session for the IPv4 address and/or IPv6 prefix assigned to the RG 


	See section 5.6 and 7.15
	Confirmed

With edited assumption
	Note that in BBF the UE may share the IPv6 prefix allocated to the RG with other devices behind the RG.
	Revision of text in note 3
(error in number of note)

	10
	NOTE 2: 
For bridged mode RG, there is one Subscriber IP session on the IP Edge with a corresponding IP-CAN session for each IPv4 address and/or IPv6 prefix assigned to the fixed device or 3GPP UE which established a Subscriber IP session in fixed broadband network.


	See section 5.6 and 7.15 + 6.3.3
	Confirmed With edited assumption 
	Note that in BBF the UE may share the IPv6 prefix allocated with other devices. 
	Revision of note 4
(PS error in number of note)

	11
	NOTE 3: 
For routed mode RG with IPv6 when stateless IPv6 address auto-configuration is used by the end-device behind the RG, there is one Subscriber IP session on the IP Edge with a corresponding IP-CAN session for the IPv6 prefix assigned to the RG. When stateful IPv6 address configuration is used by the end-devices, there may be scenarios for one Subscriber IP session on the IP Edge with a corresponding IP-CAN session per end-device.

	See section 6.3.3
	Confirmed

With edited assumption
	
	Revision of note 5
(PS error in number of note)

	12
	Per IP-CAN session there is a single subscriber in SPR/UDR. <text deleted>
	See section 6.3.4
	Confirmed

With edited assumption
	The UE identity can for example be device specific or access line specific, etc.
	

	13
	The IP Edge shall be able to enforce policies and to perform the appropriate mapping from QoS parameters it receives from the PCRF to BBF specific parameters.


	See section 6.3.3
	Confirmed

But the usage of  ARP can not be confirmed and is still under discussion at BBF.  The BBF may provide additional QoS specific parameters for fixed line use cases 
	
	Propose to add editor note in IP Edge clause 5.5.2 for ARP usage.
Propose to add editor note for additional indicating that BBF may propovide additional parameters.
WT-300 v3 section 6.3.3 include a set of requirements for IP-EDGE that are  included.
Delete editor’s notes 


	14
	It shall be possible to apply QoS control on a per service data flow basis in the PCEF located in IP Edge according to TS.23.203 [4] requirements


	See section 6.3.3
	Confirmed
	
	No action


Please note that from item 5 to 19 no answer has been provided by BBF.
Proposal

 The following revisions are proposed
****************0th Change Start**************
5.2
Architectural requirements and assumptions

Editor's note:
This clause will identify the architectural requirements and assumptions as well as architecture common for Building Block I.

General assumptions:

-
The definition of AAA functionality for authentication of the fixed access line (access line authentication) or fixed access session (e.g. PPPoE or IP Session) is out of scope of 3GPP.
-
The authentication procedure of the Fixed Devices in a BBF access network is performed according to BroadBand Forum specifications and is therefore considered out of the scope of 3GPP.

-
The authentication procedure of a 3GPP UE connected to a fixed broadband access network is defined by TS 33.402 [19].

General requirements:

-
PCRF shall control directly the IP Edge in the fixed broadband access without the mediation of the BPCF defined in TS 23.139 [20].
-
3GPP PCC shall support the enforcement of QoS policies for IP traffic exchanged by fixed devices in the fixed broadband access.

-
3GPP PCC shall support the enforcement of QoS policies of NSWO traffic exchanged by 3GPP UEs connected to the fixed broadband access via WLAN.

-
Only policy and charging control for Subscriber IP sessions will be considered, while policy control and charging for Layer 2 sessions is out of the scope of BB1.
-
More than one fixed access Subscriber IP session (e.g. a PPPoE session) can be supported per fixed access line (e.g. RG).
-
A device connected to the RG (e.g. VoIP phones) may also initiate a Subscriber IP session when the RG is configured in bridge mode or when the PPP pass-through feature is enabled on the Routing RG
(see requirement R-10 in TR-124 Issue 3 [13]).

-
The architecture shall provide charging for traffic exchanged by fixed devices and NSWO traffic to/from 3GPP UEs in the following scenarios:

-
3GPP PCC- Gy/Gz based charging with PCEF located in the fixed broadband access network;

-
Traffic Detection Function (TDF)-based charging;

-
AAA-based charging, as already specified for interworking scenarios.

NOTE 1:
The TDF-based charging solution will consider the case when TDF is the only charging reporting entity in the convergent network for fixed devices and for NSWO 3GPP UE traffic. The case when PCEF is capable of reporting to OCS/OFCS in the same network is FFS and depends on the result of the FS_ABC.

-
The subscription information included in the user profile shall enable the support of fixed devices (e.g. identifiers, maximum subscribed bit rate, etc.) required for policy and charging control purposes.
-
The SPR or UDR stores subscription information related to policy control for fixed devices and fixed access line for QoS and charging purposes.

-
Policy control will address both dynamic and pre-provisioned policies in the IP Edge.
General architectural assumptions:

-
There is a direct interface between PCRF and IP Edge.

-
The IP Edge is the policy enforcement point for QoS in the fixed access network.

NOTE 2:
How the IP Edge performs policy enforcement and binding if Gxd sessions with PPPoE or IP sessions in the BBF access is out of scope of 3GPP.
-
The IP-CAN session definition from TS 23.203 [4] apply also to Fixed Broadband Access IP-CAN. In particular this implies:

-
There is an IP-CAN session with a corresponding Subscriber IP session on the IP Edge per IPv4 address and/or IPv6 address or IPv6  prefix known in the PCEF.

NOTE 3:
For routed mode RG with NAT, there is one IP-CAN session with a corresponding Subscriber IP session on the IP Edge for the IPv4 address and/or IPv6 address or IPv6 prefix assigned to the RG. 
NOTE X:
In case of routed mode RG when the PPP pass-through feature is enabled (see requirement R-10 in TR-124 Issue 3 [13]) there is an IP-CAN session for the single fixed device starting the PPPoE session . In this case The 3GPP UE has not Subscriber IP session in IP edge 
NOTE 4:
For bridged mode RG, there is one IP-CAN session with a corresponding Subscriber IP session on the IP Edge for each IPv4 address and/or IPv6 address or IPv6  prefix assigned to the fixed device or 3GPP UE which established a Subscriber IP session in fixed broadband network.

NOTE 5:
For routed mode RG with IPv6 when stateless IPv6 address autoconfiguration is used by the end-device behind the RG, there is one IP-CAN session with a corresponding Subscriber IP session on the IP Edge for the IPv6 prefix assigned to the RG. When stateful IPv6 address configuration is used by the end-devices, there may be scenarios for one IP-CAN session per end-device. there may be scenarios for one Subscriber IP session on the IP Edge with a corresponding IP-CAN session per end-device.
-
Per IP-CAN session there is a single subscriber in SPR/UDR. This is the UE identity that identifies the RG, the 3GPP UE or the fixed device.

NOTE 6:
The identification information for 3GPP UE is the IMSI.

NOTE 7:
For routed mode RG, the successful completion of 3GPP-based access authentication and assignment of IP address to the 3GPP UE does not result in any IP-CAN session establishment if the IP address assignment does not result in a new Subscriber IP Session in the IP Edge. In this case the pre-existent IP-CAN session for the RG is used. More considerations with respect to a routed mode RG can be referred to Annex A.

Editor's note:
It is FFS whether there will be support in this Building Block to identify, in the PCC framework, end-user devices behind a routed mode RG.
-
The IP Edge shall be able to enforce policies and to perform the appropriate mapping from QoS parameters it receives from the PCRF to BBF specific parameters.
-
It shall be possible to apply QoS control on a per service data flow basis in the PCEF located in IP Edge according to TS 23.203 [4] requirements

-
The PCEF located in IP Edge shall be able to detect event triggers provisioned by the PCRF.

-
Upon detection of an event, the PCEF located in IP Edge shall request policy rules re-authorisation from the PCRF.

Editor's note:
The list of applicable even triggers from TS 23.203 [4] plus additional BBF specific event-triggers is FFS.
Architectural assumptions for "Default QoS policy".

Editor's note:
It is FFS whether and how the Default QoS policy is applied for fixed access session.
****************3rd Change start**************
5.5.2
IP Edge

The IP Edge is network element in the fixed broadband access network controlled by network operator capable of hosting an IP Session. This can be a BNG in the context of BBF TR-101 or a BRAS in the context of TR-59.

The IP Edge implements the PCEF functionalities defined in TS 23.203  as specified  in BBF WT-300 [x].



Specifically, the IP Edge for convergent purpose:

-
Receives from the PCRF the PCC rules for QoS control in the Fixed Broadband Access network;

-
Requests the PCC rules to the PCRF for QoS control in the Fixed Broadband Access network;

-
Enforces the PCC rules in the Fixed Broadband Access network and performs the appropriate mapping between 3GPP QoS parameters and BBF specific QoS parameters.
Editor's note: the usage of  ARP is still under discussion in BBF.

Editor's note Additional QoS specific parameters for fixed line use cases may be further provided by BBF..

· Provides provide the Default QoS rules when initiating the IP-CAN session establishment over Gxd for the 3GPP UE with NSWO traffic or fixed device,
· provides the Subscription ID defined in clause 5.8 when initiating the IP-CAN session establishment over Gxd or the 3GPP UE with NSWO or fixed device.
- 
Perform admission control in fixed access or delegates admission control decision to other BBF nodes. Based on the admission control, the IP Edge accepts or rejects the request received over Gxd.
NOTE: The definition of Admission Control functionality in BBF network is out of the scope of 3GPP. 

NOTE:
How the IP Edge performs QoS enforcement in the BBF access and mapping between 3GPP QoS parameters and BBF specific parameters is out of scope of 3GPP.
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