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Abstract of the contribution: This paper discusses the 3 key issues and gives the proposed suggestion for IMS registration control
Introduction

In some commercial scenario, the IMS user is limited to specific location to access the IMS network. The SA1 requirement is In the 22.228 section 7.2.2. 
7.2.2
IMS Registration and De-registration 

In order to be able to access services from the IM CN Subsystem a UE shall register on the IM CN Subsystem.

-
A UE that supports IMS shall be able to register on the IM CN Subsystem. 

-
A UE may support automated IMS registration, e.g. when gaining access to the PS domain. 

-
For fixed line, the IM CN subsystem shall support control of UE registration based on network information which is related to UE location (e.g. IP address, DSLAM information, etc). The registration control shall be based on subscription information which indicates whether registration control applies and to which location registrations are to be restricted.

-
A UE that supports IMS shall be able to de-register from the IM CN Subsystem. 

-
The network operator shall be able to de-register a UE from the IM CN Subsystem.
In the last meeting, 3 key issues are determined:

1. What kind of location information should be used for registration control?

2. By which way should the executive attain the location information?

3. Which network entity or entities should execute the registration control?

Key Issue 1: What kind of location information
In the S2-130335, the operator expects the following scenario should be taken into consideration:

1) xDSL

2) PON

3) Ethernet(802.3)

4) WiFi(802.11)

5) DOCSIS

When NASS is deployed, the dsl-location, i-wlan-node-id, eth-location, fiber-location can be retrieved.
When NASS is not deployed, the P-CSCF can retrieve IP address only.
When BBAI is deployed, the SSID, BSSID can be retrieved (BBAI just focuses on WIFI and Femto).
Key Issue 2: By which way should the executive attain the location information?
BBAI method just can work in the WIFI and Femto scenario and these are other limitation for BBAI. 
When NASS is deployed, P-CSCF can retrieve location information from CLF. When NASS is not deployed, the P-CSCF can use the IP address as the location information. Anyway, the main potential impacts are in the P-CSCF.

So, it is suggested to using P-CSCF based mechanism. 
When NAT is used, the P-CSCF can use “received” and “rport” mechanism to show the public IP address to IMS core (RFC3581 and 24.229).

Key Issue 3: Which network entity or entities should execute the registration control?
If the P-CSCF retrieves the location information, the following figure give two options to execute the registration control which are presented in the last meeting.
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Option 1: HSS perform with I-CSCF interaction
I-CSCF inserts UE location (e.g. IP address, DSLAM information, etc) in the Cx interface in the step 3. The HSS performs the IMS registration control as it has does for roaming control (The HSS shall indicate whether the user is allowed to register in that P‑CSCF network (identified by the P‑CSCF network identifier) according to the User subscription and operator limitations/restrictions if any)

Option 2: S-CSCF perform

When the S-CSCF gets user profile after step 7, it can perform the IMS registration control according to the User subscription.
Between the option 1 and option 2, there is no significant difference. But the option 1 is more efficient and natural (We have done similar behaviour in the existing procedure). 
Conclusion

According to the above analysis, it is recommended:
P-CSCF-based location information retrieving mechanism and HSS-based IMS registration control are expected.
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