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6.X
Solution X: EPC Support for WLAN Direct Communications 

6.X.1
Functional description

    Editor’s Note: General description, assumption, and principles of the solution. 
6.X.1.1
General

The solution described in this clause addresses the EPC Support for WLAN Direct Communications key issue described in clause 5.x. It builds on top of the solution for EPC-level ProSe Discovery described in clause 6.Y.
6.X.1.2
System architecture

The same system architecture applies as for EPC-level ProSe Discovery described in clause 6.y.1.2. 
In this architecture (see Fig 6.X.1.2-1) there is a ProSe Server – a new functional entity residing in the EPC. The ProSe Server performs the following functions:
· stores subscriber’s ProSe profile (e.g. discovery settings, list of buddies, etc.); alternatively, the ProSe Server can fetch this information from the HSS; some functions can actually be hosted by a 3rd party App Server;

· acts as a Location Services [LCS] client and is able to look up the current location of its ProSe subscribers;
· communicates with ProSe Server peers in other PLMNs to support EPC-level ProSe Discovery in cross-PLMN and/or roaming scenarios;
· performs proximity detection on behalf of subscribers;
· provides UEs with information to assist with direct discovery and direct connection establishment;
· may have interfaces towards the charging architecture.
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Figure 6.X.1.2-1: Architecture for EPC support of ProSe
The system architectures for cross-PLMN and roaming scenarios can be seen in Figures 6.y.1.3-1 and 6.y.1.4-1 [provided in S2-131141 introducing EPC-level ProSe Discovery].

6.X.2
Procedures

6.X.2.1
General

The same high-level procedures apply for EPC support of WLAN Direct Communications as for EPC-level ProSe Discovery described in clause 6.y.2  [provided in S2-131141 introducing EPC-level ProSe Discovery] (see Fig 6.X.2.1-1).  However, when a subscriber requests EPC-level ProSe Discovery for the purpose of engaging in WLAN direct communications, the content of certain Proximity Request (step 2) and Proximity Alert (step 4) messages changes.  These changes are detailed in the clauses that follow.
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Figure 6.X.2.1-1: Overall call flow for EPC-level ProSe Discovery 
6.X.2.2 UE makes a Proximity Request including a request for WLAN Direct Communications support
In order to request proximity detection of UE B and support for WLAN Direct Communications with UE B, UE A triggers the Proximity Request procedure, as illustrated in Figure 6.x.2.2-1. The signalling changes that result from this latter request are indicated in italics in the procedural description below.
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Figure 6.x.2.2-1: Call flow for Proximity Request

1. UE A requests to be alerted for proximity with UE B (possibly within a certain time window). In this message, UE A also requests support for WLAN Direct Communications with UE B; 

2. ProSe Server A propagates the request to ProSe Server B, indicating UE A’s application layer identifier (“A”), link layer identifier (“LL-ID for A”), and a location update periodicity or trigger;
3. Based on UE B’s ProSe profile, UE B may be asked to confirm permission for UE A’s proximity and WLAN Direct Communications request;
4. ProSe Server B configures GMLC B for location reporting on UE B and acknowledges the proximity request to ProSe Server A including UE B’s link layer ID (“LL-ID for B”)and current location (if known);
5. ProSe Server A configures GMLC A for location reporting on UE A and acknowledges the proximity request to UE A.
6.X.2.3 Proximity Alert

When the UEs enter into proximity, the network triggers the ProSe Alert procedure (see Figure 6.x.2.3-1). Changes resulting from UE A’s request for support of WLAN direct communications are italicized in the description that follows.
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Figure 6.x.2.3-1: Call flow for Proximity Alert 
1.-3. The location of UE B is reported to ProSe Server B, which forwards it to ProSe Server A;
4. ProSe Server A detects that the two UEs are in proximity and sends UE A a Proximity Alert containing assistance information for WLAN Direct Communications with UE B;
5. ProSe Server A sends ProSe Server B a Proximity Alert containing assistance information for WLAN Direct Communications between UE A and UE B, which ProSe Server B forwards to UE B.
The assistance information can be designed to expedite WLAN direct communications. The content of the assistance information depends on the technology used on the WLAN Direct link (refer to Annex W).
NOTE 1: The WLAN interface in the UE need not be turned on before step 6 in Figure 6.x.2.3-1.

NOTE 2: This solution can also be used to assist in the establishment of E-UTRA ProSe communications.
6.X.3
Impact on existing entities and interfaces
The solution has no additional system impacts compared to the solution for EPC-level ProSe Discovery described in clause 6.y [provided in S2-131141 introducing EPC-level ProSe Discovery].

6.X.4
Solution evaluation

The solution allows for EPC-based proximity tracking based on LCS as described in the solution for EPC-level ProSe Discovery.
EPC-based proximity tracking allows for battery savings because the WLAN interface in the UE need not be turned on prior to reception of the Proximity Alert.

The Assistance information provided in the Proximity Alert allows the UEs to engage in fully automated WLAN-based direct discovery (i.e. the user is never prompted to select a device from a list of neighbouring devices, or to enter a pre-shared key or PIN code).
The solution allows for full network control. Users that are not authorised for the service will receive no assistance information from the network.

######################### NEXT CHANGE #########################

ANNEX W
WLAN technology specifics
W.1
Wi-Fi™ Direct as WLAN Direct technology

W.1.1
Wi-Fi Direct basics
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Figure W.1.1-1: P2P Groups in Wi-Fi™ Direct
The Wi-Fi™ Direct specification [x] has a notion of Peer-to-Peer Group (P2P Group) consisting of one P2P Group Owner (P2P GO) and zero or more P2P Clients.
Every Wi-Fi™ Direct certified device (a “P2P Device”) is capable of acting as a P2P GO or a P2P Client. The P2P Device supports a mechanism for direct discovery (“P2P Discovery”) of other P2P devices in proximity. At the end of the discovery procedure the two P2P Devices negotiate their roles and decide who will act as P2P GO.
The device acting as a P2P GO has the following functions:
· Acts like an IEEE 802.11 Access Point (AP) that provides 802.11 BSS functionality;
· Includes authenticator functionality;
· Includes DHCP server functionality and provides IP address to all connected P2P Clients.
The device acting as a P2P Client implements a standard non-AP IEEE 802.11 STAtion (STA) functionality.
Depicted in Figure W.1.1-2 is a simplified description of the overall procedure for Wi-Fi™ Direct Discovery during which two P2P Devices discover each other and establish direct communication.
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Figure W.1.1-2: Overall procedure for Wi-Fi™ Direct discovery and establishment of direct communication
1) P2P Discovery
· P2P Device A and P2P Device B engage in P2P discovery process by scanning specific 802.11 channels;
· P2P Device Address (a 48-bit address encoded in the format of IEEE MAC address) is used as the device identifier: each P2P Device sends probes with its own P2P Device Address and listens to probes from other P2P Devices;
· Following the discovery process proper, the P2P Device may present a list of neighbouring devices to the user and the user may select a specific P2P Device Address to which to establish a connection;
2) GO negotiation
· The two P2P Devices negotiate the role of Group Owner. Once the negotiation is completed, one device takes the role of P2P GO (Device B in Figure W.1.1-2) and the other one takes the role of P2P Client (Device A in Figure W.1.1-2);
· After the group is formed, the P2P GO may send invitations to other devices to join;
3) Authentication
· P2P Device A (in the role of P2P Client) initiates 802.1x authentication with the P2P Device B (in the role of P2P GO). Assuming that the P2P GO has P2P Device A’s pre-shared secret (i.e. it acts as an 802.1x Authentication Server for user A), the authentication can be completed without involving any external entity. The Pairwise Master Key (PMK) is derived in the process;
4) IP address assignment
· P2P GO (acting as a DHCP Server) assigns an IP address to the P2P Client;
· At MAC level each device uses a P2P Interface Address (different from the P2P Device Address);
· If two P2P Clients are connected to the same P2P GO, the data they exchange is relayed via the P2P GO;
5) Service Discovery
· This is an optional step during which higher layer applications advertise their services via UPnP, Bonjour, etc.
W.1.2
Assistance information for Wi-Fi™ Direct

The present clause describes the Assistance information content for EPC support for WLAN Direct Communication (refer to clause 6.x.2.3) when the WLAN technology is Wi-Fi™ Direct [x].

This Assistance information may include one or more of the following parameters:

· Common direct discovery period;

· User’s temporary link-layer identifier (i.e. the P2P Device Address) assigned by its ProSe Server;

· Link-layer identifier of the peer;

· Designated P2P Group Owner;

· SSID;

· Radio channel description (e.g. selected operating channel);

· Pre-shared secret for authentication, confidentiality and data integrity protection on the direct link.
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