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Abstract of the contribution: This paper discusses the special case for PCRF selection and binding mechanisms in the P4C-F that are applicable to the current procedure for the P4C-F. 
Discussion
1) PCRF discovery and selection

In current 23.896, the PCRF discovery and selection follows the similar principles as defined in TS 23.203 [4] clause 7.6.  However, there is an unique scenario introduced by the converged policy control support for fixed device over the broadband access which requires special consideration.

In the case of routed RG with NAT,  the current procedure is to have one IP-CAN session for the IPv4 address assigned to the RG. As a result, the DRA would have the information about the RG IP address and subscriber ID associated with the RG.
When the 3GPP UE attaches the RG and initiates the service, the AF initiates the Rx session towards to the PCRF. The AF includes the UE’s IP address which was assigned by the RG and optionally the UE’s subscriber ID. However, the subscriber ID associated with the RG and subscriber ID associated with the 3GPP UE are different.

According the current procedure in TS 23.203, if the IP address and user identity of the UE are both present, the DRA selects the PCRF based on the UE’s IP address and user identity of the UE when the DRA receives the AF session request.. 
2) IP-CAN Session Binding Mechanism

For the fixed device and 3GPP UE with NSWO in the policy convergence scenario,  the IP CAN session binding mechanism should be similar to what has been defined for the 3GPP UE with NSWO for the policy interworking scenario, with the exception that the IP-CAN sessions of the fixed devices and the UEs associated the routed mode RG with NAT.
Assumptions
In order to enable the deployment scenario for the routed mode RG with NAT while still allowing PCRF discovery and selection as well IP-CAN session binding for the fixed device and the 3GPP UE behind the NATed RG, the following proposal is based the assumption that the PCRF is configured to recognize the given RG is configured to support IPv4 with NAT.  

Proposal

Follow text is proposed to be included in the TR 23.896.
********************** START OF 1st CHANGE *****************************

5.9
PCRF discovery 

Following information is available for PCRF discovery: the Subscription-ID, as specified in sub-clause 5.8, and the fixed device/3GPP UE local IPv4/v6 address or IPv6 prefix. For a 3GPP UE, the NSWO-APN is also available.

Editor’s note: Using the Access Line Identifier IE defined in BBF TR-134 for PCRF discovery is FFS

The AF has the same information available for PCRF discovery as defined in TS 23.203 [4] clause 7.6. 

The TDF for unsolicited application reporting has the same information available for PCRF discovery as defined in TS 23.203 [4] clause 7.6.

PCRF discovery and selection follows the principles defined in TS 23.203 [4] clause 7.6 with following exception:

·  If the IP-CAN session is related to the routed mode RG with NAT, the DRA shall ignore the user identity presented in the AF session request to select the PCRF.
NOTE: The exception above is based on the assumption that the PCRF is configured to recognize the given RG is configured to support IPv4 with NAT.
********************** START OF 2nd CHANGE *****************************

5.x
Binding Mechanism 

The binding mechanism includes two steps:

1.
Session binding.

2.
PCC rule authorization.

Session binding of AF session and TDF session (in unsolicited mode) to an IP-CAN session is performed by the PCRF, as defined in clause 6.1.1 of TS 23.203 [4], for the purpose of policy control in the BBF domain with the following exception:
·  If the IP-CAN session is related to the routed mode RG with NAT, the PCRF shall ignore the user identity presented in the AF session request to perform the session binding.

The PCRF derives and authorises PCC rules as described in clause 6.1.1 of TS 23.203 [4] with the following exception:

·  If the IP-CAN session is related to the routed mode RG with NAT, the PCRF shall make the PCC rule authorization based on the subscription of the user identity related to the RG.
NOTE: The two exceptions above are based on the assumption that the PCRF is configured to recognize the given RG is configured to support IPv4 with NAT.
********************** END OF CHANGES *****************************
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