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Introduction 

Generic Advertisement Service (GAS) is a Layer 2 transport mechanism which allows advertisements between a mobile device and a server in the network prior to authentication. The access point is responsible for relaying  mobile device’s queries to a server in the carrier’s network and for delivering the server’s response back to the device.
Access Network Query Protocol (ANQP), is a query and response protocol that transmitted over GAS to discover a range of metadata from the access point.  The device executes the following steps in establishing connectivity:
1. The device scans for hotspots available.

2. The device and the network GAS to provide for Layer 2 transport of advertisement frames between the device and a server in the network prior to the authentication phase.

3. ANQP is used to discover different features and available services of the network.

4. The device proceeds to the authentication process. 
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Figure 1: 802.11u Connectvity(GSMA TS 22 v1.0)
Several ANQP and GAS entries can be beneficial for WLAN_NS and/or ANDSF. In particular, they are especially valuable since the UE obtains the information before authentication or association. We hereby present these items, as well as example use cases.
	Information
	source
	Length (bytes)
	NS related mainly for
	Description

	Venue Name
	ANQP
	6 - 65540
	
	Zero or more venue names associated with the BSS

	Emergency Call Number
	ANQP
	4 - 65540
	
	List of emergency phone numbers

	Network Authentication Type
	ANQP
	4 - 65540
	operator, UE
	List of network authentication types

	Roaming Consortium List
	ANQP & GAS
	4 - 65540
	operator
	Consortium and/or SSPs networks accessible via AP

	IP Address Type
	ANQP
	5
	operator
	IP address version and type to be allocated to the UE

	NAI Realm List
	ANQP
	6 - 65540
	
	NAI realms corresponding to SSPs or other entities whose networks or services are accessible via this AP

	3GPP Cellular Network
	ANQP
	4 - 65540
	operator
	PLMN list of 3GPP networks accessiable through AP

	AP geospatial location
	ANQP
	22
	UE, operator indirect 
	Location coordinates and resolution (lat/long/alt) of AP

	AP Civic Location
	ANQP
	4 - 65540
	
	Postal address of AP

	AP Location Public Id. URI
	ANQP
	4 - 65540
	
	URI reference to where location information for the AP 

	Domain Name List
	ANQP
	4 - 65540
	
	Domain name(s) of the entity operating the network

	Emergency Alert Id. URI
	ANQP
	4 - 65540
	
	URI for EAS message retrieval

	Emergency NAI
	ANQP
	4 - 65540
	
	Identity string used for emergency access requests

	ANQP Vendor-Specific list
	ANQP
	4 - 65540
	
	Vendor-Specific information not defined in standard

	Venue info
	GAS
	2
	UE, operator
	Group and Type of venue where the AP is located

	Extended Capabilities info.
	MAC
	variable
	operator
	Bitmap identifiying features supported by AP


Venue info

Venue info is a GAS entry that contains two subfields, Venue Group, and Venue Type. 

Venue group can be an entry among the following: 

0 Unspecified

1 Assembly

2 Business

3 Educational

4 Factory and Industrial

5 Institutional

6 Mercantile

7 Residential

8 Storage

9 Utility and Miscellaneous

10 Vehicular

11 Outdoor

Venue groups 1(Assembly)  and 10 (Vehicular)  are especially important for network selection process. 
Venue type provides more detailed information about the venue. For example, a number of venue types associated with venue groups 1 and 10 are as follows. Note that there are many other venue types in [Std 802.11u] that are not listed here. 

Group 1

0 Unspecified Assembly

1 Arena

2 Stadium

3 Passenger Terminal (e.g., airport, bus, ferry, train station)

4 Amphitheater

5 Amusement Park

6 Place of Worship

7 Convention Center

8 Library

9 Museum

10 Restaurant

11Theater

12 Bar

13 Coffee Shop

14 Zoo or Aquarium

15 Emergency Coordination Center

… 
Group 10

0 Unspecified Vehicular

1 Automobile or Truck

2 Airplane

3 Bus

4 Ferry

5 Ship or Boat

6 Train

7 Motor Bike

The above venue types can provide the UE with valuable information for determining the quality of service expected from an access point. Consequently, the UE can use this information according to WLAN entry and exit criteria 1) pre-set by the OEM, 2) configured by the user, or 3) according to rules set by ANDSF. 
Example use cases

· The UE can determine whether it is moving through its sensors (e.g. GPS, accelerometer). It is typically preferable for a moving UE to avoid association with WLAN access points. This is due to the low range of WLAN, which would make an AP unusable after a short time / distance. However, access points that move alongside the UE are an obvious exception to this rule, such as access points on a bus, train, and car. The venue information can provide this information to the UE. 
· Some locations may be associated with unusually low WLAN or 3GPP QoS. One such example is a large packed stadium. The UE may adapt its policies accordingly. For example, to test both WLAN and 3GPP and chose the most usable, and to prevent Ping-Pong switching between the two.
· Other UE locations can be used to provide more control to the user. For example, the user may want the device to automatically connect to any school WLAN network, and avoid connecting to WLAN networks of other corporations.

Usage by
· UE connection manager
· Using contextual information from the UE’s sensors, the connection manager can determine UE movement status. If the device is determined to be moving, the connection manager can avoid WLAN APs, except for vehicular ones. 
· Using contextual information from venue info, the UE can anticipate for congested 3GPP conditions (e.g. stadium), and give preference to the WLAN infrastructure 

· Operator / ANDSF: 

· The operator, through ANDSF rules, can enact policies similar to what is described prior for the connection manager. These policies can benefit providers by reducing congestion on their networks. However, once the UE has access to the venue type, there is little additional value the provider can bring (except for enforcement)
Network Authentication Type

Network Authentication Type information is a variable size ANQP entry that can provide a list of authentication types supported by the network, including through a splash web page (http/https redirection, also includes the splash page URL). 
Example use cases

· A network may require going through a web server for authentication. Since this requires user involvement, the UE may want to avoid such networks.
Usage by

· Operator / ANDSF:

· In order to provide seamless connectivity, it is necessary to avoid splash pages when connecting to WLAN networks. 
· UE connection manager

· In order to provide an enhanced user experience, the connection manager may automatically prefer WLAN networks that can be authenticated without splash pages. Such a preference may be configurable according to user settings. 

Roaming Consortium List

Roaming Consortium List is available as both a GAS and ANQP entries with identical information. It provides a list of Roaming Consortium and/or SSPs whose networks are accessible via an AP. A Roaming Consortium isa  group of subscription operators (SSPs) having inter-SSP roaming agreements. 
Example use cases

· When multiple access points are present, it is preferable for a UE to connect to access points from its own provider first, and then providers with free (or cheaper) roaming agreements with its home provider
Usage by

· Operator / ANDSF / OMA-DM:

· In order to provide seamless connectivity and preserve business interests for operators, it is necessary to prioritize WLAN networks according to their roaming consortium. This can provide cost savings to operators and users alike.

IP Address Type

IP Address Type information is a fixed size ANQP entry that provides information about the IP address version and type that would be allocated to the UE after successful association. For both IPv4 and IPv6, it provides information on whether one is available or not (or availability is unknown). In addition, for IPv4, it provides information on whether the IPv4 address is NATed and/or port-restricted
Example use cases

· UE may require IPv6 for specific services / servers. In this case, it may only connect to APs that support IPv6

Usage by

· Operator / ANDSF:

· Specific address types may be required by the providers in order to support specific services. The operators can enforce this through ANDSF. 

3GPP Cellular Network

3GPP Cellular Network information is a variable size ANQP entry that provides cellular information such as network advertisement information e.g., network codes and country codes to assist a 3GPP non-AP STA in selecting an AP to access 3GPP networks. This information carries a 3GPP variable payload. The type of the payload is defined by 24.234 Annex A. It currently specifies only one entry type, which is a PLMN list (e.g. network codes and country codes) of 3GPP networks that may be accessed through the AP.
Example use cases

· A UE can only connect to its home 3GPP network, or those with roaming agreements. In this case, the UE can determine which APs can provide it with access to said 3GPP networks. 

Usage by

· Operator / ANDSF:

· Access to specific cellular networks may be required or preferred by the providers. The operators can enforce this through ANDSF

AP Geospatial Location

AP Geospatial Location is an ANQP entry that provides the AP’s geographical location coordinates. In particular, it provides the latitude, longitude, and altitude, along with their resolution (accuracy). 
Example use cases

· UE may have location-based rules for connecting to WLAN / 3GPP networks (through ANDSF, user preferences, or otherwise). In this case, In order to save energy and time, the UE can determine the validity of such location-based rules through this ANQP entry, instead of through its GPS. 

· In order for a UE to determine its location, it typically has to go through one or both of these methods: 1) obtain coordinates through its GNSS/GPS module, and 2) look up WLAN BSSIDs to determine its location through a (typically online) database. The AP Geospatial Location ANQP entry enables the UE to determine its location without internet connectivity (and therefore WLAN association), saving energy and time. 

Usage by
· UE localization service

· AP Geospatial Location can enable low energy cost location awareness to the UE. 
· UE connection manager

· Reducing the energy cost of location awareness for the UE can, in turn, reduces the cost of location based connection policies, whether they are UE based or operator / ANDSF based

· Operator / ANDSF:

· Reducing the energy cost of location awareness for the UE can, in turn, reduces the cost of location based connection policies, whether they are UE based or operator / ANDSF based

802.11u Extended Capabilities 
Extended Capabilities information element is part of the 802.11 MAC. 802.11u has extended this information element as follows:
· Bit 31: dot11InterworkingServiceActivated, indicates the STA supports interworking service 

· Bit 32: dot11QosMapActivated indicates the STA supports QoS Map service
· Bit 33: dot11EBRActivated indicates the STA supports EBR operation 
· Bit 34: dot11SSPNInterfaceActivated indicates the AP supports SSPN Interface service
· Bit 35: reserved
· Bit 36: dot11MSGCFActivated indicates that the non-AP STA supports the MSGCF in 11B
The dot11QosMapActivated bit is important for WLAN network selection since it shows that the AP can provide QoS services and supports QoS mapping. Note that the mapping is broadcasted to the UE at association time (or afterwards).

Usage by
· Operator / ANDSF:

· In order to ensure QoS based services, the operator may require dot11QosMapActivated to be set in order to connect to WLAN 
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We propose to include the above information as an Annex to 23.865.
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