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Discussion
This paper is trying to address those editors in solution #4:

1. Editor's Note: How the candidate list of WLANs is derived from the active ANDSF rule is FFS.
The candidate list of WLAN is derived from ANDSF uses the similar mechanism illustrated in solution 3 except after applying ANDSF policies, not the most matched WLAN(s) with the smaller the Preference value is selected (solution 3), but all the WLANs which matched the ANDSF rules while also satisfy the rule validity condition will be selected and added into the candidate list. The order of the candidate list will base on the rule priority of which the WLAN matched. 
Here we reuse solution 3 examples to illustrate the creation of this candidate list:

Assume a UE has the following active ISRP rule. Note that a Preference value is assigned to each preferred access network in the rule. The smaller the Preference value of an access network, the more preferred this access network is. The Preference value is not included in the active rule but is derived by the UE.

· Rule Priority 1: Flow distribution rule for NSWO: Route traffic from an application the following prioritized accesses:

· Access Priority 1: WLAN, SSID = “myOperator” (Preference 101)

· Access Priority 2: WLAN, any SSID, realm = “example1.com”, minimum backhaul bandwidth = 1000 Kbps (Preference 102)

· Access Priority 3: WLAN, any SSID, realm = “example1.com” (Preference 103)

· Rule Priority 2: Flow distribution rule for IFOM: Route traffic to IMS APN to the following prioritized accesses: 
· Access Priority 1: WLAN, any SSID, realm = “example2.com” (Preference 201)
· Access Priority 2: 3GPP access
Assume also there are the following WLAN networks available:

· WLAN-1: 

· SSID = “free-hotspot”

· Realm = “example2.com”

· WLAN-2: 

· SSID = “myOperator”

· minimum backhaul bandwidth = 500 Kbps

· WLAN-3: 

· SSID = “dummyX”

· Realm = “example1.com”

· minimum backhaul bandwidth = 500 Kbps

· WLAN-4: 

· SSID = “dummyY”

· Realm = “example1.com”

· minimum backhaul bandwidth = 2000 Kbps

Triggered by the active ISRP rule, the UE discovers the available WLAN networks and, for each one, the UE determines the matching Preferences:

· WLAN-1: 

· Matches Preference 201

· WLAN-2: 

· Matches Preference 101

· WLAN-3: 

· Matches Preference 103

· WLAN-4: 

· Matches Preferences 102, 103

Therefore, a candidate WLAN list is formed as:

      WLAN-2, WLAN-4, WLAN-3, WLAN-1
2. Editor's Note: It is FFS how the UE selects the active ANDSF rule, e.g. whether a rule from V-ANDSF or H-ANDSF is selected.
How the UE select the active ANDSF rules between H-ANDSF and V-ANDSF will be addressed in detail in other contribution. But it should be home PLMN’s decision on if V-ANDSF policy can be taken precedent over H-ANDSF policy while UE is roaming to a visited network, if there V-ANDSF policy available from the VPLMN which UE is camping on. In this solution, a priority indication of V-ANDSF and H-ANDSF will be given to UE through ANDSF or I_WLAN MO to indicate if HPLMN allow UE to use the V-ANDSF to take precedent of H-ANDSF policy. The detail implementation of this indication will be up to stage 3.

3. Editor's Note: It is FFS whether "Operator Controlled PLMN Selector for I-WLAN access" is provided via ANDSF.
Since the Operator controlled PLMN selector is the preferred roaming partner realm list to the home PLMN, as current 3GPP practice, the prefer PLMN list should be only controlled and provided by Home PLMN. Plus Visted PLMN may not want to share the preferred roaming partner to the roaming UEs. While consider ANDSF policy can be provided by either the home ANDSF or V-ANDSF, so adding this HPLMN specific PLMN selector into ANDSF may bring unnecessary complexity for this solution, such as adding new mechanism to prevent UE using VANDSF PLMN selector while use other VANDSF policy.  
Also for this solution, it’s assume that I-WLAN (24.234)’s PLMN selection procedure which use this controlled PLMN selector list will be reused, and the corresponding I-WLAN MO may also be available, Therefore, this solution would recommend to follow the specification of TS24.234 on provision this “operator controlled PLMN Selector for I-WLAN access” without considering using ANDSF to provision to UE.   

4. Editor's note: When IWLAN MO is provided, it is FFS whether H-ANDSF policies and IWLAN MO are required to be aligned.
In this solution, I-WLAN MO can be used in two possible ways to interact with H-ANDSF policies:

1. If ANDSF policy is activated, after running ANDSF to form a candidate WLAN list basing ANDSF rules,  any values from I-WLAN “Home I-WLAN Specific Identifier List” that are not already in the list provided by ANDSF can be added into to the end of the combined list. 
For example, if the WLAN candidate list derived from ANDSF is (re-used the example illustrated aboved):

          WLAN-2, WLAN-4, WLAN-3, WLAN-1
If there is I_WLAN MO “Home I-WLAN Specific Identifier List” available in the UE’s USIM, e.g, the I-WLAN MO is “WLAN-2, WLAN-3, WLAN-5”, additional WLAN-5 can be added into the end of the candidate list, then  the final WLAN candidate list with priority order (high to low ) will be:

    WLAN-2, WLAN-4, WLAN-3, WLAN-1, WLAN 5.  
In TS24.234, section 7.6b, it already considered the co-existence of I_WLAN and H-ANDSF candidate list, while current TS24.234 append ANDSF candidate WLAN SSIDs to the end of the candidate list from I-WLAN. 
2. Considering ANDSF is provisioned by operator through the ANDSF server, so UE may not have the ANDSF policy when it conducts the initial WLAN selection. Also ANDSF policy is more likely associated with certain time and location, then for the case which UE moves to a location where is not covered by the latest ANDSF policy which UE currently has, UE may not be able to find the suitable WLAN by using ANDSF policy, if the IWLAN MO will be available, it will be used as last resort to assist UE to select the suitable WLAN basing I-WLAN procedure (TS23.234).
In this case, I_WLAN MO and H-ANDSF policies will be used separately. 

     Therefore, there is no need to align I-WLAN MO and H-ANDSF policies for this solution, and these 
     two policies can be good complement to each other.  
Proposal

It is proposed to discuss the problems above, and to include TR 23.865 with the solution.

6.4
Solution #4: ANDSF-based enhanced I-WLAN selection procedure

6.4.1
Functional Description
6.4.1.1
General
The solution addresses Key Issue #5 (Interaction between WLAN network selection and network-provided policies for WLAN selection). 

In existing TS 24.234 specification, WLAN selection is made of the combination of I-WLAN selection and PLMN selection procedures, where the I-WLAN selection procedure is used to assist the PLMN selection procedure. Per clause 5.2.1, I-WLAN selection procedure scans - in a specified order, which depends on the I-WLAN HPLMN Priority Indication - prioritized lists of WSIDs that are stored in the SIM/USIM and/or in the ME ("User Controlled WLAN Specific Identifier list", "Home I-WLAN Specific Identifier List" and "Operator Controlled WLAN Specific Identifier list"), and for each available WSID applies PLMN selection procedure. Scanning stops when the appropriate PLMN has been found. 

The PLMN selection procedure can be automatic or manual. Automatic mode PLMN selection procedure uses a predefined algorithm described in clauses 5.2.3 and 5.2.4, which depends on the I-WLAN HPLMN Priority Indication and utilizes a few parameters stored in the SIM/USIM or in the ME, such as I-WLAN Last Registered PLMN, User Controlled PLMN Selector for I-WLAN access and Operator Controlled PLMN Selector for I-WLAN access. 

The solution consists in:

· Re-using I-WLAN procedure (24.234) whereby the candidate list of WLAN AN - which is used to drive it - is replaced by the candidate list of WLAN AN provided by ANDSF policies if there is an active ANDSF policy. 

6.4.1.2
Access Network Candidate list generation
The candidate list of WLAN is derived from ANDSF uses the similar mechanism illustrated in solution #3 except after applying ANDSF policies, not the most matched WLAN(s) with the smaller the Preference is selected (solution 3), but all the WLANs which matched the ANDSF rules while satisfy the rule validity condition will be selected and added into the candidate list. The order of the candidate list will base on the rule priority which the WLAN matched. 

Here we reuse solution 3 examples to illustrate the creation of this candidate list:

Assume a UE has the following active ISRP rule. Note that a Preference value is assigned to each preferred access network in the rule. The smaller the Preference value of an access network, the more preferred this access network is. The Preference value is not included in the active rule but is derived by the UE.

· Rule Priority 1: Flow distribution rule for NSWO: Route traffic from an application the following prioritized accesses:

· Access Priority 1: WLAN, SSID = “myOperator” (Preference 101)

· Access Priority 2: WLAN, any SSID, realm = “example1.com”, minimum backhaul bandwidth = 1000 Kbps (Preference 102)

· Access Priority 3: WLAN, any SSID, realm = “example1.com” (Preference 103)

· Rule Priority 2: Flow distribution rule for IFOM: Route traffic to IMS APN to the following prioritized accesses: 
· Access Priority 1: WLAN, any SSID, realm = “example2.com” (Preference 201)
· Access Priority 2: 3GPP access
Assume also there are the following WLAN networks available:

· WLAN-1: 

· SSID = “free-hotspot”

· Realm = “example2.com”

· WLAN-2: 

· SSID = “myOperator”

· minimum backhaul bandwidth = 500 Kbps

· WLAN-3: 

· SSID = “dummyX”

· Realm = “example1.com”

· minimum backhaul bandwidth = 500 Kbps

· WLAN-4: 

· SSID = “dummyY”

· Realm = “example1.com”

· minimum backhaul bandwidth = 2000 Kbps

Triggered by the active ISRP rule, the UE discovers the available WLAN networks and, for each one, the UE determines the matching Preferences:

· WLAN-1: 

· Matches Preference 201

· WLAN-2: 

· Matches Preference 101

· WLAN-3: 

· Matches Preference 103

· WLAN-4: 

· Matches Preferences 102, 103

Therefore, a candidate WLAN list is formed as:
WLAN-2, WLAN-4, WLAN-3, WLAN-1

· 
· 

· 
· 
· 
· This solution requires the UE to keep ANDSF data when switch-off (so that they can be reused at UE switch-off/switch-on).

· ANDSF rule shall be used first to create the candidate WLAN list to be used for WLAN selection. 

· As a possible variant, after some time, if the WLAN selection based on ANDSF rule is unsuccessful, UE will fall back to use the WLAN candidate list which is provided by I-WLAN in IWLAN MO when both ANDSF MO and IWLAN MO are provided. This is depicted in figure 6.4.1-1. 
· 
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· Figure 6.4.1-1: Fallback to I-WLAN when ANDSF is unsuccessful


In this solution, I-WLAN MO can be used in two possible ways to interact with H-ANDSF policies:

1. If ANDSF policy is activated, after running ANDSF to form a candidate WLAN list basing ANDSF rules,  any values from I-WLAN “Home I-WLAN Specific Identifier List” that are not already in the list provided by ANDSF can be added into to the end of the combined list. 
For example, if the WLAN candidate list derived from ANDSF is (re-used the example illustrated aboved):

          WLAN-2, WLAN-4, WLAN-3, WLAN-1

If there is I_WLAN MO “Home I-WLAN Specific Identifier List” available in the UE, e.g, the I-WLAN MO is “WLAN-2, WLAN-3, WLAN-5”, additional WLAN-5 can be added into the end of the candidate list, then  the final WLAN candidate list with priority order (high to low ) will be:

    WLAN-2, WLAN-4, WLAN-3, WLAN-1, WLAN 5.  
In TS24.234, section 7.6b, it already considered the co-existence of I_WLAN and H-ANDSF candidate list, while current TS24.234 append ANDSF candidate WLAN SSIDs to the end of the candidate list from I-WLAN. 

2. Considering ANDSF is provisioned by operator through the ANDSF server, so UE may not have the ANDSF policy when it conducts the initial WLAN selection. Also ANDSF policy is more likely associated with certain time and location, then for the case which UE moves to a location where is not covered by the latest ANDSF policy which UE currently has, UE may not be able to find the suitable WLAN by using ANDSF policy, if the IWLAN MO will be available, it will be used as last resort to assist UE to select the suitable WLAN basing I-WLAN procedure (TS23.234).
In this case, I_WLAN MO and H-ANDSF policies will be used separately. 

     Therefore, there is no need to align I-WLAN MO and H-ANDSF policies for this solution, and these 

two policies can be good complement to each other.  
· When the UE selects a proper network (and PLMN) and connects to the network, at any time, the UE may receive ANDSF policies (including ANDI) or evaluate the stored policies (previously received from the ANDSF), and then decide to use them when the conditions are matched for any ANDSF policy or ANDI.
6.4.1.3
RPLMN / V-ANDSF support
· How the UE select the active ANDSF rules between H-ANDSF and V-ANDSF will be addressed in detail in other contribution. But it should be home PLMN’s decision on if V-ANDSF policy can be taken precedent over H-ANDSF policy while UE is roaming to a visited network, if there V-ANDSF policy available from the VPLMN which UE is camping on. In this solution, a priority indication of V-ANDSF and H-ANDSF will be given to UE through ANDSF or I_WLAN MO to indicate if HPLMN allow UE to use the V-ANDSF to take precedent of H-ANDSF policy. The detail implementation of this indication will be up to stage 3.

6.4.1.4
Service Provider Selection
· Keeping the PLMN selection algorithm for automatic mode and as well as the one for manual mode as they are specified in TS 24.234 clauses 5.2.4 and 5.2.3;

· Since the Operator controlled PLMN selector is the preferred roaming partner realm list to the home PLMN, as current 3GPP practice, the prefer PLMN list should be only controlled and provided by Home PLMN. Plus Visted PLMN may not want to share the preferred roaming partner to the roaming UEs. While consider ANDSF policy can be provided by either the home ANDSF or V-ANDSF, so adding this HPLMN specific PLMN selector into ANDSF may bring unnecessary complexity for this solution, such as adding new mechanism to prevent UE using VANDSF PLMN selector while use other VANDSF policy.  

· Also for this solution, it’s assume that I-WLAN (24.234)’s PLMN selection procedure which use this controlled PLMN selector list will be reused, and the corresponding I-WLAN MO may also be available, Therefore, this solution would recommend to follow the specification of TS24.234 on provision this “operator controlled PLMN Selector for I-WLAN access” without considering using ANDSF to provision to UE.   

·  When UE has already connected to a WLAN and Cellular, only the ANDSF ISRP rule(s) may be used to route different service flows between this WLAN and 3GPP.    
6.4.1.5
Overview
The solution:

· reuses and enhances existing I-WLAN selection (24.234);

· does not impact PLMN selection algorithms;

· allows ANDSF to trigger a PLMN change;

· allows more intelligent WLAN selection to help to form a more optimized candidate WLAN list for PLMN selection, since ANDSF will select a WLAN or a set of WLANs based on e.g. the existing validity areas, time of the day, etc. ;
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