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Abstract of the contribution: Solution 1 in TS 23.852 section 8.2.1 has a number of FFSes when it comes to the definition of the control protocol. This contribution proposes a solution for these FFSes. Also, a more detailed description of the control protocol is given. It is proposed to base the control protocol on a subset of TS 24.008.
Discussion

Solution 1 in TS 23.852 section 8.2.1 has a number of FFSes when it comes to the definition of the control protocol. This contribution proposes a solution for these FFSes. Also, a more detailed description of the control protocol is given. It is proposed to base the control protocol on a subset of TS 24.008.
Open FFS #1: Shall the control protocol be L2.5-based or L3-based?

A L3-based control protocol would require an IP address on the UE. This could either be the NSWO address, or –if NSWO is not allowed– a link-local address. A L2.5-based control protocol does not require an IP address on the UE. Control signalling can be carried over WLAN regardless of the UE being allowed NSWO or not. A L2.5-based control protocol would therefore lead to a less complex implementation.
A possible advantage of a L3-based protocol, where TCP is used, would be that re-transmission, sequencing, etc is handled by TCP. However, TCP has a number of disadvantages that don’t make it suitable as real-time control protocol (e.g. buffering, etc). Therefore, a L3-based control protocol would likely be based on UDP. But such approach would mean that re-transmission, sequencing, etc anyway needs to be implemented by the new control protocol. In that respect, there is no advantage of a L3-based control protocol above a L2.5-based control protocol.

( A L2.5-based control protocol is preferred.
Open FFS #2: What frame format to use for control plane signalling?

TS 23.852 section 8.2.1.1.3.1 defines two alternative frame formats for the L2.5 control plane signalling. Either the control signalling uses the same frame format as user plane signalling. In that case, there is an intermediate GRE/VLAN header also for control signalling. Alternatively, this intermediate layer is omitted for control signalling. In both cases, a new EtherType for signalling needs to be defined by IEEE. We believe that the detailed frame format can be left to stage 3 to decide.

( Leave the detailed frame format for control signalling to stage 3 to decide.

Open FFS #3: How to find the TWAG?

Using a L2.5-based control protocol, the UE needs to address the TWAG by its MAC address. The UE may get informed of the TWAG MAC address as part of the authentication process. Alternatively, the UE finds the TWAG by a MAC broadcast. The disadvantage of sending the MAC as part of the authentication process is that the TWAP needs to know the TWAG at authentication time. This may not always be the case (e.g. when DHCPv4 is used as trigger for the tunnel setup). Also, this method mandates (re-)authentication upon AP-to-AP handovers that lead to a change of TWAG. Even though this is out-of-scope of 3GPP, a method that avoids this problem is preferred. By using a broadcast-based method, as little network configuration as possible is exposed.
( A broadcast-based method to find the TWAG is preferred.

Proposal

It is proposed to update TR 23.852 (SaMOG) as shown below:

****** 1st Change ******
8.2.1.1.3 
Control plane






	
	
	





	
	








	
	
	
	







A UE-TWAG protocol is needed to control (i.e. setup and teardown) the per-PDN point-to-point link. This protocol is denoted as WLCP (WLAN Control Protocol). WLCP is a protocol defined by 3GPP and is transported above the layer 2. WLCP is not an IP protocol and sits below the IP layer. 

WLCP provides session management functionality for PDN connections:
· Establishment of PDN connections
· Handover of PDN connections
· Request the release of a PDN connections by the UE or notify the UE of the release of a PDN connection

· IP address assignment (both IPv4 and IPv6 address assignment mechanisms defined for NAS can be applied, e.g. the delivery of the IPV4 address through WLCP, DHCPv4, and the use of SLAAC for IPv6)

· PDN parameters management

· APN, PDN/PDP type, address, PCO, request type. Etc. 
· As described in clause 8.2.1.1.1, a User Plane Connection ID (GRE key or VLAN ID) value is needed to differentiate PDN connections. When establishing a new per-UE-and-PDN point-to-point link using WLCP, the network decides upon this User Plane Connection ID value and returns it to the UE using WLCP.

The WLCP may need to support functionality to verify the availability of the UE (i.e. if the UE is still connected to a WLAN AP) if existing mechanisms as described for Trusted WLAN Access in rel-11 would not to be sufficient. 
WLCP applies to the support of multiple PDN connections and enables a UE behavior similar to behavior over cellular link. WLCP is a protocol running between the UE and the TWAG, thus the intermediate nodes (e.g. AP) between the UE and the TWAG do not need to support / understand WLCP. 

The NAS SM defined in 3GPP TS 24.008 is the starting point for the WLCP protocol design, and a subset of the SM functionality is used. Specifically:

· Only basic PDP Context Activation/Deactivation procedures are needed. No secondary PDP context procedure is considered

· Some parameters not needed (e.g. QoS, etc.) others possibly updated (e.g. protocol options), with stage 3 defining such details

· No eMBMS is considered

· No support of emergency PDN connection is considered in release 12

· LIPA functionality not required

Basing WLCP on 3GPP TS 24.008 enables the separation of the attach procedure from the connectivity procedures, i.e. it allows the device to be attached without having an active PDN connection and does not require the device to initiate a detach after the device has disconnected all PDN connections. 

NAS SM assumes the presence of a GMM state machine. For WLCP, no GMM is needed, and it is assumed that a successful EAP authentication brings the device in a state where WLCP can be used.

Any functionality/parameters defined for existing NAS in 24.008 or 24.301 can be re-used if determined needed later (e.g. low priority indication, QoS support, etc.).

NOTE 1: it is up to stage 3 to define aspects such as segmentation, retransmission, etc. since these have already been solved for existing NAS and CT1 has the expertise to address these aspects. 

NOTE 2: security considerations for WLCP are for SA3 to discuss, e.g. need for integrity protection, whether the underlying security resulting from a successful EAP authentication suffice, etc.

WLCP is transported above layer 2. A new EtherType indicating the control protocol needs to be defined by IEEE. The payload of such frame contains the control protocol message. Various solutions are possible for structuring the control protocol frame. As an example, the control signalling can use the same frame format as user plane signalling, i.e. with an intermediate GRE/VLAN header also for control signalling. Alternatively, this intermediate layer is omitted for control signalling. The detailed frame format can be left to stage 3 to decide.
When the UE does not yet know the TWAG MAC address, the UE uses MAC broadcast to reach the TWAG.
****** Next Change ******
8.2.1.2.3
Initial Attach in multi-connection scenario in WLAN on S2a (continuation)

[image: image1.emf] 

Roaming  Scenarios  

UE  

AAA  Proxy   PD N   GW   HSS/   AAA  

hPCRF  

TWAN  

15. L3 Attach Completion  

vPCRF  

9. L3 Attach 

8. EAP authentication Completion 

Steps 1 - 2 as in clause 8.2. 1 .2.1  

16. Procedure “UE - Initiated Connectivity to PDN in WLAN on S2a” in clause 8.2.x.2.4 1  


Figure 8.2.1.2.3-1: Initial attachment in multi-connection scenario in WLAN on GTP S2a for roaming, and non-roaming scenarios

The procedure continues from step 2 in clause 8.2.1.2.1:
· Step 2. As part of this step, the UE is made aware of the network support of SAMOG phase 2 features. Non-seamless WLAN offload is possible if the network supports this and the UE is entitled to use this. As part of step 2, the UE is made aware whether or not non-seamless WLAN offload is possible. If non-seamless WLAN offload is possible, then the UE receives the address or prefix of the non-seamless WLAN offload connection as part of steps 9 and 15. If non-seamless WLAN offload is not possible then step 9 and 15 are not performed.
· Step 16. The procedure "UE-Initiated Connectivity to PDN in WLAN on S2a" in clause 8.2.1.2.4 may be performed to establish a PDN connection.


****** Next Change ******

8.2.1.2.4
UE-Initiated Connectivity to PDN in WLAN on S2a

8.2.1.2.4.1
UE-Initiated Connectivity to PDN in WLAN on GTP S2a

This procedure can only be performed if the multi-connection scenario was selected during authentication.

This procedure is used when the UE has previously attached to WLAN and the UE wishes to establish one or more PDN connections over WLAN. This procedure is also used when the UE already has one or more PDN connections over WLAN and wishes to establish one or more additional PDN connections over WLAN. This procedure is also used to request for connectivity to an additional PDN connection over WLAN when the UE is simultaneously connected to WLAN and a 3GPP access, and the UE already has active PDN connections over both the accesses. The UE establishes a separate point-to-point link to the TWAG for each PDN connection.

There can be more than one PDN connection per APN when GTP is used between the TWAN and the PDN GW. During the establishment of a new PDN connection, the TWAN allocates and sends a default S2a bearer ID to the PDN GW. The default S2a bearer ID is unique in the scope of the UE within a TWAG, i.e. the IMSI and the default S2a bearer ID together identify a PDN connection within a TWAG. In order to be able to identify a specific established PDN connection, both the TWAG and the PDN GW shall store the default S2a bearer ID. 

NOTE: 
The establishment of a connection to a PDN connection does not impact the NSWO connection if that was previously setup. As a separate point-to-point link is used for each PDN connection, traffic separation can be achieved between all connections including the NWSO connection.


[image: image2.emf] 

Roaming  Scenario s  

UE  

AAA  Proxy   PD N   GW 2   HSS/   AAA  

hPCRF  

TWAN  

Existing PDN connection  

vPCRF  

PD N   GW 1  

1. Establishment new per - UE - and - PDN  point - to - point link  Request  

Existing PDN connection  

New PDN connection  

9 . L3 Attach Completion  

8 . L3 Attach  

2 . Create Session Request  

4 . Update PD N  GW Address  

 

6 . GTP Tunnel  

5 . Create Session Response  

3 .   IP - CAN  Session  Establishment  Procedure  

7 . Establishment new per - UE - and - PDN  point - to - point link Re sponse  


Figure 8.2.1.4.2.1-1: UE-Initiated Connectivity to PDN in WLAN on GTP S2a

· Step 1. The UE triggers the establishment of a new per-UE-and-PDN point-to-point link by means of WLCP. This step establishes the setup of a new per-UE-and-PDN-connection point-to-point link to the TWAG. The UE may indicate the requested APN. The UE triggers the re-establishment of an existing PDN connectivity by providing a handover indicator. In that case, it shall provide an APN.

· Step 2-6. Same as step 3-7 in clause 8.2.1.2.2.1. As part of these steps, the TWAN verifies that the APN requested by the UE is allowed by subscription. Upon handover, the TWAN selects the PDN GW handling this PDN connection; otherwise, the TWAN performs PDN GW selection as described in TS 23.402. Steps 2-6 are executed with the selected PDN GW.

· Step 7. By means of WLCP, the TWAN returns a response to the establishment of a new per-UE-and-PDN point-to-point link. This response contains a User Plane Connection ID. If the UE did not indicate the APN in the request, then the response indicates the selected default APN. If the UE does not receive an IPv4 address in this step, it may negotiate the IPv4 address with DHCPv4 in step 8, 
· Step 8. As step 9 in clause 8.2.1.2.2.1.

· Step 9. As step 15 in clause 8.2.1.2.2.1.

****** Next Change ******

8.2.1.2.8
Detach and PDN disconnection in WLAN on S2a

8.2.1.2.8.1
Detach and PDN disconnection in WLAN on GTP S2a

8.2.1.2.8.1.1
UE/TWAN Initiated Detach and UE/TWAN requested PDN Disconnection Procedure in WLAN on GTP S2a

For UE/TWAN initiated detach, this procedure is the same as TS 23.402 clause 16.3.1.1.

If the single-connection scenario was selected during authentication, then the UE/TWAN requested PDN disconnection procedure is the same as TS 23.402 clause 16.3.1.1.

If the multi-connection scenario was selected during authentication, then this clause applies to UE/TWAN-requested PDN disconnection procedure. For multiple PDN connections, this disconnection procedure shall be repeated for each PDN connection that needs to be released. 
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Figure 8.2.1.2.8.1.1-1: UE/TWAN-initiated PDN disconnection procedure with GTP S2a in WLAN

This procedure applies to the Non-Roaming, Home Routed Roaming and Local Breakout cases. In the Local Breakout case, the vPCRF forwards messages between the PDN GW and the hPCRF. In the LBO cases, the 3GPP AAA Proxy serves as an intermediary between the Trusted Non-3GPP IP Access and the 3GPP AAA Server in the HPLMN. In the non-roaming and Home Routed Roaming case, the vPCRF is not involved at all.

If dynamic policy provisioning is not deployed, the optional steps of interaction between the PDN GW and PCRF do not occur. Instead, the PDN GW may employ static configured policies.

· Step 1. If the PDN disconnection is initiated by the UE, the UE sends a PDN Disconnection Request (User Plane Connection ID) to the TWAG by means of WLCP.
· Step 2. The TWAN releases the PDN connection and sends a Delete Session Request (Linked EPS Bearer ID) message for this PDN connection to the PDN GW. 

· Step 3. The PDN GW informs the 3GPP AAA Server of the PDN disconnection. 

· Step 4. The PDN GW deletes the IP CAN session associated with the UE and executes a PCEF-Initiated IP‑CAN Session Termination Procedure with the PCRF as specified in TS 23.203 [4].

· Step 5. The PDN GW acknowledges with a Delete Session Response (Cause) message.

· Step 6. If the PDN disconnection was initiated by the UE in step 1, then the UE is informed of the disconnection by means of a WLCP PDN Disconnection Response. 
· Step 7. If the PDN disconnection was initiated by the TWAG, then the UE is informed of the disconnection by means of a WLCP PDN Disconnection Request (User Plane Connection ID).
· Step 8. The UE acknowledges the disconnection request received in step 7.
NOTE: Either step 1 and 6, or step 7 and 8, are performed
****** End of Changes ******
3GPP

SA WG2 TD


_1417265947.doc


4. PCEF-Initiated IP-CAN Session Termination Procedure







8. PDN Disconnection Response







9. TWAN specific resource Release Procedure











6. PDN Disconnect Response







5..Delete Session Response







TWAN







2. Delete Session Request







hPCRF







HSS/



AAA







PDN GW







vPCRF







AAA Proxy







UE







Roaming Scenarios







7. PDN Disconnection Request







1. PDN Disconnect Request







3. Update PDN GW Address












_1420026245.doc


vPCRF











9. L3 Attach



















15. L3 Attach Completion











Steps 1-2 as in clause 8.2.1.2.1















16. Procedure “UE-Initiated Connectivity to PDN in WLAN on S2a” in clause 8.2.x.2.41
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