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Discussion

The WFA Hotspot 2.0 specifications mandate an HS2.0 capable WLAN AP and a HS2.0 capable UE to support the Interworking information element which includes the Venue Info field. The Venue Info field contains Venue Group and Venue Type subfields. The Venue Group field describes information about a venue group such as Business, Educational, Residential, Outdoor etc. The Venue Type field describes information about a venue type such as Arena, Stadium, Convention Center, Library, Coffee Shop, School etc. The Interworking information element also contains Access Network Type field which specifies a desired specific access network type. The Access Network Type field is set by the WLAN APs to advertise its access network type (e.g. Private network, Chargeable public network, Free public network, etc.) to mobile devices. The Interworking IE is included in IEEE 802.11 beacon and probe response frames to assist mobile devices with network discovery and selection.
In addition the WFA Hotspot 2.0 specifications also mandate an HS2.0 capable WLAN AP, UE and operators deploying or configuring HS2.0 to support the Venue Name ANQP element. The Venue Name ANQP-element provides zero or more venue names associated with the BSS in same or different languages, e.g. “Silicon Valley Mall”, “ACME Manufacturing Enterprise”, “Museum of Modern Art”, etc.
In the ANDSF MO, the Policy node represents ISMP and the information consists of a set of one or more ISMP rules. The ISMP rules can be enhanced to include venue related information. The 3GPP operators can prioritize WLAN network selection based on Venue Info and Venue Name. For example an operator may prioritize list of WLAN networks based on a venue such as a stadium or a shopping mall or coffee shop. The preferred list of WLAN networks may change based on the venue information. This can be due to changes in relative priorities of WLAN roaming partners in different location. For example in a busy location with a large gathering such as a large shopping mall or a passenger terminal such as a large airport certain roaming partners may be preferred whereas in other less busy locations such as a small coffee shop or restaurant certain other roaming partners may be preferred and the list of WLAN networks may need to be prioritised appropriately. Other parameters such as date and time of day can also be used in conjunction with venue related information to create intelligent rules for prioritizing list of WLAN networks.

Below are some examples of enhanced ISMP rules wherein specific roaming partners are prioritized on specific locations, either based on venue type such as a specific stadium during Olympic games or based on other factors such as time of day (busy hours versus relatively less busy hours) at passenger terminals such as airports or even at business and other factory and industrial venues.

In this example in the first case based on the operator policy the WLAN networks are prioritized based on SSIDs at different locations. In the second case the WLAN networks are prioritized based on differences in time of day at the same location.
Rule Priority 1: Flow distribution rule for NSWO: Route all traffic based the following prioritized accesses:

· Access Priority 1: WLAN, SSID = “roamingPartner1”, Venue Type=”Stadium”, Venue Name=”Gymnastics Olympic Stadium”

· Access Priority 2: WLAN, SSID = “roamingPartner2”, Venue Type=”Stadium”, Venue Name=”Athletics Olympic Stadium”

Rule Priority 2: Route all traffic based on the following prioritized accesses at a passenger terminal.

· Access Priority 1: WLAN, any SSID, realm = “example1.com”, Venue Type=”Passenger Terminal”, Venue Name=”Heathrow Airport”, TimeStart=”8:00 AM”, TimeStop=”8:00 PM”

· Access Priority 2: WLAN, any SSID, realm = “example2.com”, Venue Type=”Passenger Terminal”, Venue Name=”Heathrow Airport”, TimeStart=”8:00 PM”, TimeStop=”8:00 AM”

The ISMP rules also have a number of validity conditions (e.g. current access technology and location) where one or more may be present and set to a value. The validity of the rule is restricted by validity conditions. The validity of the rule takes into account ValidityArea where each existing non-empty node must match in order to make the rule valid. Currently the ANDSF server includes at least one of the leaves (i.e. HESSID, SSID or BSSID) to be present in a single instance of WLAN_Location interior node of the ValidityArea of the Policy node. The Validity Area can also be specified in terms of Venue Info and Venue Name for a WLAN network. 
In addition the operator can specify rules/policies based on Access Network Type of WLAN network. The public WLAN networks managed by the 3GPP operator may offer better QoS and other services as compared to “free”, “personal” or “private” WLAN networks operating in “Residential” locations. Thus the Access Network Type field can be used to prioritize operator preferred WLAN networks.

Currently, ANDSF specifications do not make operator policies based on Venue Info and Venue Name available to the UE. Specifying such policies would allow the UE to intelligently use venue information and Access Network Type information available from the relevant WLAN AP and enable several use cases described in clause 5.5.1 and 5.7.1 in TR 23.865.
Proposal

	First Change


6.X
Solution #X: WLAN Access Network Type and Venue Information for network selection

6.x.1 
Description
This solution addresses Key Issue # 7 – Use WLAN Access Network Type and Venue Information for network selection. 

The WFA Hotspot 2.0 specifications mandate an HS2.0 capable WLAN AP and a HS2.0 capable UE to support the Interworking information element which includes the Venue Info and Access Network Type fields. In addition the WFA Hotspot 2.0 specifications also mandate an HS2.0 capable WLAN AP, UE and operators deploying or configuring HS2.0 to support the Venue Name ANQP element. 

The ISMP/ISRP rules can be enhanced to include venue related information. The 3GPP operators can prioritize WLAN network selection based on Venue Info and Venue Name. This can be due to changes in relative priorities of WLAN roaming partners in different location. Other parameters such as date and time of day can also be used in conjunction with venue related information to create intelligent rules for prioritizing list of WLAN networks.

The ISMP/ISRP rules also have a number of validity conditions (e.g. current access technology and location) where one or more may be present and set to a value. The validity of the rule takes into account ValidityArea where each existing non-empty node must match in order to make the rule valid. Currently the ANDSF server includes at least one of the leaves (i.e. HESSID, SSID or BSSID) to be present in a single instance of WLAN_Location interior node of the ValidityArea of the Policy node. The Validity Area can also be specified in terms of Venue Info and Venue Name for a WLAN network. 

In addition the operator can specify rules/policies based on Access Network Type of WLAN network. The public WLAN networks managed by the 3GPP operator may offer better QoS and other services as compared to “free”, “personal” or “private” WLAN networks operating in “Residential” locations. Thus the Access Network Type field can be used to prioritize operator preferred WLAN networks. 

6.x.2
Impacts on existing nodes or functionality

The ANDSF provides information about ISMP or information about available access networks in the vicinity of the UE or ISRP for the UE or combinations of these. 

The ANDSF MO needs to be extended in order to include additional policy rules in the form of preferred WLAN networks based on Venue Group, Venue Type and Venue Name. The policy should also include information about Access Network Type to distinguish between the different types of operator managed and other WLAN networks in conjunction with the venue information. The policy rules should be included as part of ANDSF MO as explicitly coupled with the ISMP/ISRP rules. 

The UE needs to download the new ANDSF MO and apply the updated ANDSF rules on the information retrieved from the discovered WLAN access networks. The updated policies from ANDSF would allow the UE to intelligently use Venue Type, Venue Group, Venue Name and Access Network Type information available from the HS2.0 capable WLAN networks.
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