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Abstract of the contribution: This contribution proposes to remove the Editors note on default QoS in the TR. The proposal is to have a simple approach where default QoS is provided by BBF AAA or by PCRF to the IPEdge. The default QoS includes both parameters for traffic prioritization and policing.
1. Discussion
1.1. How to perform QoS enforcement in the PCEF/IPEdge
The BBF AAA provisions the default QoS for both a 3GPP UE and for a fixed device. 
For a 3GPP UE, the default QoS consists of the EPS Subscribed QoS including a non-GBR QCI, the ARP and the APN-AMBR, according to 23.273.
The default QoS for a fixed device is listed in the TR-134 Table 14 including the Default Access Profile, defined as the QoS assigned to the subscriber line at device attachment, that includes the Traffic Class, a priority and a pre-emption. It is also assumed, although not defined in TR-134 that there must be a maximum bit rate as an equivalent parameter to the APN-AMBR to enable policing as defined in TR-59.

The default QoS for a 3GPP UE can only be enforced if there is an IP Subscriber Session in the IPEdge/PCEF.
The default QoS for a fixed device is enforced if there is an IP Subscriber Session for all traffic behind the RG or if there is an IP Subscriber Session for a particular fixed device behind the RG. 

The proposal is to define that the BBF AAA or PCRF may provision a default QoS to the IPEdge/PCEF then leave for internal PCEF implementation to do the translation to the BBF QoS parameters. The priority and pre-emption and the priority are parameters used to prioritized resource request, that are not really necessary for this first release, since it is possible to have some local and static configuration in the IPEdge/PCEF to reserve some resources for prioritized resource request.
The default QoS consists of QCI and APN-AMBR for a 3GPP device or a QCI and MBR for a fixed device. The QCI is translated into a DSCP code used for traffic prioritization and the APN-AMBR or MBR is used for traffic policing in the DL/UL directions.

1.2. Authentication and IP address allocation for Fixed devices

The examples that are provided on authentication methods in BBF in the TR 23.896 are only those that relay on implicit authentication through the access line. There are also explicit authentication methods where the UE provides UE identity and credentials; the explicit authentication is not included yet in the information flows. Some examples of explicit authentication is PPP, as described in WT-146.on PPP session detection: “ The IP Service Edge MUST support PPP session detection and establishment as per Section 4.4/TR-092·

In addition, the IP address may not be allocated by the IPEdge in all scenarios that are covered in the TR 23.896, for example in case of a Routed RG with no NAT the IP address for the end device may be allocated by the RG or by an external DHCP server. This case is not covered in the IP-CAN session establishment information flows yet.

Proposal

The proposal is to clarify how to handle default QoS received from BBF AAA and from PCRF and to define different authentication and IP address allocation mechanisms in the TR 23.896.
*** 1st change ***
5.2
Architectural requirements and assumptions 

Editor's note:
This clause will identify the architectural requirements and assumptions as well as architecture common for Building Block I.

General assumptions:

-
The definition of AAA functionality for authentication of the fixed access line (access line authentication) or fixed access session (e.g. PPPoE or IP Session) is out of scope of 3GPP.
-
The authentication procedure of the Fixed Devices in a BBF access network is performed according to BroadBand Forum specifications and is therefore considered out of the scope of 3GPP.

-
The authentication procedure of a 3GPP UE connected to a fixed broadband access network is defined by TS 33.402[19].

General requirements:

 -
PCRF shall control directly the IP Edge in the fixed broadband access without the mediation of the BPCF defined in TS 23.139 [20].
-
3GPP PCC shall support the enforcement of QoS policies for IP traffic exchanged by fixed devices in the fixed broadband access.

-
3GPP PCC shall support the enforcement of QoS policies of NSWO traffic exchanged by 3GPP UEs connected to the fixed broadband access via WLAN.

-
Only policy and charging control for Subscriber IP sessions will be considered, while policy control and charging for Layer 2 VPNs is out of the scope of BB1.
-
More than one fixed access Subscriber IP session (e.g. a PPPoE session) can be supported per fixed access line (e.g. RG).
-
A device connected to the RG (e.g. VoIP phones) may also initiate a Subscriber IP session.

-
The subscription information included in the user profile shall enable the support of fixed devices (e.g. identifiers, maximum subscribed bit rate, etc.) required for policy and charging control purposes.
-
The SPR or UDR stores subscription information related to policy control for fixed devices and fixed access line for QoS and charging purposes.

-
Policy control will address both dynamic and pre-provisioned policies in the IP Edge.
General architectural assumptions:

-
There is a direct interface between PCRF and IP Edge.

-
The IP Edge is the policy enforcement point for QoS in the fixed access network.

NOTE 2:
How the IP Edge performs policy enforcement and binding if Gxd sessions with PPPoE or IP sessions in the BBF access is out of scope of 3GPP.
-
The IP-CAN session definition from TS 23.203 apply also to Fixed Broadband Access IP-CAN. In particular this implies:

- 
There is an IP-CAN session per IPv4 address and/or IPv6 prefix known in the PCEF.

NOTE 3: 
For routed mode RG with NAT, there is one IP-CAN session for the IPv4 address and/or IPv6 prefix assigned to the RG 

NOTE 4: 
For bridged mode RG, there is one IP-CAN session for each IPv4 address and/or IPv6 prefix assigned to the fixed device or 3GPP UE which established a Subscriber IP session in fixed broadband network.

NOTE 5: 
For routed mode RG with IPv6 when stateless IPv6 address autoconfiguration is used by the end-device behind the RG, there is one IP-CAN session for the IPv6 prefix assigned to the RG. When stateful IPv6 address configuration is used by the end-devices, there may be scenarios for one IP-CAN session per end-device.

- 
Per IP-CAN session there is a single subscriber in SPR/UDR. This is the UE identity that identifies the RG, the 3GPP UE or the fixed device.

NOTE 6: The identification information for 3GPP UE is the IMSI. 

NOTE 7: 
For routed mode RG, the successful completion of 3GPP-based access authentication and assignment of IP address to the 3GPP UE does not result in any IP-CAN session establishment if the IP address assignment does not result in a new Subscriber IP Session in the IP Edge. In this case the pre-existent IP-CAN session for the RG is used.  More considerations with respect to a routed mode RG can be referred to Annex A.

Editor’s note: It is FFS whether there will be support in this Building Block to identify, in the PCC framework, end-user devices behind a routed mode RG.
-
The IP Edge shall be able to enforce policies and to perform the appropriate mapping from QoS parameters it receives from the PCRF to BBF specific parameters.
-
It shall be possible to apply QoS control on a per service data flow basis in the PCEF located in IP Edge according to TS.23.203 [4] requirements

-
The PCEF located in IP Edge shall be able to detect event triggers provisioned by the PCRF.

-
Upon detection of an event, the PCEF located in IP Edge shall request policy rules re-authorisation from the PCRF.

Editor's note: The list of applicable even triggers from TS 23.203 [4] plus additional BBF specific event-triggers is FFS

Architectural assumptions for "Default QoS policy".


· The BBF AAA may provide a default QoS for the IP subscriber session. The default QoS is used to prioritize and rate limit the incoming and outgoing traffic in the IPEdge/PCEF. The BBF AAA may provide a default QoS profile name if the default QoS profile is provisioned in the IPEdge/PCEF. 
Editor's note: The assumption that the BBF AAA provides a default QoS for the IP Subscriber session and which information is provided needs to be confirmed by BBF.
· The PCRF may override the default QoS for the IP subscriber session provided by BBF AAA. The default QoS consists of a QCI and MBR. The PCEF located in the IP Edge shall be able to convert default QoS into Fixed Broadband Access QoS attribute values. The PCRF may provide a default QoS profile name if the default QoS profile is provisioned in the IPEdge/PCEF. The QCI is mapped into a DSCP code value and the MBR is used for bandwidth limitation for the DSCP code value.

· The PCEF located in the IP Edge shall enforce the default QoS, as specified above for both DSCP marking and bandwidth limitation, for all downlink and uplink traffic for the IP subscriber session unless the packets match a service data flow template in an active policy rule for which specific QoS enforcement actions are provided.
NOTE X: Neither pre-emption nor priority level of a resource request as represented by the ARP are applicable in this release.
The architecture shall provide charging for traffic exchanged by fixed devices and NSWO traffic to/from 3GPP UEs in the following charging option:

-
3GPP PCC- Gy/Gz based charging with PCEF located in the fixed broadband access network;

-
Traffic Detection Function (TDF)-based charging;

-
AAA-based charging, as already specified for interworking scenarios.

In this release of the specification, these charging options are mutually exclusive i.e. for a given deployment only one of these charging options applies.

NOTE 8: The charging option  applying in a given deployment is transparent for the UE.

NOTE 9: No charging interaction between the HPLMN and the Fixed Broadband Service Providers is possible when there is no IP-CAN session dedicated to a 3GPP UE in NSWO (e.g. the 3GPP UE is served by a RGW providing NAT).

NOTE 10: Inter operator settlements are assumed to ensure support of the case of an UE receiving NSWO over a Fixed Broadband Access (FBA), when the HPLMN and the FBA Service Provider are different. 

There is one charging session per IP-CAN session. 

NOTE 11: The relationship between an IP-CAN session and a terminal served by a Fixed Broadband access is detailed in Notes 3 to Notes 5.

For the charging session, the user identifier is that used over the Gxd session

Editor’s Note: how to ensure accurate charging in case policy enforcement and charging are carried out in different locations: avoiding to charge for packets that are discarded in another functional entity (IP Edge / TDF) is FFS.
*** 2nd change ***
5.11.2.1
IP-CAN Session Establishment

This clause describes the signalling flow for Gxd IP CAN Session establishment. The session is initiated after that the IP Edge becomes aware of an IPv4 address and/or an IPv6 prefix has been assigned to the fixed device and/or 3GPP UE.

NOTE 1: In bridge mode, the session is initiated after the device has been authenticated per BBF specifications (i.e. out of scope of 3GPP) or after that 3GPP UE performs 3GPP EAP-based authentication and has been assigned an IPv4 address and/or IPv6 Prefix.

NOTE 2: In routed mode configuration with NATed RG, the session is initiated after the RG has been connected to the network and has been assigned an IPv4 address and/or IPv6 Prefix. The IPv4 address and/or IPv6 Prefix is assigned as per BBF specifications and it is out of scope of 3GPP.
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Figure 5.11.2.1-1: Session Establishment

1.
A Fixed Broadband subscriber session is initiated by the device, (e.g. a RG switches on, a 3GPP UE starts a session, etc…). When the device is not acting as a 3GPP device, implicit authentication (e.g. access line authentication) or explicit authentication (i.e. user name and credentials) is performed as specified by BBF. Otherwise if the device is 3GPP UE, the authentication is performed as described in 23.402 [3]. As part of this step, the BBF AAA may provide Default QoS to the IP Edge/PCEF. The IP Edge/PCEF assigns an IP address (and/or an IPv6 prefix) or IPEdge learns the IP address if already assigned for the Fixed Broadband subscriber session. This step is BBF specific and as such out of scope of this specification.
NOTE 3: In routed mode configuration both with NAT and without NAT, the authentication of any fixed device or 3GPP UE in step 1 does not trigger any IP-CAN session establishment procedure, since the IP-CAN session has been already established after RG connected to the network.
NOTE 4: In routed mode with NAT, BBF has not defined yet how the IPEdge learns the IP address assigned to the 3GPP UE or fixed device.
2.
The IP Edge/PCEF sends an indication of the IP-CAN session establishment to the PCRF. The message includes the Subscription-ID if available, the Access Line Identifier (physical and logical circuit ID), may include default QoS, if available, the IP-CAN type, the IPv4 address and/or the IPv6 network prefix.

NOTE 5:  For 3GPP UE, the indication of the IP-CAN session establishment with the PCRF may include the APN (i.e. NSWO-APN)

3.
The PCRF obtains the subscriber's profile related to the UE.

4.
The PCRF makes policy decision and derives PCC and possibly ADC Rules. The PCRF may change the default QoS of the subscriber it received from the PCEF. The PCRF may include the following information: Default QoS, the PCC Rules and the Event Triggers to report. The Event Triggers indicate to the IP Edge/PCEF what events must be reported to the PCRF. The PCC and ADC rules may contain charging information needed by the charging option used in the deployment.

NOTE 6:
The PCRF may override the default QoS received from the IP Edge/PCEF

5.
When the solicited application reporting from the TDF applies, the PCRF establishes a session with the TDF and provides ADC rules to the TDF. 

6.
If TDF based charging is applicable for this deployment, interaction with the charging systems is performed. This is further detailed in clause 5.11.3. 

Editor's note: Whether additional parameters in the PCC Rule are required for the IP-CAN session is FFS.

7.
The PCRF provisions the PCC rules at the IP Edge/PCEF. It may also provision ADC rules when the IP Edge is enhanced with support of ADC rules. The IP Edge/PCEF enforces the rules received from the PCRF

8.
If IP Edge/PCEF or AAA based charging applies for this deployment, interaction with the charging systems is performed. This is further detailed in clause 5.11.3.

9.
This step is BBF specific. The IP Edge/PCEF may communicate with other network elements in the BBF access network per BBF specifications.

***End of changes ***
� TR-059:


The BRAS MUST[61] allocate downstream bandwidth based on policy configuration across ATM, PPP,


Ethernet, and IP technologies.


The BRAS MUST[62] mark IP QoS fields for upstream and downstream traffic based on policy configuration.


The BRAS MUST[63] support policing of upstream per-subscriber traffic based on policy configuration
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