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Abstract of the contribution: This paper proposes to clear up the” Editor's notes” for alternative 3 for R12 work on P4C-TI.
Discussion:

For the solution 3 for P4C-TI, this paper is to clear up the “Editor's notes”, make some editorial correction and make a conclusion of the S9a-GCSE establishment. The changes and the intention for these changes are shown as below:

(A)  First change: to remove the “Note 1: An additional policy session (i.e. IP-CAN session) associated with the same UE may be established for NSWO traffic over the same S9a interface” in sub clause 8.3.3.1.
Considering the single UE has only EPC routed PDN connection or alternatively the NSWO (Mutually exclusive), there is only 1 single S9a session, i.e. Gateway control session or IP-CAN session,  which is used for EPC routed PDN connection or for NSWO.  The Note 1 will not be necessary and it is proposed to be removed.
(B)  Second change: to remove the “Editor's note: 
It is FFS whether S9a need enhancement or not.”
After an examination of the S9a interface, it is not foreseen there is enhancement if the PCRF initiated GCS establishment is adopted. It is proposed to adopt the PCRF initiated GCS establishment for solution 3 in change (C), then the “Editor's note” will be useless and is proposed to be deleted.
(C)  Third change: to remove the “Editor's note: 
Whether the Gateway control session over S9a for the EPC-routed traffic is initiated by PCRF or IP Edge is FFS” and “Editor’s note: The decision on which the alternative is to be adopted is FFS.” , it is proposed to choose the “PCRF initiated GCS establishment” as the conclusion for solution 3.

The “PCRF initiated GCS establishment” procedure is aligned to the procedure as defined for BBAI-S2bc, and the function for P-GW, PCRF, S9a and BPCF will be reused hardly with new changes. However, the “BPCF initiated GCS establishment” will introduce more changes to the PCRF, S9a and BPCF. To keep the system more forward compatible, the “PCRF initiated GCS establishment” option is proposed as a conclusion on the issue of “Initial Attach/Gateway control session establishment over S9a”.
(D) Forth change: to remove the “Editor’s note: How the BPCF is triggered by the IP-edge to initiate the Gateway Control Session towards the PCRF in the case of standalone or integrated TWAG scenario is FFS.
For both standalone and integrated TWAG scenario, triggered by UE’s SaMOG access, the BPCF is informed by the IP-EDGE via R interface about the UE accessing EPC via S2a. The detailed definition of the R interface is out of 3GPP scope, which is similar to the description in step 3 of 7.2, in TS 23.139.
(E)  Fifth change: correct the figure for P4C-TI LBO case

The original figure for P4C-TI LBO case is wrong and a new figure is proposed.
(F) Sixth change: to remove the editor’s note in sub clause 8.3.3.4 and 8.3.3.5.
The editor’s notes are not necessary since these two parts are completed.
(G)  Seventh change: editorial correction

(i) Editor's note-1 --> Editor’s note, in sub clause: 8.3.3.2
(ii)  P4C_TI --> P4C-TI, in sub clause 8.3.3.2
(iii) 8.3.3.5.z  -->  8.3.3.5.5
Proposal:

********************** START OF 1st CHANGE *****************************

 8.3.3
Alternative 3 - Policy and QoS control via S9a

8.3.3.1
General principles

General architectural assumptions for alternative 1:

-
S9a interface is between BPCF and PCRF

-
PCRF provides QoS rules via S9a interface to BPCF for both S2a-GTP and S2a-PMIP cases. 

-
The BBF network shall be able to continue the same practice to perform the appropriate mapping with the QoS parameters received from the PCRF over the S9a interface.

-
The policy control interface is agnostic to the deployment of S2a-GTP or S2a-PMIP.

-
The policy control interface is agnostic to the internal configuration of TWAN (e.g. standalone or integrated TWAN and IP-Edge/BNG configurations).

8.3.3.2
Reference architecture
The Interworking network architecture for BB 2 is shown in the following figures.

This architecture supports the scenario of a single network operator deploying both the 3GPP EPC and the BBF access network. Furthermore the architecture supports the roaming scenario between two PLMN operators.

The architectures in the following figures show only entities and interfaces that are in scope of the work and/or are impacted by BB 2.

The reference points internal to the Fixed Broadband access network are defined or are under definition by Broadband Forum and are out of the scope of this specification.
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Figure 8.3.3.2-1: Non-Roaming Architecture for P4C-TI
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Figure 8.3.3.2-2: Roaming Architecture for P4C-TI- Home Routed
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Figure 8.3.3.2-3: Roaming Architecture for P4C-TI- Local Break Out
Editor's note: TWAG may be integrated with BNG/BRAS or standalone.

Editor’s note: The figures above describe a single entity supporting the TWAG and the BNG/BRAS functions and one interface between this entity and the AAA Proxy. Further refinement on the architecture figures above will be provided when TWAG function is partitioned from the BNG/BRAS.
8.3.3.3
Reference points

S9a
For the purpose of Interworking between 3GPP and BBF network it transfers QoS control policies from the Home PCRF to the BPCF in non-roaming scenario and from the Visited PCRF to the BPCF in roaming scenario. The detailed description can refer to 5.2 - Reference Points, TS 23.139.


8.3.3.4
Policy and QoS


In this alternative solution, Policy and QoS are sent over S9a signalling, i.e. no additional requirements are imposed to FBB/BBF to define a signalling path to support either S2a-GTP or S2a-Gxa to provision QoS rules at the TWAN.

Assumptions for policy and QoS control via S9a:

· A common policy control interface is defined to support converged policy for the co-existence deployment for the NSWO and EPC-routed transport.

· This solution does not impact the existing QoS enforcement within the TWAN.

-
The QoS parameters that are in-band to S2a-GTP will be ignored by TWAN as S9a is the common policy control interface to support policy control interworking for S2a over trusted WLAN access.

8.3.3.5
Procedures


8.3.3.5.1 General

The call flow figures in the subsequent clauses are based on subcaluse 16.2, TS 23.402 [3]. The home routed roaming, LBO and non-roaming scenarios are depicted. In the LBO case, Messages between the PDN GW in the VPLMN and the hPCRF in the HPLMN are forwarded by the vPCRF in the VPLMN. In the non-roaming case, the vPCRF are not involved.

The optional PCRF interaction steps between the BPCF and the PCRF in all the procedures only occur if dynamic policy provisioning is deployed. Otherwise the gateways may employ the Fixed Broadband Access local policies which are statically configured at the BPCF and Fixed Broadband Access.
8.3.3.5.2 Initial Attach/Gateway control session establishment over S9a

This clause specifies the additional procedures at the UE’s initial attachment to a Fixed Broadband access network via PMIPv6 or GTPv2 based S2a interface, for the UE to establish the first PDN connection over the Fixed Broadband Access with S2a.
Two possible alternatives are considered for triggering the gateway control session establishment over S9a: PCRF-initiated or BPCF-initiated. 


8.3.3.5.2.1
BPCF-initiated Gateway control session establishment over S9a
This procedure is triggered by BPCF to establish a gateway control session with the PCRF to request policy decisions for EPC routed traffic.
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Figure 8.3.3.5.2.1-1: BPCF-initiated Gateway control session establishment over S9a
If dynamic policy provisioning over S9a is not deployed, the optional steps 2, and 3 do not occur. Instead, the Fixed Broadband Access Network may employ local policies.

The IP-CAN session for the PDN Connection in the PDN GW is created via Gx procedures. In addition, a Gateway Control Session is established between the BPCF and the PCRF corresponding to the EPC-routed IP-CAN session in the PCRF.

1.
The description of the attachment procedure is the same as for steps 1-15 in TS 23.402 [3], clause 16.2.1 or 16.2.2. 

2.
Triggered by the successful authentication in step 8 of clause 16.2.1 or 16.2.2 in TS 23.402 [3] as referred by step 1 above, the BPCF is informed about the UE accessing over Fixed Broadband Access. The local policy session (R session) is established. How this is done is out of 3GPP scope.


3. Triggered by step 2, the BPCF initiates the Gateway Control Session establishment request over S9a with the PCRF (for non-roaming case) and the V-PCRF (for home routed and visited access roaming case). IMSI and APN needs to be included in the Gateway Control Session Establishment request message over S9a.
After the hPCRF established the Gateway control session over S9a, the hPCRF will link it to the IP-CAN session over Gx interface, which is established in step 1.
8.3.3.5.2.2
PCRF-initiated Gateway control session establishment over S9a
This procedure is triggered by PCRF to establish a gateway control session with BPCF to provision policy decisions for EPC routed traffic.  The PCRF initiated approach is the same as the existing S2b/c support except with the additional signalling parameter over S9a and is described in more details as follows. 
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Figure 8.3.3.5.2.2-1: PCRF-initiated Gateway control session establishment over S9a 
If dynamic policy provisioning over S9a is not deployed, the optional steps 2, and 3 do not occur. Instead, the Fixed Broadband Access Network may employ local policies.

The IP-CAN session for the PDN Connection in the PDN GW is created via Gx procedures. In addition, a Gateway Control Session is established between the BPCF and the PCRF corresponding to the EPC-routed IP-CAN session in the PCRF.

1. The description of the attachment procedure is the same as for steps 1-15 in TS 23.402 [3], clause 16.2.1 and clause 16.2.2 with the following additions: Fixed Broadband access network information (e.g. IP address of the IP-edge) are also forwarded to P-GW, then to PCRF.  

Such Fixed Broadband access network information is necessary for PCRF to identify the appropriate BPCF and IP-edge for the given UE when the gateway control session establishment is initiated by the PCRF towards the BPCF over S9a.  

Editor’s note: The details on how P-GW obtains the Fixed Broadband access network information and the details of the information for both integrated and standalone scenarios of TWAG is FFS.

2.
Triggered by the step 4, the completion of the IP-CAN session establishment procedure, in clause 16.2.1 or 16.2.2 in TS 23.402 [3] as referred by step 1 above, the PCRF (for non-roaming case) and the V-PCRF (for home routed and visited access roaming case) initiates Gateway Control Session establishment request over S9a with the BPCF. IMSI needs to be included in the Gateway Control Session Establishment request message over S9a.

3.
The BPCF may interact with the BNG, e.g. to download policies, as defined by Fixed Broadband Access Policy Framework specifications BBF WT-134 [11] and BBF WT-203 [6]. This step is out of 3GPP scope.
8.3.3.5.2.3
Conclusion

The “PCRF initiated GCS establishment” procedure is aligned to the procedure as defined for BBAI-S2bc is proposed as a conclusion on the issue of Gateway control session establishment over S9a.
8.3.3.5.3
Detach or PDN disconnection / PCRF initiated Gateway control session termination procedure over S9a
This clause specifies the additional procedures at the UE’s Detach or PDN disconnection from Fixed Broadband access network via PMIPv6 or GTPv2 based S2a interface.

This procedure terminates the gateway control session between the BPCF and the PCRF for EPC routed traffic.
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Figure 8.3.3.5.3-1: Detach or PDN disconnection and PCRF initiated Gateway control session termination procedure over S9a
If dynamic policy provisioning over S9a is not deployed, the optional steps 2, and 3 do not occur. Instead, the Fixed Broadband Access Network may employ local policies.

The IP-CAN session for the PDN Connection is terminated via Gx procedures which is specified in 23.402[3]. In addition, the Gateway Control Session termination is initiated by PCRF.

1.
The description of the Detach or PDN disconnection is the same as for clause 16.3.1 and clause 16.3.2 in TS 23.402 [3]. 

2.
As referred by step 1 above, either step 1 in clause 16.3.1.1 or step 1 in clause 16.3.2.1 in TS 23.402 [3], the PCRF (for non-roaming case) and the V-PCRF (for home routed and visited access roaming case) initiates Gateway Control Session termination over S9a with the BPCF. 

3.
The BPCF may interact with the IP-edge, e.g. to release the local policy session, as defined by Fixed Broadband Access Policy Framework specifications BBF WT-134 [11] and BBF WT-203 [6]. This step is out of 3GPP scope.
8.3.3.5.4
PCRF initiated Gateway control and QoS rule provisioning procedure over S9a

This clause specifies the additional procedures at the PDN GW initiated resource allocation deactivation specified in clause 16.4, dedicated bearer activation specified in clause 16.5, and PDN GW Initiated Bearer Modification specified in clause 16.6.1, in TS 23.402 [3]. 
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Figure 8.3.3.5.4-1: PCRF initiated Gateway control and QoS rule provisioning procedure over S9a
If dynamic policy provisioning over S9a is not deployed, the optional steps 2, and 3 do not occur. Instead, the Fixed Broadband Access Network may employ local policies.

The IP-CAN session for the PDN Connection is modified via Gx procedures which are specified in 23.402[3]. In addition, the Gateway Control Session modification is initiated by PCRF.

1.
The description of PDN GW initiated resource allocation deactivation is specified in clause 16.4, dedicated bearer activation is specified in clause 16.5, and PDN GW Initiated Bearer Modification is specified in clause 16.6.1, in TS 23.402[3].

2.
As referred by step 1 above, triggered bystep 3 in clause 16.4, or step 3 in clause 16.5, or step 3 in clause 16.6.1 in TS 23.402 [3], the PCRF (for non-roaming case) and the V-PCRF (for home routed and visited access roaming case) initiates gateway control and QoS rule provisioning procedure over S9a with the BPCF. In roaming scenario, the H-PCRF will initiate the procedure over S9 towards the V-PCRF and the V-PCRF in turns initiates the procedure over S9a towards the BPCF.

3.
The BPCF may interact with the IP-edge, e.g. to modify the local policy session, as defined by Fixed Broadband Access Policy Framework specifications BBF WT-134 [11] and BBF WT-203 [6]. This step is out of 3GPP scope.

8.3.3.5.5
BPCF initiated Gateway control and QoS rule request procedure over S9a
This clause specifies the additional procedures at HSS initiated bearer modification as specified in clause 16.6.2, in TS 23.402 [3]. And other triggers for BPCF initiated Gateway control and QoS rule request procedure may be defined in BBF network. 
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Figure 8.3.3.5.5-1: BPCF initiated Gateway control and QoS rule request procedure over S9a
If dynamic policy provisioning over S9a is not deployed, the optional steps 2, and 3 do not occur. Instead, the Fixed Broadband Access Network may employ local policies.

The IP-CAN session for the PDN Connection is modified via Gx procedures which are specified in 23.402[3]. In addition, the Gateway Control Session modification is initiated by BPCF.

1. TWAN receives user’s profile update as described in step 1 of HSS initiated bearer modification procedurein clause 16.6.2, in TS 23.402[3]. 

2. Triggered by step 1 above, the IP-edge may interact with the BPCF, e.g. to modify the local policy session, as defined by Fixed Broadband Access Policy Framework specifications BBF WT-134 [11] and BBF WT-203 [6]. This step is out of 3GPP scope.
Editor’s note: How the IP-edge obtains the updated user profile info from 3GPP AAA in order to convey the info to BPCF for either the standalone or integrated TWAG scenarios is FFS. 
3.
The BPCF initiates gateway control and QoS rule request procedure over S9a with the PCRF (for non-roaming case) and the V-PCRF (for home routed and visited access roaming case). In roaming scenario, the BPCF will initiate the procedure over S9a towards the V-PCRF and the V-PCRF in turns initiates the procedure over S9 towards the H-PCRF.

4.
The description for step 2-7 of HSS initiated bearer modification is specified in clause 16.6.2, in TS 23.402[3].
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