SA WG2 Temporary Document

Page 1

SA WG2 Meeting #96
S2-130982
08 - 12 April 2013, San Diego, California, USA
(revision of S2-13xxxx)
Source:
CATT
Title:
Solution for Scenario 1&2 of Key Issue 2
Document for:
Approval / Discussion
Agenda Item:
7.12
Work Item / Release:
FS_WORM / Rel-12
Abstract of the contribution: This contribution proposes an alternative solution of scenario 1 and 2 of Key Issue 2.
Introduction

As analysed in Scenario 1 and 2 of Key Issue 2, during inter-RAT 3GPP PS HO, bearers impacted by the handover procedure could have been transported over WLAN based on ANDSF policy, and solution is needed to avoid undesirable inter-RAT 3GPP PS HO. Currently, the handover procedure and WLAN offload procedure are independent from each other. To find solution for the two scenarios, i.e., to perform WLAN offload during handover, the following questions need to be considered:

1. When does the UE make the decision to offload IP flows to WLAN?

2. What’s the criterion to decide which IP flow needs to be offloaded?

3. For the bearer offloaded to WLAN, how does the network perform bearer handling?

The above questions are analyzed below.
Discussion
1. Time point of decision-making

At present in the inter-RAT 3GPP PS handover, the UE doesn’t know which bearers are lost and which are established successfully in the target side until Handover Command is received. Also, the UE doesn’t know the target access technology chosen by the source RAN node until receiving HO Command. So it’s natural to consider that the UE make the WLAN-offload decision upon receiving Handover Command message. 

Conclusion 1: The UE makes the decision to offload IP flows to WLAN upon receiving the Handover Command message.

2. Decision criteria

For scenario 1 of Key Issue 2, for IP flows corresponding to lost bearer(s), if ANDSF policy indicates that WLAN is preferable than the target access, then the UE can decide to move those IP flows to WLAN. Moreover, even if WLAN is not preferable to the target 3GPP access, as long as it is not prohibited, the UE can offload IP flow to WLAN to avoid service interruption. 

For scenario 2 of Key Issue 2, for IP flows corresponding to bearers accepted by the target RAN, if ANDSF policy indicates that WLAN is preferable than the target access, the UE can decide to move those IP flows to WLAN access to avoid undesired inter-RAT 3GPP PS HO.

Implementing such decision-making action can allow UE to decide which IP flow can be offload to WLAN during inter-RAT 3GPP PS HO. Specifically, for scenario 1, the UE can offload lost bearer to WLAN according to ANDSF; for scenario 2, the UE can offload one or more IP flows corresponding to already established bearer(s) to WLAN during the handover instead of doing so till handover complete, which can avoid undesirable inter-RAT 3GPP PS Handover. In the above 2 scenario, IP flow mobility is performed simultaneously with inter-RAT 3GPP PS HO and no need to wait until handover complete.
Conclusion 2: When Handover Command is received, the UE decides whether to perform WLAN offload according to the following criteria:

1) For IP flow corresponding to the lost bearer, if WLAN access is preferable to the target RAN, or even if WLAN access is less preferable to the target RAN but as long as WLAN is not prohibited for the IP flow, then the IP flow could be offloaded to WLAN.

2) For IP flow corresponding to bearer(s) accepted by the target RAN, if WLAN access is preferable to the target RAN, then the IP flow could be offloaded.
3. Bearer handling in the network
As discussed above, for scenario 1 and 2 of Key Issue 2, IP flows of lost bearer and IP flows of accepted bearer may both be offloaded to WLAN. However, current bearer handling mechanism for the two kinds of bearers is different:

· For lost bearer during inter-3GPP PS handover, the source MME/SGSN will initiate bearer deactivation after handover is completed. If the UE moves some or all of the IP flow carried on this bearer to WLAN, according to current specification, the PGW will perform resource release, i.e. bearer deactivation, in the source 3GPP side. Thus, there’s potential conflict between source MME/SGSN and PGW, which is depicted by Figure 1.

· For accepted bearer during inter-3GPP PS handover, resources in source 3GPP side will be released by source MME/SGSN according to current handover procedure. If some or all IP flows of an accepted bearer need to be offloaded to WLAN, it’s the PGW to perform bearer deactivation in the target side since MME/SGSN is not aware of offloading of IP flow. There’s no conflict in this case.
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Figure 1  Potential conflict of bearer deactivation during inter-RAT PS HO with WLAN offload
Therefore, the potential conflict that two procedures, one initiated by source MME/SGSN and the other by PGW, will be performed to deactivate the same lost bearer should be addressed. Possible scenarios are analyzed below:

1) If the lost bearer is default bearer and if the Delete Session Request message sent by source MME/SGSN arrives PGW before Binding Update is received from UE (suppose DSMIPv6 is used), then the PGW will delete the bearer contexts of the lost PDN connection as requested by source MME/SGSN. Thus, when BU is received subsequently, the PGW cannot recognize the HoA included in the message and the service will be interrupted. To solve this problem, the PGW can delay the deletion of the contexts of the lost PDN connection, e.g. to start a local timer upon receiving Delete Session Request while send a response message back to source MME/SGSN. And then if BU is received before expiration of the timer, PGW can be aware that the PDN connection should be transferred to WLAN; if BU is not received when the timer expires, the PGW deletes the related bearer contexts locally.

2) If the lost bearer is default bearer and if BU arrives first, the PGW will initiate resource release in source 3GPP side. When Delete Session Request is received subsequently, existing mechanism can be used to resolve this situation. 

3) If the lost bearer is a dedicated bearer, then whether Delete Session Request or Binding Update arrives first at PGW will not affect service continuity, since the IP address can be maintained as long as default bearer is not lost. So no additional mechanism is needed.

In all, if default bearer is lost during inter-RAT 3GPP PS handover, there’s possibility that session continuity cannot maintain. It’s proposed that the PGW delays the deletion of bearer contexts when receiving Delete Session Request from source MME/SGSN.

It’s for further study how the bearer is handled when network-based IFOM is used during inter-RAT 3GPP PS HO.

Conclusion 3: The PGW is responsible to release the 3GPP bearer resources subject to IP flow offloading to WLAN. When receiving Delete Session Request in case PDN connection is lost during inter-RAT 3GPP PS handover, the PGW shall wait an implementation dependent time before deletion of related bearer context(s).
Proposal

It’s proposed to add the following solution to address scenario 1&2 of Key Issue 2:

1st change

6.x
Solution X
6.x.1
Description

This solution addresses scenario 1 and 2 of Key Issue 2. This solution needs to be used in conjunction with solution for Key Issue 1.

In this solution, the UE can initiate IP flow mobility from 3GPP access to WLAN during inter-RAT 3GPP PS HO, i.e. IP flow mobility procedure can be simultaneous to the handover procedure performed in 3GPP RAT, and no need to wait until handover complete. The UE makes the flow mobility decision based on ANDSF policy, e.g. 
1) For IP flow corresponding to the lost bearer, if WLAN access is preferable to the target RAN, or even if WLAN access is less preferable to the target RAN but as long as WLAN is not prohibited for the IP flow, then the IP flow could be offloaded to WLAN.

2) For IP flow corresponding to a bearer accepted by the target RAN, if WLAN access is preferable to the target RAN, then the IP flow could be offloaded.

As soon as the above decision is made the UE initiates IP flow mobility from 3GPP to WLAN, e.g. in case DSMIPv6 is used between UE and PGW, the UE shall send Binding Update message via WLAN to PGW to move the IP flow to the WLAN. 

The PGW is responsible to release the 3GPP bearer resources subject to IP flow offloading to WLAN. When receiving a Binding Update message containing IP flow mobility option, the PGW updates the binding cache accordingly and initiate 3GPP resource release afterwards, if not released. And if Delete Session Request is received before Binding Update arrives PGW, due to loss of PDN connection during inter-RAT 3GPP PS Handover and corresponding IP flow(s) is subject to WLAN offload, the PGW starts an implementation dependent timer to guard the bearer context of the PDN connection. If BU is received before the timer expires, the PGW updates the binding cache before deletion of related bearer context(s); if BU is not received when the timer expires, the PGW deletes the bearer context(s).
NOTE 1: It’s FFS how the bearer is handled when network-based IFOM is used during inter-RAT 3GPP PS HO.
6.x.2
Impact on existing nodes or functionality

The UE needs to decide based on ANDSF policy whether to perform WLAN offload during inter-RAT 3GPP PS HO, and if WLAN offload is needed, the UE shall move certain IP flow(s) to WLAN simultaneously with the handover procedure.
The behaviour of PGW when receiving Delete Session Request needs to be modified.
2nd change

7
Evaluation of solutions

Editor's note:
this clause contains the evaluation of solutions based on the objectives.

Solution X addresses scenario 1 and 2 of Key Issue 2.

Solution X has no impact on inter-3GPP RAT mobility and mobility between 3GPP and WLAN.

Solution X has no impact on current protocol used between UE and network, or between network nodes.
Solution X has no standard impact on UE, but a note needs to be added in specification to indicate that UE can move some IP flow to WLAN based on ANDSF policy during inter-RAT 3GPP PS handover.
Solution X has impact on PGW behaviour when receiving Delete Session Request.
End of change
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