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Abstract of the contribution: this document proposes a way forward for the selection of a mechanism for NS_WLAN that satisfies the NS_WLAN requirements.

1. Discussion

TS 23.865 has documented a list of solutions for the various issues. Solutions 3 and 4 attempt to address one of the key issues of the work item, i.e. the mechanism to be adopted for WLAN selection.

Solution 3 is based purely on an enhanced ANDSF approach based on integration with HS2.0 information and PLMN information. Solution 3 has some undocumented aspects that will be detailed with additional P-CRs.

Solution 4 is based on enhancing I-WLAN specifications with ANDSF capabilities. Solution 4 also has a list of undocumented aspects and FFS.

2. Analysis

This section looks briefly at Solution #3 and Solution #4 in TS 23.865.  It looks at a number of functions that need to be supported by a device so that service can be achieved:

	Data acquisition

	Initial selection of WLAN AP
	This defines the initial criteria that defines when a device should start the “Creation of candidate data to choose from” and “Network Selection Process”.

	Reselection of WLAN AP
	This defines when the device should do a reselection and start the “Creation of candidate data to choose from” and “Network Selection Process”. 

	Creation of candidate data to choose from

	Candidate WLAN APS
	Once a list of WLAN APs has been discovered, this is a set of policies that define which WLAN Aps should be candidate for selection and which ones should not.

	Service Provider data acquisition
	This is how the device obtains the list of service providers that can be analyses and then selected.

	Network selection process

	Network Selection priority
	This consists of 2 criteria:

1. Which Service Provider (SP)  (PLMN) takes preference over which other SP

2. Where the SP information is provisioned within the device.

	Other Criteria

	Handling Legacy 3GPP releases
	Considers how the device behaves if it receives ANDSF information from a Pre-release 12 ANSDF server.

Also considers access to non HS2.0 AP’s

	Specification behavior changes
	Ramifications on specifications


2.1
Solution #3

Is split into 3 section, the 1st being an overview section followed by a section on creating the candidate WLAN  into an overview section and then 2 detailed selections.  

	Initial selection of WLAN AP
	Active rule.  There is always at least one active rule in the device.  Active rules define the behavior of the selection.

	Reselection of WLAN AP
	As and when a new rule becomes active and true.

	Creation of candidate data to choose from

	Candidate WLAN APS
	UE compares the available (discovered) WLANs against the preferred WLANs in the active ISMP / ISRP rule and determines the list of available WLANs that best match the preferred. This determination takes into account all preferences in the active ISMP / ISRP rule, including realms, OUIs, etc

Summary ANDSP ISMP/ISRP based.

	Service Provider data acquisition
	ANQP

	Network selection process

	Network Selection priority
	1. UE uses the list of preferred Service Providers (e.g. PLMNs) provided by the home operator. Summary – not sure if HPLMN (Home service Provider), RPLMN (Registered Service provider) or some other SP would be highest from the candidate list of WLAN Aps.

2. The service provider information is stored within ANDSF.  Not sure if this SP information is specific to an Active Rule or is the SP data same for all rules?

	Other Criteria

	Handling Legacy 3GPP releases
	It is not clear the behavior of the UE would be if it received an ANDSF policy from a Release 11 ANDSF.

Access to legacy hotspots is not considered.  Even if ANDSF policy is still valid how does the device obtain SP information from non HS2.0 AP’s?

	Specification behavior changes
	ANDSF functionality is changed 

· from being an optional function that describes how IP flows to be routed.

· to an mandatory element that describes how network selection should be performed. 


2.2
Solution #4

	Initial selection of WLAN AP
	Same as Solution #3 however if no active rule is present and  IWLAN MO is present it can be used.  In the later case the initial selection of the WLAN AP is left to implementation.

	Reselection of WLAN AP
	A new rule becomes active and is true.

	Creation of candidate data to choose from

	Candidate WLAN APS
	Same as Solution #3 if active rule is present.

Optionally IWLAN MO

	Service Provider data acquisition
	ANQP (3GPP container)

RFC 4284

Direct tunneling

	Network selection process

	Network Selection priority
	1. UE uses the list of preferred Service Providers (e.g. PLMNs) provided by the home operator however the priority is defined by SA1. Summary –HPLMN (Home service Provider), RPLMN (Registered Service provider) or some other SP would be highest from the candidate list of WLAN Aps.

2. The SP is stored either: 

a. Same as solution #3;

b.  In the USIM; 

c. In Management object (IWLAN MO / HS2.0)

	Other Criteria

	Handling Legacy 3GPP releases
	It is not sure what the behavior of the UE would be if it received an ANDSF policy from a Release 11 ANDSF.

Access to legacy hotspots is considered.  Support for RFC4284, enhanced ANQP and other proprietary methods is supported.

	Specification behavior changes
	If ANDSF is used then ANDSF functionality is changed 

· from being an optional function that describes how IP flows to be routed.

· to an mandatory element that describes how network selection should be performed. 

IWLAN MO is not changed.


2.3
Analysis Summary

Looking at the analysis of the 2 solutions that currently exist there are very minor differences which can be summarized below

· Support for legacy AP’s that are not H2.0 compliant

· A Precise way for Service Provider / PLMN selection to be performed including Manual selection.

· Legacy forms of provisioning (e.g. USIM, IWLAN MO) Operator Preferred PLMN list.

3. Proposed Approach

3.1
Issue #1

3.3.1
Background

HS2.0 defines a mechanism by which a WLAN UE can obtain information from the AP to determine if an AP is a candidate AP for Service Provider selection.  However the roll out of HS2.0 will take time.  An operator may 

a) upgrade all of their AP’s to HS2.0 capability

b) upgrade some of their Aps to HS2.0; or

c) upgrade none

It can be expected that a WLAN UE will encounter a) – c) above so a WLAN UE must support other mechanisms to determine if an AP is a candidate AP and what service providers offer service behind the AP.

3.3.2
Proposal

The WLAN UE supports other mechanisms to determine if an AP is a candidate AP for service provider selection and alternative mechanisms to retrieve service provider information e.g. those supported by the Broadband Alliance.

WLAN UE should support RFC4284 for BBA access, ANQP procedures as defined in HS2.0 and the ability to determine if the Home Service provider can be reached behind an AP.

3.2
Issue #2

2.2.2
Service Provider Selection

2.2.2.1

Background

Home Service provider traditionally has relationships with two types of operators:

a) Equivalent Home Service Providers
In today’s environment large operators have usually come together as a consolidation of smaller operators.  However due to the nature of subscriptions and how operators / users are known to the external environment a Home operator could be identified by numerous identities e.g. 

a. cellular environment multiple country codes and or network codes, 

b. internet environment multiple domain names

b) Preferred Service Providers
These are operators that the Home operator has a roaming agreement with.  When there are multiple Preferred Service Providers in a geographical area there will be some preference give to a Preferred Service Provider based on commercial agreements.  
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2.2.2.2

Proposal

A Home service provider must be able to provide to a device 

a) equivalent home service provider identities so that the device can obtain service from the home provider to reduce operational costs.

b) Preferred Service provider identities in an ordered priority.

3.1
Issue #3
This is a stage 3 data provision issue and has not been addressed in this contribution
PROPOSED CHANGES
6.3


Solution #3: WLAN Selection Based on ANDSF Rules

6.3.1
Overview

This solution describes how a UE selects a WLAN access network (out of many available) based on the preferences included in the “active” ISMP or ISRP rule in the UE. The “active” ISMP / ISRP rule is the rule applied by the UE.
The solution is characterized by the following:

1. The UE (re-)selects a WLAN based on provisioned ISMP / ISRP rules. The WLAN (re-)selection procedure is triggered in the UE after an ISMP / ISRP rule becomes active.

Editor’s Note: How the UE determines the “active” ISMP / ISRP rule is FFS. So, whether the UE prefers HPLMN or VPLMN rules is FFS. 

2.  The WLAN selection in the UE is based on the existing enhanced ISMP / ISRP rules. The enhanced ISMP / ISRP rules can include not only SSID preferences but also additional preferences such as realms (i.e. preferred service providers), OUIs, available backhaul bandwidth, connectivity capabilities, etc. The UE can discover the supported realms, bandwidth and other properties of HS2.0 capable WLANs by means of HS2.0 discovery mechanisms (e.g. ANQP). 

An example of an enhanced ISRP rule is shown below. This example is only provided to aid the understanding of the proposed WLAN selection procedure.

Example of enhanced ISRP rule:

· Rule Priority 1: Flow distribution rule for NSWO: Route traffic from YouTube application the following prioritized accesses:

· Access Priority 1: WLAN, SSID = “myOperator”

· Access Priority 2: WLAN, any SSID, realm = “example1.com”, minimum backhaul bandwidth = 1000 Kbps

· Access Priority 3: WLAN, any SSID, realm = “example1.com”

· Rule Priority 2: Flow distribution rule for IFOM: Route traffic to IMS APN to the following prioritized accesses: 
· Access Priority 1: WLAN, any SSID, realm = “example2.com”

· Access Priority 2: 3GPP access

3. The WLAN UE selections a service provider as described in section 6.3.2.2. 

6.3.1.1
Example Access Network Candidate list generation
The proposed WLAN selection procedure (see section 6.3.2) requires the UE to identify the Access Network Candidate list that best match the active ISMP / ISRP rule. This section explains how the UE can determine these WLANs (the details should be specified by stage-3). 
Assume a UE has the following active ISRP rule. Note that a Preference value is assigned to each preferred access network in the rule. The smaller the Preference value of an access network, the more preferred this access network is. The Preference value is not included in the active rule but is derived by the UE.

Editor’s Note: Whether the UE derives the Preference values as indicated below (i.e. from the Rule Priority and the Access Priority) or with another method is FFS.

· Rule Priority 1: Flow distribution rule for NSWO: Route traffic from YouTube application the following prioritized accesses:

· Access Priority 1: WLAN, SSID = “myOperator” (Preference 101)

· Access Priority 2: WLAN, any SSID, realm = “example1.com”, minimum backhaul bandwidth = 1000 Kbps (Preference 102)

· Access Priority 3: WLAN, any SSID, realm = “example1.com” (Preference 103)

· Rule Priority 2: Flow distribution rule for IFOM: Route traffic to IMS APN to the following prioritized accesses: 
· Access Priority 1: WLAN, any SSID, realm = “example2.com” (Preference 201)
· Access Priority 2: 3GPP access
Assume also there are the following WLAN networks available:

· WLAN-1: 

· SSID = “free-hotspot”

· Realm = “example2.com”

· WLAN-2: 

· SSID = “myOperator”

· minimum backhaul bandwidth = 500 Kbps

· WLAN-3: 

· SSID = “dummyX”

· Realm = “example1.com”

· minimum backhaul bandwidth = 500 Kbps

· WLAN-4: 

· SSID = “dummyY”

· Realm = “example1.com”

· minimum backhaul bandwidth = 2000 Kbps

Triggered by the active ISRP rule, the UE discovers the available WLAN networks and, for each one, the UE determines the matching Preferences:

· WLAN-1: 

· Matches Preference 201

· WLAN-2: 

· Matches Preference 101

· WLAN-3: 

· Matches Preference 103

· WLAN-4: 

· Matches Preferences 102, 103

The UE then selects the candidate WLAN network that matches the Preference with the smallest value. This is the WLAN access network that best matches the list of preferred access network in the active ISMP / ISRP rule. In the above example, the UE will select WLAN-2. Note that the value of each Preference indicates the relative importance of a WLAN access network with respect to the others. Preference 101 has the highest importance as it corresponds to the flow distribution rule with Rule Priority 1 and Access Priority 1.

It is possible that multiple candidate WLANs best match the preferred WLANs in the active ISMP / ISRP rule. The UE behavior is this case is described in section 6.3.2.

6.3.2
WLAN Selection Based on ANDSF Rules

The proposed WLAN selection procedure is described below: 
6.3.2.1.
Access Network (WLAN) Candidate list generation
First, the UE compares the available (discovered) WLANs against the preferred WLANs in the active ISMP / ISRP rule and determines the candidate list of available WLANs that best match the preferred WLANs (section 6.3.1.1 specifies how this can be done). This determination takes into account all preferences in the active ISMP / ISRP rule, including realms, OUIs, etc.
During power-up the UE is not registered to a PLMN over any access and thus (according to the current specifications) it has no active ISMP / ISRP rule. However, in order to enable WLAN selection with the enhanced ISMP / ISRP rules during power-up, one of the ISMP / ISRP rules provisioned by the HPLMN can be considered active during power-up. This way, the WLAN selection procedure described above can also be applied during power-up.

6.3.2.2
Service Provider Selection Functionality
6.3.2.2.2
General
1. The UE:
a. When there is only one candidate WLAN that best matches the preferred WLANs, the UE selects this WLAN and a Service Provider as specified in sub-section 6.3.2.1.3..

b. When there are multiple candidate WLANs that best match the preferred WLANs, the UE selects one out of these multiple WLANs by determining which one supports interworking with Service Provider selection as specified in sub-section 6.3.2.1.3. 

· 

2. If the UE has to perform EAP-AKA authentication over the selected WLAN network (the one selected in the previous step). The UE constructs the NAI that corresponds to the Service Provider as selected  as specified in sub-section 6.3.2.1.3.

· 
3. 

6.3.2.2.3
Service Provider Selection
The UE shall select from a list of provisioned service providers a service provider in the following order:
1) the home service provider or its equivalent; or
2) the most preferred Service Provider if the home service provider or its equivalent is not available; or

a)
if a preferred Service Provider is not available the WLAN UE behaviour is implementation specific.
6.3.2.2.4
Provisioning requirement

It shall be possible to provide 

1) a list of Service Providers that are equivalent to the Home Service provider; and 

2) an ordered set of preferred service providers to the WLAN UE.  
6.3.2.2.5
Data Acquisition

In order to obtain Service Provider data the WLAN UE shall support the following mechanisms:

a) Solicitation of Service Provider data using 802.11 mechanism; 

b) Solicitation of Service Provider data using IETF mechanisms and

c) If allowed by operator policy, to determine if the AP can provide access to the Home Service Provider or an equivalent Home Service provider.

Service Provider data shall only be used for service provider selection from Candidate AP’s.
� These 3 paragraphs are direct copy from the Qualcomm ATT paper with the same title.
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