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Abstract of the contribution: the contribution contains a proposal aimed at defining a solution for the selection of a WLAN network based on ANDSF and leveraging HS2.0 functionality.
1. Discussion
This proposal is not based on the use of I-WLAN procedures (TS 23.234 and TS 24.234). In this proposal, ANDSF is enhanced to provide the following:

· Inclusion of HS2.0 MO in ANDSF rules in order to enable using the information of the HS2 MO that the device can discover according to HS2.0 mechanisms while defining complex rules that leverage the ANDSF MO and that are not defined in HS2.0. The details are outside the scope of this paper, and other papers are provided on the subject. 

· Enable operators that do not desire to deploy I-WLAN and provide I-WLAN configuration information to the UEs to still provide information to the UE to perform the selection of the appropriate PLMN or service provider.

· The proposal also describes how the solution works should an operator decide to provide the I-WLAN MO

1.1 Comments on I-WLAN Procedures

The reasons why I-WLAN procedures (TS 23.234 and TS 24.234) are not considered in this proposal include:

· Scarce availability of I-WLAN networks and device implementations, coupled with the growing popularity of Hotspot 2.0 for WLAN access points. 

· 23.234/24.234 does not solve the key issues since it does not allow to factor into the selection of the WLAN AN on which to perform PLMN selection the set of rich criteria that ANDSF and HS 2.0 enable, and would require considerable changes in order to enable a more intelligent selection of the candidate WLAN AN based on rules defined based on ANDSF validity conditions, traffic identification, etc. and Hotspot 2.0 information elements and mechanisms

· 23.234/24.234 were designed considering specific type of connectivity, the solution designed for NS_WLAN must work independently of the mechanisms used to gain connectivity to the 3GPP core network (e.g. S2b, S2c or S2a)

For this reason, the proponents believe that a solution from R12 solely based on HS2.0 and ANDSF would more efficiently achieve the goal of solving the key issues. Some components of such procedure can be re-used and integrated into ANDSF mechanisms, as appropriate and described below.

1.2 Assumptions

This proposal assumes that when a match occurs between the filter in the active ISRP rule and a specific traffic/application/domain, the ISPR rule does not trigger the UE to reselect to a different WLAN AN due to the match of the filter in order to avoid possible multiple reselections (e.g. due to different types of traffic matching different criteria at different times, and having different WLAN ANs associated with the preferences). We believe it is instead more realistic to ensure that the UE at the time of WLAN connection selects a WLAN AN that matches a set of operator rules (e.g. load, venue, etc.), and later the UE routes the traffic based on ISRP rules that are active without changing the WLAN AN. We believe it is more realistic to enable the operator to provide conditions that trigger the UE to change the WLAN AN based on non-traffic related criteria, such as time of day, etc. (see key issue #5).

2. Proposal
It is proposed that the following solution is captured in the TS. The proposal does not address how ANDSF MO and HS2.0 MOs are integrated or interwork. It is assumed that some form of integration is present. The topic is discussed in separate papers.
START OF CHANGES
6.X Solution X: WLAN Selection Based on ANDSF and Hotspot 2.0

6.x.1
Functional Description
The solution defines a mechanism based on two steps:

· Step 1: WLAN AN selection 

Select the preferred WLAN AN based on the ANDSF rules provided by the operator  under the conditions (e.g. time, venue, etc.) contained in the rules in order to leverage the ANDSF ability to define complex/descriptive rules, Hotspot 2.0 mechanism and information elements, and ANQP elements

· Step 2: Service Provider Selection

Once a WLAN AN has been selected based on the previous points, select the highest priority service provider (e.g. a PLMN in case of EAP-AKA authentication) to authenticate with based on Network Selection Information provisioned in the UE.

The following describes the two steps and the remaining components of the solution. 

< ADD FIGURE>

6.x.1.Step 1: WLAN AN Selection

The UE uses ANDSF rules together with HS2.0 information to enable the definition of (lists of) preferred WLAN ANs. This allows operators to define rules with complex validity conditions (e.g. including venue name, BSS load, etc.) and to use information discovered through HS2.0 to verify the validity conditions. 

This can be achieved either by: 

· Defining a new set of policies (e.g. WLAN Access Network Selection Policies – WANSP) that are evaluated before ISRP and ISMP and meant to enable a device to (re)select the WLAN AN based on the rule conditions, or

· enhance ISMP and ISRP with HS2.0 information in order to have intelligent rules to select the WLAN AN (e.g. based on conditions such as time, location, etc.), and restricting such conditions to “non-traffic” conditions (i.e. APN, IP flow, application, etc). No rules are defined that trigger the UE to reselect to a different WLAN AN due to the specific traffic in the device.
In this solution, policies are modified so that the operator can indicate OIs and Service Providers (identified by the corresponding realms) in addition to SSIDs to identify specific WLAN ANs. 

The result of this step is a (list of) WLAN ANs on which Service Provider selection is performed (step 2).
6.x.1.2 Step 2: Service Provider Selection (Step 2)
The UE uses the list resulting from step 1 to perform Service Provider selection based on Network Selection Information provisioned in the UE
Specifically, an example of the procedure that the UE follows is described below (details must be decided by stage 3):

· If the WLAN AN selected at step 1 supports HS2.0, then the device uses the information obtained in ANQP queries (e.g. list of supported service providers) to identify the supported service providers. If HS2.0 is not supported, other mechanisms can be used (e.g. the device could discover the list of supported PLMNs using EAP, e.g. as currently defined in TS 24.234, but this is FFS and for stage 3 to define)
· Based on the information discovered, the UE compares the supported service providers it has discovered with the list of service providers configured in the UE by the operator as described below. When the device uses EAP-AKA for authentication based on the credential it uses, the UE chooses a service provider to authenticate with and to decorate the NAI appropriately.  

· the sequence of steps based on the priority of lists of preferred networks can be based on the relevant steps defined in 24.234 for PLMN selection. The details would have to be defined in stage 3.

The network selection logic defined in HS2.0 specifications is not used. 

Note 1: 
The mechanism for network selection defined in HS2.0 are very specific to use cases where service providers are not 3GPP operators, and do not cater for the specific scenarios in the scope of NS_WLAN.

6.x.1.3 Preferred Network Information Provisioned in the UE

The solution proposes two alternatives:

1. Option 1: Operators that choose not to provision any PLMN information in the USIM or through the I-WLAN MO (TS 24.235), instead provision the network information to the UE in the ANDSF MO. 
· Such network information can contain lists of PLMNs, lists of Service Providers or OIs and the operator adds lists of such identifiers and the relative priority in appropriate lists in the HS2.0 MO (or portions of it contained in the ANDSF MO). The operator provides such list(s) in order of priority. 
· Multiple ways can be considered to add such network information. As an example, if the operator wants to provision a list of operator preferred PLMNs to the UE, one way to achieve this is by adding PLMNs to the HS2.0 MO in the list of preferred service providers (e.g. by formatting the SP realm based on the PLMN ID). In this example, when a device using EAP-AKA for authentication based on the 3GPP credentials needs to verify the supported PLMNs, the UE verifies the PLMN identity versus the list of realms contained in the HS2.0 MO (or portions of it contained in the ANDSF MO).
Note 2: 
Whether the operator provides separate ISMP and ISRP rules for each PLMN or service provider identity and defines different rules priority, or the operator provides lists of PLMNs/service provider information (ordered with descending priority) in each ISMP/ISRP rule is FFS and is a detail to be defined by stage 3.

· The Network Selection Information (e.g. PLMN list) applies only to the selection of WLAN access (i.e. applies only to rules where “Access Technology Type = WLAN.” It does not apply to 3GPP RATs.

2. Option 2: If the operators decide to provision PLMN information to the UE in USIM or through the I-WLAN MO (TS 24.235), it is expected that the operator does not provision the PLMN-related information in the ANDSF MO. In this case, when performing the PLMN selection, the UE applies the Network Selection procedure in step 2 based on the WLAN AN selected at step 1 considering as input the information provisioned in the USIM or through the I-WLAN MO.
In order to enable users to define user-controlled lists to identify priority of different networks, the users are allowed to create a list of user-preferred PLMNs. The list can be stored in the User Controlled PLMN Selector for I-WLAN access. If such list exists, the Network Selection procedure shall consider it in option 1 above.
Note 3: 
it is FFS how to implement manual network selection based on user input.

6.x.1.4 HPLMN Control of PLMN Selection for WLAN

In order to respect SA1 requirements dictating that PLMN selection must be under the sole control of the HPLMN, the solution needs to avoid that the VPLMN influences the PLMN selection through the VANDSF information. This solution proposes that when PLMN selection for WLAN is based on ANDSF, HANDSF policies take precedence over VANDSF policies. This solution is based on the concept that network selection (e.g. PLMN) for WLAN is based on ANDSF mechanisms and that the operator indicates to the UE that the HPLMN ANDSF takes priority over any other ANDSF MO that the device may have.

Note 4: 
How the HPLMN indicates such priority to the UE is left to stage 3 to define. E.g., the operator can indicate the priority in the HPLMN ANDSF MO or during the delivery of the HPLMN ANDSF MO.

In this way, the PLMN selection for WLAN is based solely on information provided by the HPLMN.
6.x.1.5 PLMN Selection for WLAN at Start Up

ANDSF rules have a PLMN identity associated with the validity conditions. If the device is not already registered in any PLMN over a 3GPP access link, with current specifications no ANDSF rules would be active.

Since the solution proposes that HANDSF policies take precedence over VANDSF policies when PLMN selection for WLAN is based on ANDSF, the solution proposes that the when the UE is not registered on any PLMN over cellular, the UE considers the rules associated to the HPLMN identity as active when all the other validity conditions are also true. 

This allows a device that is powering up for the first time to be able to use the relevant ANDSF policies, i.e. the HANDSF policies, to perform PLMN selection.

6.x.2
Impacts on existing nodes or functionality

The UE and the ANDSF server must support any modifications to the ANDSF MO (TS 24.312) and ANDSF mechanisms defined for this solution (TS 24.302).

6.x.3
Evaluation

The solution does not require modifications to the I-WLAN procedures and therefore has standards impact only on solutions defining ANDSF mechanisms (TS 23.402, TS 23.402, and TS 24.312).

The solution does not require operators to deploy I-WLAN solutions and to configure the UE according to I-WLAN mechanisms. The solution however allows an operator to configure the UE with USIM information or the I-WLAN MO as defined in I-WLAN mechanisms.

The solution is in line with SA1 requirements dictating that PLMN selection shall be under control of the HPLMN.
The solution does not require the modification of the HS2.0 management object in order to define complex/rich rules for the selection of preferred WLAN ANs.
6.x.3.1 Applicability to Key Issue #1

In order to address key issue #1, the assumption is that Service Provider Realms and OUIs (as defined in HS 2.0) are allowed in R12 ANDSF policies. This is similar to solution #1 currently captured in the TR.

6.x.3.2 Applicability to Key Issue #2

In order to solve key issues #2, the solution is based solely on the use of the HS2.0 management object appropriately integrated in the ANDSF policies. If the operator decides to provision PLMN configuration information in the USIM or with the I-WLAN MO, the solution describes a mechanism for reusing such information in ANDSF. 
6.x.3.3 Applicability to Key Issue #5

In order to address key issue #5, the solution proposes that the policies used to select a WLAN AN also use existing (and possibly new) ANDSF MO leaves to define conditions (such as time, location, etc.) under which a specific WLAN AN should be selected. Such policies enable a device to change the WLAN AN it is connected to based on such conditions. 

6.x.3.4 Applicability to Key Issue #3

With the proposed solution, the device never performs the I-WLAN procedures (i.e. 23.234/24.234). The solution supports the WLAN AN selection and the selection of the PLMN used to authenticate and obtain connectivity both when the device is already connected to cellular, and when the device is powering up in WLAN with no cellular connectivity. 

6.x.3.5 Applicability to Key Issue #4

By defining a new set of policies integrating and re-using the HS 2.0 MO in the ANDSF policies, rules based on WLAN BSS load, backhaul network speed, and other parameters can be defined by the operator.

6.x.3.6 Applicability to Key Issue #6

This solution does not directly address key issue #6, for which however a solution has already been captured in the TR.

6.x.3.7 Applicability to Key Issue #7

Similarly to issue #4, by defining a new set of policing integrating and re-using the HS 2.0 MO in the ANDSF policies, rules based on WLAN Access Network Type and Venue information can be defined by the operator.

6.x.3.8 Applicability to Key Issue #8

Similarly to issue #4, by defining a new set of policies integrating and re-using the HS 2.0 MO in the ANDSF policies, rules based on Connection Capability of the ANDSF policies can be defined by the operator.
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