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1. Overall Description:

SA2 thanks SA5 for its input on the LS related to charging requirements for traffic redirection.
After consideration, SA2 has determined that charging for the traffic redirected by the PCRF can be implemented as follows:
1. An ADC rule with a specific charging key need to be defined for the uplink traffic redirected to the Controlled Address. 
2. For every application, there need to be at least two charging keys applicable assigned by the PCRF: one for application's traffic which is not redirected, and the other one for redirected uplink's traffic. When redirection occurs or stops, the charging key changes and the OCS is informed correspondingly. 
3. During the redirection, the downlink traffic from the non-Controlled Address that is associated with an application whose uplink traffic is redirected to a Controlled Address will be blocked. 
4. The traffic from/to the Controlled Address is captured by an ADC rule with the same specific charging key (note: this may also be the same ADC rule as in Step 1). It is SA2’s assumption that a single ADC rule per Controlled Address is sufficient and that all traffic from/to the Controlled Address can be handled together (even if it belongs to different applications).

Additionally, redirection instruction received from the OCS in terms of Controlled Address where uplink traffic is redirected to, shall take precedence over redirection instruction, received from the PCRF.

The corresponding requirements are reflected in the TR 23.800 v1.1.0 (attached).

In addition, on the following question received from SA5:

1. For charging, it is necessary to understand some characteristics of the downlink traffic. For example, what happens to the downlink traffic from the non-Controlled Address that is associated with an application whose uplink traffic is redirected to a Controlled Address? Is it dropped or passed?
As per previous answer, the downlink traffic from the non-Controlled Address that is associated with an application whose uplink traffic is redirected to a Controlled Address must be blocked. 
2. Actions:

To SA5 group:

ACTION: 
SA2 asks SA5 to consider the information provided above.
3. Date of Next SA2 Meetings:
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