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Abstract of the contribution: the contribution discusses an issue related to SaMOG connectivity not yet captured in the TR that impacts the NS_WLAN problem statement and that needs to be addressed in order to enable the solution designed by NS_WLAN to cater for all types of connectivity over WLAN, including SaMOG.
1. Discussion
For the sake of simplicity, we can describe the WLAN Network Selection defined so far in 3GPP (i.e. I-WLAN Network selection specified in 23.234/24.234) as consisting of two steps:

· access network and authentication selection: this corresponds to selecting the appropriate/preferred WLAN Access Network (that comes down to the selection of an AP) that allows the UE to authenticate with the WLAN AN using the UE credentials (i.e. typically the HPLMN credentials), and

· connectivity selection: Selecting the network in such a way to obtain the required connectivity.

With WLAN connectivity to EPC defined in Rel.8 to Rel.10 (i.e. 23.402 mechanisms for S2b and S2c, and I-WLAN mechanisms in 23.234), the second step corresponded to discovering and establishing connectivity to either an ePDG (for S2b case) or a PDN GW (for S2c), etc.

In addition, considering 23.234/24.234, the “access network and authentication” selection consisted of two actions, interrelated to each other:

· Selecting a specific WLAN AP (or a list of WLAN APs depending on the WSIDs) on which to perform PLMN selection, and

· Selecting the PLMN to be used to authenticate the UE.
An important aspect that needs to be considered in NS_WLAN is the SaMOG connectivity over WLAN. 

With SaMOG, the two steps described above are effectively merged into one. In other words, when the UE performs the selection of a specific WLAN AP, it automatically selects also the network that the UE will connect to depending on the roaming and interconnectivity agreements. Now, in current WLAN network selection (e.g. 23.234/24.234) the UE strives at selecting the PLMN that allows the UE to authenticate using its credential and that gives access to the HPLMN. That was fine for the scenarios considered when 23.234 and 24.234 were designed. 

However, considering SaMOG (especially phase 2), we need to be careful of a key point: the roaming agreements for authentication over WLAN are not necessarily corresponding to the roaming agreements related to traffic connectivity. In other words, even if the HPLMN allows the UE to authenticate with a certain WLAN AN, it does not mean that the UE can obtain SaMOG connectivity to the desired PLMN from that WLAN AN:

· If connectivity between the WLAN AN and the HPLMN is desired, the WLAN AN may unfortunately not support SaMOG, and therefore and S2a interface cannot be established with the HPLMN. 

· Note: we believe we can safely assume that if the WLAN AN that allows authentication with the HPLMN supports SaMOG, then S2a can be established from the WLAN AN to the HPLMN.

· If we need connectivity between the WLAN AN and the VPLMN that the UE is connected to over the cellular link, even if a WLAN AN allows the UE to authenticate itself using the HPLMN credential, it does not mean that SaMOG connectivity is possible towards the cellular VPLMN.

· Note: a typical example why we need connectivity between the WLAN AN and the EPC of the VPLMN the UE is connected to over the cellular link is when a PDN connection is connected in LBO. 

Figure 1 is an example showing that any mechanisms not considering that the two steps are merged into one lead to issues.
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Figure 1
In figure 1, APs from SP1, SP2 and SP3 have roaming agreement with HPLMN (i.e. UE can use HPLMN credentials to authenticate), therefore any of them can be chosen by the UE from a point of view of which SPs can be selected by the UE based on the ability to authenticate with the HPLMN. As a matter of fact, if I-WLAN procedures were implemented, if one of these advertised the HPLMN priority indicator, the UE would give priority to that AP. Let’s assume however that only SP2 has agreement for S2a connectivity with VPLMN. A typical example of this is a country where there is a VPLMN cellular operator with which the HPLMN has roaming agreement for cellular. Also, in such country there are three SPs with which the HPLMN has roaming agreement. Two of these SPs (SP1 and SP3 in Figure 1) are generic service providers for WLAN connectivity only (i.e. they are not 3GPP networks) and have no agreement with the VPLMN cellular operator to have interconnection with the EPC of the VPLMN, whereas the third one (SP2) is a 3GPP operator or/and has the ability to connect with the VPLMN EPC. Let’s assume also that the UE has a PDN connection in LBO (i.e. PDN GW is in VPLMN) before connecting to WLAN, and that the UE needs IP address continuity. In such scenario, if the UE selects SP2 AP based on policies in the UE that indicate SP2 AP as higher priority, then the UE cannot achieve IP address continuity. If the UE instead selects SP1 AP based on policies in the UE, then the UE can achieve IP address continuity.

For UEs that connect over WLAN using SaMOG and that require IP address continuity, it would be beneficial for the UEs to select the WLAN AN also based on the ability to establish EPC connectivity to the desired network (i.e. the VPLMN in case of Figure 1. 
2. Proposal
It is proposed that the following key issue is captured in the TS. 
START OF CHANGES
5.X
Key Issue #X: Type of Connectivity Provided over WLAN
5.X.1
Description

NS_WLAN is considering a set of scenarios for the selection of WLAN ANs based on a variety of criteria. 

For SaMOG connectivity in SaMOG phase 2, a service provider providing WiFi access may establish a set of roaming agreements for authentication over WLAN with a first set of 3GPP operators, whereas it may establish agreements related to traffic connectivity with a different set of 3GPP operators. In such cases, even if the HPLMN allows the UE to authenticate with a certain WLAN AN using the HPLMN credentials, it does not mean that the UE can obtain SaMOG connectivity to the desired PLMN from that WLAN AN:

· If connectivity between the WLAN AN and the HPLMN is desired, the WLAN AN may unfortunately not support SaMOG, and therefore and S2a interface cannot be established with the HPLMN. 

Note 1: it is assume that if the WLAN AN that allows authentication with the HPLMN supports SaMOG, then S2a can be established from the WLAN AN to the HPLMN.

· If the UE needs connectivity between the WLAN AN and the VPLMN that the UE is connected to over the cellular link, even if a WLAN AN allows the UE to authenticate itself using the HPLMN credential, it does not mean that SaMOG connectivity is possible towards the cellular VPLMN.

Note 2: a typical example why we need connectivity between the WLAN AN and the EPC of the VPLMN the UE is connected to over the cellular link is when a PDN connection is connected in LBO. 
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Figure X.1
An example of scenario is provided in figure 1. APs from SP1, SP2 and SP3 have roaming agreement with HPLMN (i.e. UE can use HPLMN credentials to authenticate), therefore any of them can be chosen by the UE from a point of view of which SPs can be selected by the UE based on the ability to authenticate with the HPLMN. As an example, if I-WLAN procedures were implemented, if one of these advertised the HPLMN priority indicator, then the UE would typically give priority to that AP. In this example it is assumed that only SP2 has agreement for S2a connectivity with VPLMN. A typical example of this is a country where there is a VPLMN cellular operator with which the HPLMN has roaming agreement for cellular. Also, in such country there are three SPs with which the HPLMN has roaming agreement. Two of these SPs (SP1 and SP3 in Figure 1) are generic service providers for WLAN connectivity only (i.e. they are not 3GPP networks) and have no agreement with the VPLMN cellular operator to have interconnection with the EPC of the VPLMN, whereas the third one (SP2) is a 3GPP operator or/and has the ability to connect with the VPLMN EPC. Let’s assume also that the UE has a PDN connection in LBO (i.e. PDN GW is in VPLMN) before connecting to WLAN, and that the UE needs IP address continuity. In this example, if the UE selects SP2 AP based on policies in the UE that indicate SP2 AP as higher priority, then the UE cannot achieve IP address continuity. If the UE instead selects SP1 AP based on policies in the UE, then the UE can achieve IP address continuity.

5.X.2
Required Functionality

In the scenario of this key issues, the operator may desires for UEs that connect over WLAN using SaMOG and that require IP address continuity to select the WLAN AN also based on the ability to establish EPC connectivity over the selected WLAN AN to the desired network (i.e. the VPLMN in case of Figure 1). The operator may also desire to provide to the UE policies  that guide the WLAN AN selection in order to consider the type of connectivity available over a (list of) WLAN AN(s).
END OF CHANGES
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