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Introduction
The description for Group based messaging using cell broadcast currently states that it is assumed that the solution for Release 12 version on applies to the non-roaming case. This document argues that for relevant use cases, roaming can be supported based on commercial agreements. This also implies that the FFS can be removed.

The use case for Group based messaging

The predominant use case for Group based messaging based on cell broadcast assumes that there is a concentration of MTC Devices in a particular area. Examples are e.g. Smart City scenarios (taxis, street lights, garbage collection, sensors, …), smart metering, vending machines, et cetera. When there is a significant concentration of a devices from an application, it becomes efficient to send out a cell broadcast message in the area where these devices are concentrated.

Furthermore, the assumption is that all devices belonging to a particular group belong to the same MTC Application owner and have subscriptions with the same mobile network operator.

Requirement for roaming in Machine Type Communications

In many cases, MTC Devices are always roaming. Even in case of stationary devices, a subscription from a foreign operator may be used (e.g. from a different operating company in an international mobile network operator group). 
The scenario needs to be supported where an international M2M operator provides group based messaging for e.g. smart metering company in country-X, whilst using subscription from its operating company from country-Y.

Roaming solution based on commercial agreements
There is no standardised roaming solution for CBS. However, in the use cases for group based messaging, it can be assumed that the HPLMN knows in which country the MTC Devices from a particular MTC Group are concentrated. The HPLMN can then set up a commercial agreement with the preferred VPLMN in that country to use its Cell Broadcast infrastructure. The HPLMN uses the same interface on the VPLMN’s CBC as other CBS customers from the VPLMN would use; the Tcb interface (see architecture figure below) becomes a roaming interface. As the CBE-CBC interface on which the Tcb is based has always been a network external interface, this does not seem to be a problem.

The MTC-IWF may select a particular CBC based on the geographic area information. As all devices in a particular MTC Group are assumed to be concentrated in a particular area, the assumption can be made that the operator knows which VPLMN and VPLMN CBC to use for that particular geographic area.   
Conclusion

In typical use cases for group based messaging, roaming can be supported through a commercial agreements between the HPLMN and the VPLMN. The HPLMN acts as CBE towards the CBC in the VPLMN.
Proposed change

8.1.3.1
Solution : Group based messaging using cell broadcast

8.1.3.1.1
 General

Cell broadcast can be used as a solution to trigger or send a message to a group of MTC devices when the geographic area in which the devices are located is known, and/or for use cases where only the subset of devices of an MTC group have to be triggered that are located in a particular geographic area. With this solution group messages may be broadcast based on a Cell Broadcast Service (CBS) / Public Warning System (PWS) type solution as specified in TS 23.041. 

Architecture

In this architecture, the MTC-IWF acts as CBE towards a CBC. The architecture re-uses existing protocols on CBC-BSC, Iu-BC and SBc to send group message to BSC/RNC/MME. 
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Figure 8.1.3.1.1-1: CBS/PWS based group messaging architecture 

Editor’s Note: The SBc interface may need to be enhanced to support group messaging. 
An alternative implementation option may be to combine the CBC and MTC-IWF. 
Sending a group message over the Tsp reference point

With this solution a group message is received by the MTC-IWF over the Tsp interface containing group identification, geographic information and group message information, optionally the applicable RATs, optionally the number of times and frequency/rate to broadcast the trigger/message. 

Indiscriminate use of cell broadcast for group messaging could potentially cause a flood of signalling when high amounts of devices respond to the cell broadcast group message at (almost) the same time, which could cause problems for both the mobile network operator and the MTC application owner. To spread the responses of the triggered devices in time, a time window over which the responses should be randomized may be included in the group message.

Group message handling in the MTC-IWF.

If the geographic area in which the devices of the group are located is known in the IWF and if the broadcast message has to be broadcasted in this whole geographic area, the geographic area information does not have to be sent over Tsp. The MTC-IWF queries the HLR/HSS to map the external group identification received over the Tsp interface into an internal cell broadcast group identity. The MTC-IWF may also interrogate appropriate HLR/HSS to select proper CBC node to transmit the group message. CBC can also be configured in the MTC-IWF.
The MTC-IWF optionally adds a time window for randomization in the cell broadcast message body. Here, it is assumed that the MTC-IWF can override the time window for randomization of the responses that it received over the Tsp interface if deemed necessary for network protection.

The MTC-IWF sends the group message to selected CBC.
Internal cell broadcast group identity.
To address a particular MTC group the following approaches can be used for identification of an MTC group in the 3GPP operator domain:
· The cell broadcast message ID IE and,
· Optionally group identification information in the cell broadcast message body

When a dedicated message ID IE is used for group messaging, a mapping from group ID to message ID IE suffices. When multiple groups share a message ID, additional group identification information will have to be added in the message body. It is assumed that both approaches can coexist in an operator deployment. The cell broadcast architecture already contains functionality that allows UEs configured to listen/ not listen to a particular cell broadcast channel and/or cell broadcast messages with a particular message ID to ignore a message. 

Group message handling in the CBC

The target location/area is used by the CBC to determine the Cell Broadcast Area for the CBS/PWS type trigger broadcast. The application layer content of the group message is conveyed to the CBS/PWS infrastructure with indication of trigger application, geographic area and optionally radio access nodes, and the number of times and frequency/rate to broadcast.
Group message handling in the MTC device

With this solution, an MTC device that need to be triggered by a group trigger shall be configured to listen to the correct cell broadcast channel and with the Message ID IEs, that will be used to trigger the group to which it belongs. It is assumed that for group triggering Message IDs are used that are not used with other services, to avoid impact on UEs that do not need to be triggered by a group trigger. Processing of the message body of the cell broadcast trigger takes place to process additional group information when multiple groups share a message ID IE.

Based on the received application PDU the UE performs specific actions, e.g. generate application data or establish a connection to the SCS/AS if needed.
Editor’s Note: The UE modes (idle/active CS/PS) that can detect the group trigger/message is FFS. 
Scalability

Indiscriminate use of cell broadcast for group messaging could potentially cause a flood of signalling when high amounts of devices respond to the cell broadcast message at (almost) the same time, which could cause problems for both the mobile network operator and the MTC application owner. This should be manageable by limiting the size of the groups or the geographic area in which the broadcast message is sent. Additionally, randomization of the responses can be deployed as described above. 

There is a limitation to the capacity of cell broadcast channels. Frequent usage of cell broadcast triggering for many relatively small groups in a large geographical area may overload the cell broadcast capacity. However, an operator can easily create a pricing strategy - based on the size of the geographic area – that will give an incentive to the application owner to limit the geographic area in which the broadcast message is sent. If most broadcast messages are sent in a relatively small geographic area the capacity impact is reduced. In case multiple group messages have to be sent in a particular geographic area than the available capacity can handle, the cell broadcast system can schedule these messages at a later time (i.e. messages can be queued). Possibly a priority indication can be assigned to high priority messages to affect the scheduling.

Scalability in a Multi-Operator Sharing Scenario

There may be one shared radio access network and CBC in a multi-operator scenario. For emergency broadcast services, this situation is fine due to the low frequency and limited size of broadcast messages. In commercial services, sharing a CBC brings in the potential for competitive issues related to capacity, fair share of costs, and similar issues.

These concerns can be addressed by recognizing the commercial factors in various ways. One approach is to use the number of instances of sending a broadcast trigger and the area in which they are sent as a basis for sharing costs among the operators sharing the resource. Considering issue 2, with multiple operators using this capability, the likelihood increases that capacity limits might be reached. This can be addressed through providing larger capacity CBCs. It is assumed that when multiple operators share a CBC, that inter-operator charging is done based on messages send by the customers of an operator similar to the charging of customers of the cell broadcast services by an operator.

Editor’s Note: FFS whether the message ID space that can be used for group messaging based on cell broadcast can be divided between the network-sharing partners without restricting the usability of the approach in shared networks. 

Triggering individual MTC devices

This solution targets at triggering groups of MTC devices. Given above described charging strategy, it is assumed that triggering of individual devices using cell broadcast will not be advantageous in the majority of use cases. It is assumed that other functionality in the operator network is used to trigger individual devices and that this functionality may coexist with cell broadcast triggering of group in network deployments.

Roaming support

The HPLMN may use cell broadcast facilities from a VPLMN as per commercial agreement. The HPLMN uses VPLMN cell broadcast resources in the same way another CBE in the VPLMN would do. The Tcb interface between the MTC IWF in the HPLMN and the CBC in the VPLMN becomes an inter operator interface.
It is assumed that the HPLMN can know which VPLMN and which VPLMN CBC needs to be used for a particular geographic area.


Charging implications

It is assumed that charging of group based messaging with this solution is based on charging of group message over the Tsp interface taking into account the message size and the geographic area in which the group message has to be distributed, and optionally the number of times a message needs to be broadcast. 

NOTE:
Charging is not based on the size of the group. 

Security implications

It is assumed that security e.g. to ensure that a group message came from the real SCS is left up to the application layer.

Editor’s Note: Whether this is acceptable is FFS. This will need to be checked with SA3. 

Editor’s Note: How to control that only UEs belonging to a certain group read respective group messages if FFS
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