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Abstract of the contribution: This contribution discusses potential key issues for user plane congestion management to be included in the new TR for UPCON.

Introduction

TR 22.805 identified a number of requirements based on various use cases for user plane congestion management. In parallel to this meeting, SA1 is defining the normative service requirements for TS 22.101.

Based on our analysis, we identified the following key aspects for UPCON system enhancement: The RAN has to detect congestion, congestion has to be indicated, and congestion mitigation has to be triggered based on operator policy control. The congestion mitigation measures identified by stage-1 include traffic prioritization, traffic reduction and limitation of traffic.

1. Congestion detection

The scope of the UPCON system enhancements is to detect and mitigate RAN user plane traffic congestion. While the detection of RAN user plane congestion is functionality in the RAN, and is therefore outside the scope, SA2 should define the requirements for RAN congestion detection from a service architecture point of view. 
Therefore, for congestion detection in RAN, the following aspects should be considered:

· The timescale at which RAN congestion is of relevance for an envisioned congestion mitigation mechanisms. For example, as described in TR 23.805, short-term RAN congestion seems to occur often and may not affecting the user service quality in a significant way. On the other hand, the system must be able to react timely to relevant RAN user plane congestion.

Conclusion 1: As a result, it is suggested that SA2 will inform the RAN groups  as soon as SA2 has reached some consensus regarding what type of user plane congestion information is needed from the RAN. 
2. Congestion indication

In order to initiate user plane congestion mitigation measures, congestion needs to be indicated from the RAN entity that detects the congestion. If congestion mitigation measures are applied in the RAN only, congestion indication is a RAN-internal issue. On the other hand, if mitigation measures are also applied in the core network, or if congestion mitigation measures are triggered or dynamically controlled through policies from the core network, or if congestion triggers different charging rules, or if services need to be informed, congestion indication from the RAN towards the core network is required. 

For the indication of congestion towards the core network, the following aspects need to be considered:

· Where in the network (RAN, CN, or both) congestion awareness is required to manage user plane RAN congestion?
· How to indicate congestion, i.e. in the user plane or in the control plane?

· Which level of granularity is required to effectively mitigate congestion (e.g. per congested bearer, per congested UE, or per congested cell)?

· How often and when congestion needs to be indicated in order to “be resilient to rapid changes in the level of congestion and be responsive to them” taking also into account the balance between signalling/processing overhead and potential benefits?

· What information on the congestion status (e.g. congestion indication, severity of congestion, etc.) is required to sufficiently describe the RAN congestion situation such that the network is able to take appropriate and efficient measures to mitigate RAN congestion?

· Should the network be informed which UE is belonging to which congested cell or is it sufficient for the network to know that a UE is in any congested cell? 

Conclusion 2: As a result of this discussion, we propose to create a key issue on congestion indication, where alternative solutions need to address the aspects mentioned above.

3. Congestion mitigation

According to TR 22.805, there are different congestion mitigation methods which can be enforced in RAN, in the core network, or in both RAN and core network, or even in connected IP networks (if supported by the services). These congestion mitigation methods manage user plane traffic across a range of variables including the user’s subscription, the type of application, and the type of content. A key challenge for congestion mitigation is to support application traffic with different traffic characteristics (e.g. long-lived and short-lived traffic flows), including service data flows that cannot be efficiently mapped to dedicated bearers, without increasing the system-wide signalling overhead significantly.

For the different congestion mitigation measures, the following aspects need to be considered:

· The type of congestion mitigation measures, i.e. traffic prioritization, traffic reduction or traffic limitation.
· The location of congestion mitigation measures (e.g. in RAN, Core or PSS).

Note: 
Depending on the information available at a functional entity, different congestion mitigation methods can be applied. E.g. in the core network, which is aware of subscription information, bandwidth limitation based on user information can be applied. On the other hand, the RAN (e.g. eNB) can take real-time congestion information for short-term traffic prioritization into account.

· It should be investigated whether some congestion mitigation measures may better be located on network entities in connected IP networks, e.g. in the operator IP networks for IMS or PSS.
· The required information that are needed to effectively enforce the measure (e.g. subscription information or application type) and how this could be obtained.. 

Conclusion 3: As a result of this discussion, we propose to create a key issue on congestion mitigation, where alternative solutions need to address the aspects mentioned above.

4. Policy control

Several requirements in TR 22.805 emphasize the importance of operator policy control for congestion mitigation. In general, policy control can be realized through static policies, e.g. by means of pre-configured rules, or dynamic policy provisioning, e.g. by requesting traffic management rules according to the RAN congestion status.
For policy control, the following aspects need to be considered:

· What needs to be controlled by operator policies (e.g. parameters for mitigation measures) and what is the required granularity level (e.g. per user or subscription level)?

· Constraints of static policy vs. dynamic policy control.
· How to realize policy control depending on the location of congestion mitigation functions (e.g. in core or RAN)? 
Conclusion 4: As a result of this discussion, we propose to create a key issue on policy control, where alternative solutions need to address the aspects mentioned above.
Proposal

It is proposed to add the following key issue to the UPCON TR 23.8xy:

***************** Start of changes **********************

5
Key Issues

Editor’s Note: For each key issue identified, the clause will capture the “General description and assumptions” (sub-clause 1). Different architecture solutions to address the key issues will be documented in Clause 6.

Editor’s Note: The key issues defined in this clause are intended to help the architecture solution definition. It is not expected that all the key issues defined here are relevant for all solutions. Architecture solutions defined in Clause 6 shall clearly define which of the key issues they cover and address.
5.X.1
Key Issue #X: RAN congestion indication

5.X.1.1
General description and assumptions
In order to initiate user plane congestion mitigation measures, congestion may need to be indicated from the RAN entity that detects the congestion. Depending on the solution, different network elements need to become aware of the congestion. Some solutions may also not rely on any form of congestion indication, and thus the key issue can be omitted.
Solutions for this key issue should address the following aspects:
· Where in the network (RAN, CN, or both) congestion awareness is required?

· How to indicate congestion (e.g. in the user plane or in the control plane), between which entities and over which interfaces?
· Which level of granularity is indicated (e.g. per congested UE, per congested bearer or per congested cell)?
· How often and when congestion is indicated in order to “be resilient to rapid changes in the level of congestion and be responsive to them”?

· What information is indicated (e.g. location, severity of congestion, etc.)?
***************** Next change **********************

5.Y.1
Key Issue #Y: RAN congestion mitigation
5.Y.1.1
General description and assumptions
The congestion mitigation measures include traffic prioritization, traffic reduction and limitation of traffic. These congestion mitigation methods shall be able to manage user plane traffic across a range of variables including the user’s subscription, the type of application, and the type of content. 
A key challenge for congestion mitigation is to support application traffic with different traffic characteristics (e.g. long-lived and short-lived traffic flows), including service data flows that cannot be efficiently mapped to dedicated bearers, without increasing the system-wide signalling overhead significantly.
Solutions for this key issue should address the following aspects:

· The type of congestion mitigation measure, i.e. traffic prioritization, traffic reduction or traffic limitation. 
· The location of congestion mitigation measures (e.g. in RAN or Core, or both).

· The criteria for traffic differentiation (e.g. the user’s subscription, the type of application, or the type of content).
· The required information that are needed to effectively enforce the measure (e.g. subscription information, application type, or type of traffic – e.g. attended vs. unattended) and how this could be obtained.
***************** Next change **********************

5.Z.1
Key Issue #Z: Policy Control 

5.Z.1.1
General description and assumptions
Operators desire means to control – based on policies – how the network handles user plane congestion. This key issue addresses aspects on how user plane congestion can be controlled through operator policies. 

Solutions for this key issue should address the following aspects:

· What is controlled by operator policies (e.g. parameters for mitigation measures)?

· What is the required granularity level for the policies (e.g. per APN, per bearer, per user or per- subscription class)?

· How are policies provisioned (e.g. statically or dynamically)?
***************** End of changes **********************
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