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Abstract of the contribution:
1. Introduction
This contribution proposes the solutions for key issue 5 to support the usage monitoring for subscriber group.

2. Discussion
SA1 proposed requirements for Key issue 5 is as follows:

· The 3GPP system shall be able to monitor traffic for a group of UEs that are subscribed to share a common traffic usage allowance.
To meet the requirement and give the proposal, some terminologies are defined:

· Subscriber Group ID (SGID): A reference that is used to identify a Subscriber Group

· Subscriber Group Member List (SGML): A vector that contains the identities of all Subscriber Group members.

· Group total allowance (GTA): the allowance (volume or time based) that is assigned to a Subscriber Group by the operator. Each member of the Subscriber Group can use this allowance. 

There are two assumptions on which the solutions are designed:
Assumption 1:  Subscription Group Profile (e.g. SGID, SGML, and associated GTA) is stored in SPR/UDR.

Assumption 2:  A Centralized PCRF is needed to manage the associated GTA and the usage threshold.

Based on the two assumptions described as above, key issue 5 can be solved as below: 

When each member under the Subscriber Group accesses to the network, the network needs to select the Centralized PCRF to serve the UE access. The Centralized PCRF acquires the Subscriber Group Profile from the SPR/UDR when the IP-CAN Session for first UE of the Subscriber Group is established. The Centralized PCRF makes decision to enable the usage monitoring to the Subscriber Group, including generating monitoring key, distributing usage threshold based on the Subscription Group Profile, and provides them to the PCEF/TDF.
The PCEF/TDF performs usage monitoring based on the threshold, and reports the accumulated usage to the Centralized PCRF when the threshold is reached or when meeting the report condition. Based on the usage reporting, the Centralized PCRF makes policy decision. 
If the GTA runs out, the Centralized PCRF can terminate the session or terminate usage monitoring. Otherwise, the Centralized PCRF can continue the usage monitoring. When the session is terminated, the Centralized PCRF reports the latest remaining GTA to the SPR/UDR.

The critical of this solution is how to choose the same PCRF (centralized PCRF) for each UE sharing the Subscriber Group Profile when they access to the network. The proposed solution for centralized PCRF selection will be described in the proposal part.
3. Proposal
It is proposed to accept the potential solution into TR 23.858.
***************** First Change Starts ***************

8.3.x
Alternative Solution x – PCRF based solution

8.3.x.1
Terminology

Subscriber Group ID (SGID): A reference that is used to identify a Subscriber Group

Subscriber Group Member List (SGML): A vector that contains the identities of all Subscriber Group members.

Group total allowance (GTA): the allowance (volume or time based) that is assigned to a Subscriber Group by the the operator. Each member of the Subscriber Group can use this allowance. 

8.3.x.2
Assumptions
Assumptions 1:  Subscription Group Profile (e.g. SGID, SGML, and associated GTA) is stored in SPR/UDR.

Assumptions 2:  A Centralized PCRF is needed to manage the associated GTA and the usage threshold.

Editor notes: How to choose the centralized PCRF is described in sub-cause 8.3.x.4.
8.3.x.3
Solution Description

Based on the assumption, when each member under the Subscriber Group accesses to the network, the network needs to select the Centralized PCRF to serve the UE access. The Centralized PCRF acquires the Subscriber Group Profile from the SPR/UDR when the IP-CAN Session/TDF Session for first UE of the Subscriber Group is established. The Centralized PCRF makes decision to enable the usage monitoring to the Subscriber Group, including generating monitoring key, distributing usage threshold based on the Subscription Group Profile and provides them to the PCEF/TDF.

The PCEF/TDF performs usage monitoring based on the threshold, and reports the accumulated usage to the Centralized PCRF when the threshold is reached or the report condition is met. Based on the usage reporting, the Centralized PCRF makes policy decision. 

If the GTA runs out, the Centralized PCRF can terminate the session or terminate usage monitoring. Otherwise, the Centralized PCRF can continue the usage monitoring. The Centralized PCRF reports the latest remaining GTA to the SPR/UDR when the session is terminated.


[image: image1.emf]PCEF

PCEF PCRF

3. IP-CAN session establishment request

2. attach request

5. 

profile response(

Subscriber Group Profile

)

SPR

/UDR

9. IP-CAN session establishment response

4. 

profile request

12. 

report 

Subscriber Group remain 

allowance

13.  Subscriber Group remaining 

allowance Storage

14. report response

11a

. usage report response

1. Subscriber Group 

Profile is stored in 

SPR/UDR

10a

. 

usage report

6

. 

Policy Decision

PCEF

TDF

7. TDF session establishment request

8. TDF session establishment response

11b

. usage report response

10b

. 

usage report


Figure 8.3.x.3-1:  Usage Monitoring Control for Subscriber Group
1. The Subscriber Group Profile and the Subscriber Profile of each member of the Subscriber Group are stored in the SPR/UDR.
2. The first member of the Subscriber Group attaches to the network and trigger the establishment of the IP-CAN Session.
3. The PCEF sends IP-CAN session establishment request to the Centralized PCRF. 

NOTE: 
The Centralized PCRF selection is described in sub-cause 8.3.x.4.
4. The Centralized PCRF requests the Subscriber Group Profile and the Subscriber Profile for the first member of the Subscriber Group from the SPR/UDR.

5. The SPR/UDR sends the Subscriber Group Profile and the Subscriber Profile for the first member of the Subscriber Group to the Centralized PCRF.
6. The Centralized PCRF decides to enable usage monitoring for the Subscriber Group member, including generating monitoring key, set a usage threshold based on the Subscription Group Profile.

7. If the TDF was deployed in the network, the Centralized PCRF sends TDF session establishment request to the TDF. The usage monitoring control information is included in the request message as well. 

8. The TDF returns TDF Session establishment response to the Centralized PCRF.

9. Then Centralized PCRF sends IP-CAN Session establishment response to the PCEF. the usage monitoring control information will be included in the message, if usage monitoring control function was enabled at the PCEF.
10a. The TDF performs usage monitoring based on the threshold, and reports the accumulated usage to the Centralized PCRF when the threshold is reached or the report condition is met.

11a. The Centralized PCRF returns a response to the TDF.

10b. The PCEF performs usage monitoring based on the threshold, and reports the accumulated usage to the Centralized PCRF when the threshold is reached or the report condition is met. 

11b. The Centralized PCRF returns a response to the PCEF.

When the subsequent members of the Subscriber Group attach, the procedures described in step 2-11, will be performed with the exception in step 5: only the Subscriber Profile for the corresponding member of the Subscriber Group is provided to the centralized PCRF.

Note: It is assumed the same PCRF will be selected as the first member. How to select Centralized PCRF is described in sub-cause 8.3.x.4.
12. Based on the usage reporting, the Centralized PCRF makes policy decision. If the GTA runs out, the Centralized PCRF can terminate the IP-CAN session and TDF session or terminate usage monitoring. Otherwise, the Centralized PCRF can continue the usage monitoring. 
The Centralized PCRF reports the latest remaining GTA to the SPR/UDR when the usage monitoring control is terminated (e.g. all the UEs belonging to the subscriber group detaches).

13. The SPR/UDR updates the remaining GTA to the Subscriber Group Profile.

14. The SPR/UDR responds to the Centralized PCRF.

8.3.x.4
Centralized PCRF selection
8.3.x.4.1
Option 1: SPR/UDR-method

In this option, the PCRF selected for the first UE of a Subscriber group is seen as the Centralized PCRF for the corresponding Subscriber Group. The Centralized PCRF locates in the HPLMN and is selected by the P-GW/PCEF (for Non-roaming case and Roaming case with Home routed) or vPCRF(for Roaming case with LBO).The IP address of the Centralized PCRF is deposited in the SPR/UDR when the first UE of the Subscriber Group accesses. When the following UEs (members of the same Subscriber Group) access, the IP address of the Centralized PCRF is provided from the SPR/UDR to the PCEF(s) for those UEs, the IP-CAN session establishment messages for these UEs need to be redirected to the Centralized PCRF if the initially selected PCRFs are different from the Centralized PCRF.

The corresponding call flow is described as below:

Taking as an example, UE-1 and UE-2 belongs to the same Subscriber Group. PCEF-1 is selected serving for UE-1, PCEF-2 is selected serving for UE-2.
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Figure 8.3.x.4.1-1:  SPR/UDR based Centralized PCRF Selection for Subscriber Group
Non-roaming, home routed roaming and Local Breakout cases are supported by this method. The vPCRF shall be involved in the case of Local Breakout roaming case.
1. The PCEF-1 receives a request message when UE-1( the first attached UE) attaches to the network. This triggers IP-CAN Session establishment procedure with the PCRF.

2. The PCEF-1 sends IP-CAN Session establishment request which includes UE-1 identity to the DRA. The DRA selects PCRF-1 for UE-1 based on the UE-1 identity. 
3. The PCRF-1 sends a request to the SPR/UDR in order to receive UE-1 Subscriber Profile. The PCRF-1 provides the UE-1 identity to the SPR/UDR. In addition, the PCRF-1 IP Address will be included in the message as well. 

4. The SPR/UDR stores the PCRF-1 IP Address. The PCRF-1 will be treated as Centralized PCRF serving for the Subscriber Group member. The SPR/UDR creates a linking record between the PCRF-1 IP Address and SGID.
Note: If all the UEs belonging to the subscriber group detaches from the network, the PCRF-1should inform the SPR/UDR to remove the PCRF-1 IP address.
5. The SPR/UDR sends the UE-1 Subscriber Profile and the Subscriber Group Profile (SGID, SGML, GTA) to the PCRF-1. 

6. The PCRF-1 stores these information and returns IP-CAN Session establishment response to the PCEF-1.

7. When UE-2 which belongs to the same Subscriber Group attaches to the network, the PCEF-2 is selected for serving UE-2 access.

8. PCEF-2 sends IP-CAN Session establishment request message to the PCRF-2 via the DRA. The PCRF-2 is selected by the DRA based on the UE-2 identity contained in the message.

9. The PCRF-2 sends a request to the SPR/UDR in order to receive UE-2 Subscriber Profile. The UE-2 identity and the PCRF-2 IP Address will be included in the request message.
10. Based on the UE-2 identity received in step 9 and the SGML stored in SPR/UDR, the SPR/UDR knows UE-2 and UE-1 belongs to the same Subscriber Group and the PCRF-1 has been selected as the Centralized PCRF. The SPR/UDR returns UE-2 Subscriber Profile and the PCRF-1 IP Address to the PCRF-2.

11. After PCRF-2 receives the PCRF-1 IP Address, the PCRF-2 redirects the IP-CAN Session for the UE-2 to the PCRF-1. 

12. The PCRF-2 sends the PCRF-1 IP Address to the PCEF-2.

13. The PCEF-2 provides the PCRF-1 IP Address to DRA. The DRA updates the relationship <UE-2 identity, PCRF-2 IP Address> to <UE-2 identity, PCRF-1 IP Address>.

14. The PCEF-2 sends IP-CAN Session establishment request to the PCRF-1.

15. The PCRF-1 acquires UE-2 Subscriber Profile from the SPR/UDR.

16. The PCRF-1 returns IP-CAN Session establishment response to the PCEF-2.

8.3.x.4.2
Option 2: DRA-method

In this option, when the first UE of the Subscriber Group accesses to the network, the DRA selects a PCRF for the UE based on the UE identity. This PCRF is seen as the centralized PCRF and located in the HPLMN(roaming case). During the IP-CAN Session establishment, the PCRF acquires Subscriber Group Profile (SGID, SGML, GTA) from the SPR/UDR. The PCRF retrieves SGID, SGML from the Subscriber Group Profile and provides them to the DRA. The DRA creates a relationship between SGID, SGML and the PCRF IP Address. This PCRF will be seen as the Centralized PCRF serving for the other UE which under the same Subscriber Group. When the other UEs access to the network, the DRA selects the Centralized PCRF for the UE based on the relationship.

There are proxy mode and redirect mode for DRA. The following solutions are based on the two mode. 

The call flow described in Figure 8.3.X.4.2-1 is based on Proxy DRA. 
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Figure 8.3.x.4.2-1:  Proxy DRA based Centralized PCRF Selection for Subscriber Group
Non-roaming, home routed roaming and Local Breakout cases are supported by this method. The vPCRF shall be involved in the case of Local Breakout roaming case.
1. The PCEF-1 receives a request message when UE-1 attaches to the network. This triggers IP-CAN Session establishment procedure with the PCRF.

2. The PCEF-1 sends IP-CAN Session establishment request which includes UE-1 identity to the DRA. 

3. The DRA selects PCRF-1 for UE-1 based on the UE-1 identity. 

4. The DRA proxy the message to the PCRF-1.

5. The PCRF-1 sends a request which includes UE-1 identity to the SPR/UDR in order to receive UE-1 Subscriber Profile. According to the UE-1 identity, the UE-1 belongs to a Subscriber Group, the related Subscriber Group Profile (SGID, SGML, GTA) along with the UE-1 Subscriber Profile is sent to the PCRF-1 by the SPR/UDR.

6. The PCRF-1 returns IP-CAN Session establishment response to the PCEF-1. Meanwhile, PCRF retrieves SGID, SGML from the Subscriber Group Profile and includes it in the message.

7. The DRA retrieves SGID, SGML from the IP-CAN Session establishment response message. A relationship between the SGID, SGML and the PCRF-1 IP Address is created at DRA. 

8. The DRA returns IP-CAN Session establishment response to the PCEF-1.

9. When UE-2 which belongs to the same Subscriber Group attaches to the network, the PCEF-2 is selected for serving UE-2 access.

10. PCEF-2 sends IP-CAN Session establishment request to the DRA. The UE-2 identity is contained in the message. 

11. According to the UE-2 identity and the above relationship, the DRA selects PCRF-1 for UE-2.

12. The DRA proxy the message the PCRF-1.

13. The PCRF-1 retrieves UE-2 Subscriber Profile based on the UE-2 identity from the SPR/UDR. Since the Subscriber Group Profile has been provided the PCRF-1 in step 5, this step will not include this information.

14. The PCRF-1 returns IP-CAN Session establishment response to the PCEF-2 via the DRA.

The call flow described in Figure 8.3.x.4.2-2 is based on Redirect DRA.
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Figure 8.3.x.4.2-2:  Redirect DRA based Centralized PCRF Selection for Subscriber Group
Non-roaming, home routed roaming and Local Breakout cases are supported by this method. The vPCRF shall be involved in the case of Local Breakout roaming case.
1. The PCEF-1 receives a request message when UE-1 attaches to the network. This triggers IP-CAN Session establishment procedure with the PCRF.

2. The PCEF-1 sends IP-CAN Session establishment request which includes UE-1 identity to the DRA. 

3. The DRA selects PCRF-1 for UE-1 based on the UE-1 identity. 

4. The DRA sends a session redirect message which includes the PCRF-1 IP Address to the PCEF-1.

5. The PCEF-1 sends IP-CAN Session establishment request to the PCRF-1.

6. The PCRF-1 sends a request which includes UE-1 identity to the SPR/UDR in order to receive UE-1 Subscriber Profile. According to the UE-1 identity, the UE-1 belongs to a Subscriber Group, the related Subscriber Group Profile (SGID, SGML, GTA) along with the UE-1 Subscriber Profile is sent to the PCRF-1 by the SPR/UDR.

7. The PCRF-1 returns IP-CAN Session establishment response to the PCEF-1. Meanwhile, PCRF retrieves SGID, SGML from the Subscriber Group Profile and includes it in the message.

8. The PCEF-1 sends the SGID, SGML to the DRA.

9. The DRA creates a relationship between the SGID, SGML and the PCRF-1 IP Address. 

10. When UE-2 which belongs to the same Subscriber Group attaches to the network, the PCEF-2 is selected for serving UE-2 access.

11. PCEF-2 sends IP-CAN Session establishment request to the DRA. The UE-2 identity is contained in the message. 

12. According to the UE-2 identity and the above relationship, the DRA selects PCRF-1 for UE-2.

13. The DRA sends a session redirect message which includes the PCRF-1 IP Address to the PCEF-2.

14. The PCEF-2 sends IP-CAN Session establishment request to the PCRF-1.

15. The PCRF-1 retrieves UE-2 Subscriber Profile based on the UE-2 identity from the SPR/UDR. Since the Subscriber Group Profile has been provided the PCRF-1 in step 5, this step will not include this information.

16. The PCRF-1 returns IP-CAN Session establishment response to the PCEF-2.

**************** End of Change******************
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