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Abstract of the contribution:

For mobility issues, based on architecture 2, propose the solutions to close the open issues.
1. Introduction
This contribution seeks to resolve open issues on SIPTO@LN based on the architecture 2.

-  discovery of the SIPTO@LN mobility area;
-  deactivation of the PDN connection established in SIPTO@LN mode.
2. Discussion

2.1 Discovery of the SIPTO@LN mobility area
There are 3 proposals for how to let the network to know whether UEs moving out of local network or not.
1. operators can preconfig TA/RAs for the local network, similar as R10

2. LHN ID

3. LGW IP

But in Rel-12, compared to Rel-10, local network area maybe smaller than TA/RA, or the local network area is more flexible than Rel-10. So, use the static configuration method shall be ruled out.

Besides, the current conclusion is for local network, there might be multi LGWs in one local network. Therefore, option 2, LHN ID is the best method for the network to decide UEs moving out of local network or not.
Proposal: 

· use LHN ID as the criteria for discovery of SIPTO@LN mobility area.

· In idle mode, HeNB/eNB can transfer the LHN ID in S1-AP to the MME, the MME can based on the current UE context to decide whether the LHN ID is the same as the previous LHN ID. If the LHN ID is different, then the MME can trigger deactivation of the SIPTO@LN PDN.

2.2 deactivation of the PDN connection established in SIPTO@LN mode.
There are 2 proposals for triggering deactivation of the PDN in SIPTO@LN mode till now.

Proposal 1: 

Source HeNB triggers verification with source MME before HO preparation procedure.

The disadvantages for this proposal are as following:

· this proposal adds the HO delay:

· if X2 HO is performed, before the HO triggered by the source eNB, there is a new procedure added in the system. However, the aim for designing the X2 HO is to reduce the delay compared to S1 HO. But this new X2 HO procedure duration will be similar as S1 HO, and will not get the gain for this new HO mechanism.
· If there is no X2 interface between the source eNB and target eNB, then how to inform the source eNB whether the target eNB supports the same LHN ID? This must be discussed more. Possible solutions might be enhancing S1-AP to let the source eNB have the information on the target eNB (LHN ID and CSG ID), or enhancing SON, to let UE report the target eNB information. Those solutions add the complexity to the system.

Proposal 2: source eNB trigger verification with LGW before HO preparation. 
This proposal is similar to proposal 1. It adds more HO delay. Although it is similar to the Rel-10 mechanism, the HeNB is collocated with the L-GW, so the intra node implementation has no delay issue. In Rel-12, we will define an independent interface between HeNB/eNB and the LGW, the delay problem shall be counted then.

Another concern is also the same as the above: If there is no X2 interface between the source and the target, then how is it possible to inform the source eNB of the target? A solution for this problem would add system complexity.

Therefore, it is proposed to consider a different mechanism to resolve the open issue on how to trigger deactivation of SIPTO@LN PDN.
Proposal: SIPTO@LN PDN deactivation is triggered during HO preparation procedure.
X2 HO 
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In the HO Request message, the source eNB forwards its LHN ID to the target eNB. The target eNB can compare the LHN ID of the source side with its own, to determine whether UE is moving out of the local network. 
The target eNB will perform a SIPTO@LN PDN connection continuity check. If the UE moves out of the local network, the target eNB will list SIPTO@LN PDN in the failed bearer list and forward this to the source eNB in the HO Request ACK.

The target eNB sends a Path Switch Request to the MME, If the SIPTO bearer is failed, then the MME will trigger SIPTO@LN PDN connection deactivation.

S1 HO:
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1. Source eNB sends a HO Required message to the MME

2. Source MME sends a Forward Relocation Request message to the target MME.

3. Target MME performs SIPTO PDN connection continuity check:

Assume the target MME can have the LHN ID by S1 setup procedure. Then, based on the target eNB ID, the target MME can know the LHN ID of the target eNB. If the UE context has the LHN ID of the source eNB, then the target MME will compare the LHN ID from the target eNB and the LHN ID from the source eNB. If they are different, then MME will know UE is moving out of the local network. The target MME can trigger SIPTO PDN Connection Deactivation.

2 Proposal

**********************************1st change*********************************************************

5.2.3.3
Option 2: using the LHN-ID for architecture solution 1 (Stand-alone logical L-GW)

5.2.3.3.1
General

The LHN ID is configured locally in each H(e)NB of the LHN. To make sure that a LHN ID is not used by several LHNs, and because this concept is independent from the CSG concept, a solution could be to identify a LHN uniquely in a PLMN-ID as it is done for an eNB (Global eNB ID is defined in a PLMN). The H(e)NB(s) in the same LHN shall have the same LHN-ID.

NOTE 1:
If the DNS method is used to support the L-GW selection, the LHN ID is also configured in each L-GW of the LHN.

The HeNB includes the LHN-ID to the MME in every INITIAL UE MESSAGE and every UPLINK NAS TRANSPORT message.

The HNB includes the LHN-ID to the SGSN in every INITIAL UE MESSAGE and every UTRAN Originated DIRECT TRANSFER control message.

NOTE 2:
This can be used as an indicator that the H(e)NB supports LIPA mobility among the same LHN.

5.2.3.3.2
LIPA PDN connection management

If the PDN connection(s) for LIPA are activated, the MME/SGSN records the LHN-ID reported by the H(e)NB. It will be stored in the UE's MM context. When the last LIPA PDN connection for the UE is deactivated, MME/SGSN should delete it from the UE's MM context. For one UE, only one LHN-ID is stored on the MME/SGSN.

Idle mode mobility procedure

For the Service Request procedure, MME/SGSN checks whether the cell the UE accessed reports the same LHN-ID compared to the stored LHN-ID. If not, all the LIPA PDN connections shall be deactivated.

For the intra CN node RAU/TAU procedure, if the MME/SGSN receives the TAU/RAU request from the H(e)NB and the LHN-ID is different compared to the stored LHN-ID or no LHN-ID is received, the MME/SGSN shall delete all the LIPA PDN connections.

For the inter CN node RAU/TAU procedure, it is assumed that there are no inter-CN entity mobility when the UE moves between H(e)NBs in the same LHN. Based on that assumption, if the MME/SGSN receives the RAU/TAU request from other MME/SGSN entity, it shall delete all the LIPA PDN connections.

NOTE 1:
The H(e)NBs in the same LHN are always in the same SGSN/MME pool.

NOTE 2:
If the inter-CN mobility needs to be supported, e.g. HNB and HeNB can coexist in one LHN, the source MME/SGSN checks the received LHN-ID included in the Context Req to decide whether the LIPA PDN connection can be sent to the new CN node.

Connected mode mobility procedure


The network will trigger SIPTO@LN PND connection deactivation during HO preparation if the UE moves out of the local network.

For X2 HO, in the HO Request message, the source eNB forwards its CSG ID and LHN ID to the target eNB. The target eNB will perform SIPTO@LN PDN Connection Continuity Check.  The target eNB will, based on the received LHN ID and its own LHN ID, decide whether the UE is moving out the local network. If UE moves out of the local network, the target eNB will list SIPTO@LN PDN in the failed bearer list and forward this list to the source eNB in HO Request ACK.

The target eNB sends a Path Switch Request to the MME. If the SIPTO bearer has failed, then the MME will trigger SIPTO@LN PDN Connection Deactivation.For S1 HO:
Assume the target MME can obtain the LHN ID as a result of the S1 Setup procedure. Assume also that the UE context in the MME includes the LHN ID that UE originally accessed.

The target MME performs SIPTO PDN Connection Continuity Check. When the target MME receives the Forward Relocation message, based on the target eNB ID the target MME can know the LHN ID of the target eNB. If the UE context has the LHN ID of the source eNB, then the target MME will compare the LHN ID from the target eNB and the LHN ID from the source eNB. If they are different, then the MME will know that the UE is moving out of the local network. The target MME then triggers SIPTO PDN Connection Deactivation.
6
Conclusions
For Key issue #L1: "Architecture for LIPA mobility", it is agreed that the solution 1 described in clause 5.2.1.1, "Architecture solution 1: Standalone logical L-GW" will be adopted as the baseline architecture.
For Key issue #SL2: “SIPTO at the local network permission”, it is agreed that the solution 1 described in clause 5.4.2.2 will be adopted for SIPTO@LN control.
In this release there is no support for Dedicated bearers on the PDN connection used for local network. The Local GW (L-GW) shall reject any UE requested bearer resource modification or secondary PDP context Activation procedure. The local GW shall not initiate any dedicated bearer activation procedure.
For Key issue#SL3:” Discovery of the LIPA mobility area”, it is concluded that solution 2 described in clause 5.2.3.3 will be adopted for SIPTO@LN for discovery of the SIPTO@LN mobility area and for deactivation of the PDN connection established in SIPTO@LN mode.
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