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1. Introduction


· 
· 


This contribution proposes a cost efficient solution for infrequent or frequent small data transmission for devices not requiring a permanent IP address for reachability and requiring only best effort data transport (or data transport with a static QoS). Signaling is reduced and UE context in the gateways is eliminated when the UE is idle.
2. Proposal
It is proposed to agree the following addition to 3GPP TR 23.887.

5.1.1.3.x
Solution : Stateless Gateway for cost efficient transmission of infrequent or frequent small data

5.1.1.3.x.1
General

5.1.1.3.x.1.1
Introduction

Existing EPS procedures are not optimized for low cost delivery of infrequent short transactions. Especially they involve either too much signalling when such devices wake up from time to time just to send a very small number of packets and/or require permanent allocation of resources in the EPC user plane (SGW and PGW):  

· with the proliferation of MTC devices and smartphones, there is a need to improve the efficiency of device re-activation, i.e., to reduce the network resources needed to support device re-initiation of data transmission after a quiescent period;
· EPC requires that significant state information be maintained in two data gateways (S-GW and P-GW) for each registered device.  With a huge increase in the number of MTC devices expected in the network, there is a need to reduce the number of gateways required for the most common devices and to reduce the amount or duration of state information retention in these gateways.

It is proposed to define a cost efficient data transmission scheme, via a stateless gateway and reduced signaling, when the following assumptions can be met. For example, MTC devices and devices that only need an internet connection are likely candidates:
1. the APN to be used by the device is reachable from the VPLMN; 

2. the device does not require a permanent IP address, i.e. when it is acceptable that the device becomes unreachable unless it opens a transport connection (e.g. upon device triggering), or alternately, the IP address could be permanent if the CGW determines the serving MME based on UE IP address;  
3. the device requires access only to best effort data transport (or to static QoS), i.e. only one bearer exists for the attached APN;
4. the device registers for access to only one APN and bearer at a time;
5. the device registration and range of mobility with IP address preservation may be limited to a (set of) MME.
The UE will fallback to existing EPC procedures if the device is outside areas supporting this solution or if the device needs connectivity to more than one APN or bearer at a time.
The solution relies on two main principles: 

1. Elimination of signalling between the controller entity of the mobile network (MME) and data forwarding gateways (S-GW/P-GW) prior to the start of data transmission after a quiescent period by providing the required control information from the base station (eNB) to the data forwarding gateways together with the first data packets from the device; 
2. Avoid retaining any long term device specific state information in the data forwarding gateway by transferring the necessary data from the MME to the gateway via the eNodeB only for periods of data transmission.  











5.1.1.3.x.1.2
Stateless Combined Gateway
The solution relies on instantiating and maintaining device specific state information in the Combined GateWay (CGW) only for users actively engaged in user data transmission and eliminates signaling between the MME and CGW. per the following principles described within the context of an Attach procedure. 
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Figure 5.1.1.3.x.1.2-1: Attach procedure

1. During the E-UTRAN attach procedure at Step 12 when the network supports the reduced bearer signaling and the default APN for the UE is identified as applicable for stateless CGW, the MME selects a combined S-GW/P-GW (CGW) associated with the requested APN and assigns the device an APN-wide private IPv4 address or an IPv6 global unicast address among a pool of addresses locally provisioned for the requested APN and for the combined S-GW/P-GW (CGW) that is assigned to the device. MMEs are provisioned with non-overlapping ranges of IPv4 private address or/and IPv6 global unicast addresses, per CGW and APN, across MMEs. This is a new way of assigning an IP address to the device instead of the current S5/S8 Create Session procedures in steps 12-16. As a result the CGW does not need to remember the IP address assigned to the UE for the lifetime of the E-UTRAN attach or lifetime of the PDN connection, as in current procedures.
2. The MME assigns a combined S-GW/P-GW (CGW) associated with the APN to the UE as in the current E-UTRAN attach procedure except that all messages between the MME and CGW are deleted (steps 7, 10, 12-16, 23-24). The MME is provisioned with any information it needs about the CGW and APN locally so that it does not need to contact the CGW for device specific procedures (instead current procedures where it would be received in Step 16). The MME also ensures that the CGW is available (e.g. periodic keep-alives). No state information about the device is retained in the CGW as a result of the E-UTRAN attach procedure.
3. The MME provides protocol configuration options (PCO) to the device during the attach procedure at Step 17, based on provisioned information about the requested APN. This differs from the usual procedure in which the MME retrieves the PCO from the S-GW/P-GW during the attach procedure at Step 16. 
4. Each MME is provisioned with a (set of) destination IP address(es) for tunneled uplink data packets for each CGW (i.e. CGW's S1-U IP addresses).  Different APNs may share these addresses. The MME passes this IP address to the eNB during each service request procedure.  This is a change from current procedures in which the CGW provides this tunneled uplink data destination IP address to the MME during the attach procedure.  

5. At Step 17, the MME assigns to each device an uplink data TEID that is unique to each device within a given service area of an APN in which the device can remain continuously attached.  The service area is covered by one or more MMEs.  Normally the S-GW assigns the uplink data TEID for the APN at Step 16.  As a result, the CGW does not need to retain information about uplink data TEID assignment for the device for the duration of the data attach.  Assignments can be made unique across MMEs by assigning non-overlapping ranges of TEIDs to each MME for assignment.  As in current procedures, the MME passes this uplink data TEID to the eNB with each service request from the device for use in every uplink tunneled data packet to the CGW.  When moving outside of a given service area, the device may receive a new TEID from a different, overlapping pool of numbers in that area. 

6. At Step 17, the MME provides any additional information to the eNB that it needs to include in the first tunneled uplink data packets towards the CGW. When the device has data to send and initiates the UE triggered service request procedure, the first tunneled uplink data packets include additional information in extension headers as needed for the CGW to perform the necessary functions for the device.  This type of APN supports only a limited range of functions so only needs a few pieces of information to handle traffic for the device.  The additional information provided by the eNB includes the eNB transport address and TEID (as per the first main aspect), a device ID needed for charging functions on the CGW, LI indicators as needed, and location information as needed for charging or LI.  During the attach request and service request procedures, the MME can provide any additional information that the eNB needs to include in the first tunneled uplink data packets towards the CGW.  All information needed to re-establish the uplink and downlink data tunnels has been exchanged without requiring the CGW to maintain any device specific state information during periods of time when the device has no active radio bearers.
7. Upon receipt of uplink data packets from the device at Step 21a, the CGW creates a device context to store all the control information provided in extension headers in the first tunneled uplink data packets together with the device IP address to support all necessary CGW functions for the device. The CGW maintains the device context for at least as long as the radio bearers are configured to remain active after the last known uplink or downlink data packet for the device and then releases all state information associated with the device.  Step 24a: The CGW can forward data packets received from the network towards the device as downlink data only as allowed by device contexts established during handling of uplink packets. When the device is idle and there is no device context in the CGW, network packets received at the CGW are discarded.  If the CGW forwards network packets to the eNB after the device radio bearers go inactive, the eNB discards them.
NOTE 1:
When the device is idle, the CGW could possibly deliver downlink data packets to the device even after the device context information is released in the CGW by sending a downlink data notification message including the device IP address to identify the device towards the MME owning the device's IP address. The MME would need to let the CGW know that an IP address is used or not (at the setup of the PDN connection) to enable the SGW to filter out downlink data not associated to any active PDN connection.

8. Post Step 26, when the device becomes inactive, the eNB may send a dummy (zero content) tunneled uplink data packet to the CGW when the device radio bearers become inactive with an indication that the device context can be immediately released (without waiting for the inactivity timer to expire). This reduces the window of time during which undeliverable data packets might be sent to the eNB.

9. When the device moves outside of the service area (MME or CGW) in which it is attached to the APN, it is forced to re-attach to again access to the APN available in the new service area. If additional bearers are quested, i.e., best effort no longer applies, the MME will deactivate the current PDN connection and request the device to reactivate the same APN.  The MME will retain UE context while waiting for the UE reactivation. On reactivation the MME will establish the PDN connection using current procedures.
10. When the device detaches from EPC, the resources allocated by the MME to the device (i.e., IP address and uplink data TEID) are returned to a common pool. 

NOTE 2:
An extension could be possible whereby the MME assigns the device a local IP address that is unique across the MMEs and with NAT support in the CGW, i.e. with the CGW creating NA(P)T bindings as necessary to translate the local source address, port and transport protocol combination from the device into an APN-wide address and port combination with the same protocol. Such an extension could possibly simplify the configuration by removing the need for coordinating and partitioning the APN's IP address pools among MMEs, would allow the UE to retain the same local IP address as it moves to a different CGW or MME and thus also ease service restoration after a network (MME or CGW) failure, and could mitigate the risk that an MME assigns the device an APN-wide IP address that would be temporarily unavailable (e.g. failure in CGW).  
5.1.1.3.x.1.3
UE Triggered Service Request

With only one data bearer for the device for an APN accessible from the visited network, it is possible to reduce the number of messages required in the "UE triggered service request" procedure, as depicted in Figure 5.1.1.3.x.1.3-1.  
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Figure 5.1.1.3.x.1.3-1: UE service request procedure (optimized)
When the eNB and SGW support optimized bearer re-establishment, and there is a single PDN connection with a single bearer for a UE, the eNB includes the eNB tunnel identifier (i.e., F-TEID) and CGW context information for the UE (described in principle 6 above) in the first UL GTP-U packets to the SGW (until eNB receives a DL GTP-U packet).  The eNB sends dummy UL GTP-U packets (i.e. GTP-U packets without user payload) if no UL traffic is received from the UE. The bearer is identified in the SGW by the tunnel endpoint identifier (received in step 4) to which the packet is sent from the eNB to the gateway as per existing procedures. The receipt of the message at the SGW is acknowledged with the receipt of the first downlink packet at the eNB (which may be a dummy downlink data packet with zero content used just for the purpose of acknowledgment), thus serving the purpose of the modify bearer response message.  The extra information is no longer included in the headers of subsequent uplink packets. 

The eNB sends the S1-AP Initial Context Setup Complete procedure after receipt of downlink packet from the SGW acknowledging the receipt of the UL GTP-U packet at the SGW (like the RNC returns the RAB Assignment Complete message to an MSC after successful Iu Framing Protocol initialisation with the MGW). This implicitly informs the MME that the bearer was successfully re-activated in the SGW. Steps 8 – 12 are eliminated.
5.1.1.3.x.1.4
Changes to other procedures 

Attach, Tracking Area Update, Handover, Service Request, Detach:  The create session request and response messages, the delete session request and response messages, and the modify bearer request and response messages are removed from the associated procedures that are relevant to the APNs.
Handover when device remains in the serving area:  During handover procedures, the modify bearer request and response messages over S11/S4 are also removed.  The MME never contacts the CGW during handover. The purpose of these messages in current procedures is primarily to inform the S-GW of the target eNB transport address and TEID for tunneled downlink data packets to be sent after handover.  The target eNB now performs this function by sending dummy (zero length user data payload) tunneled uplink data packet(s) to the CGW, with tunnel header formed exactly as described above for the first uplink data after a service request, until acknowledged by a downlink data packet (which may be a dummy downlink data packet with zero content used just for the purpose of acknowledgment).
Handover when device moves outside the serving area:  The old MME re-evaluates whether this new mode of operation is supported in the new tracking area. For an Inter-MME TAU procedure the new MME will query the old MME (via GTP Context Reques/Response); the old MME will likely have to reject the Context Request since the device's IP address is specific to each MME (unless principle 10, note 2 IP addressing is used).
Detach:  During the detach procedure, the MME releases resources assigned to the device, including its IP address and uplink data TEID.
5.1.1.3.x.2
Impacts on existing nodes and functionality

-
eNB: 

-
support GTP-U header extensions (S1-U);

-
when sending NAS or HO related messages to MME indicate support of optimized signalling (S1-MME);

-
on X2 HO, include the SGW support indication to the target eNB (X2).

-
receive new control information from S1-MME (e.g. APN ID code)

-
CGW: 

-
obtain control signalling information (i.e., eNB TEID) from GTP-U header received from S1-U.

-
device context instantiation upon receipt of uplink traffic, and device context release upon user inactivity;

-
MME: 

-
assignment of IP address, CGW's S1-U IP address and TEID during E-UTRAN attach when the criteria described in 5.1.1.3.x.1.1 are met; 

-
pass new control information via S1-MME (e.g. device ID)

-
S11 signalling removed during related attach, tracking area update, handover and detach procedure; 

5.1.1.3.x.3
Solution evaluation
Editor’s Note: The benefits and drawbacks below are not yet reviewed or agreed. They are kept here only to stimulate thought. 
5.1.1.3.x.3.1 Benefits 

-
reduction in the long term state information to be retained in the packet gateways; 

-
reduces MME/SGW signalling to resume uplink or downlink data transmission for a UE in idle mode and during handover;

-
supports IP-based small data transmission (i.e. UE still allocated an IP address); 

-
small data packets do not cross Control Plane entities (i.e. MME, SGSN); 

-
small data volume upper limit only constrained by radio design;

-
suitable for frequent and infrequent small data transmission, including bursty transmissions;

-
no UE impact (assuming no IP address formats); 
5.1.1.3.x.3.2 Drawbacks

-
Limited to UEs with a single PDN connection and single bearer and conditions described in 5.1.1.3.x.1.1 are met.

-
Extra intelligence in the CGW to instantiate and release device contexts for active user plane connections and to update device contexts with RAN address upon inter-eNB/RNC mobility;
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