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Abstract of the contribution: This contribution proposes a way forward for key issue #1 in TR 29.869.
Discussion

Currently three different solutions for key issue #1 are captured in TR 23.896. Two of the solutions (solution 1 and solution 3) require that the IP Edge can identify traffic from devices (3GPP UEs or fixed devices) behind a routed mode RG with NAT. Although a solution for this requirement is being discussed in BBF and IETF, it is not at all clear when such a solution may become available. It depends not only on progress of BBF WT-146 but possible other BBF specifications (BBhome) as well as IETF standardization of suitable RADIUS attributes. Furthermore, designing a solution for NATed RGs, that will have impact to fundamental PCC concepts (e.g. the IP-CAN session definition), does not seem realistic when the IP-CAN specific solutions are so immature.

Solution 2 on the other hand provides a solution that does not rely on IP Edge capabilities to identify devices behind a NAT. That solution introduces certain restrictions in that subscriber based policies for devices behind a NAT cannot be provided. Only the Fixed Subscriber Session would be identified in case of NAT_ed RGs, not individual UEs behind the NAT. Policy control for dynamic services (Rx based) can however be provided as normal also for the devices behind the NAT.

Since solutions 1 and 3 rely on still-to-be-defined IP-CAN specific solutions it is proposed to go ahead with solution 2. Corresponding updates to Section 5.2 (Architectural requirements and assumptions) can be found below.

Proposal

**** Start of changes ****

5.1.2 
Conclusion on Key Issue #1

Solution Alternative 2 to key issue #1 is chosen as the basis for the solutions to progress the study work in this Building Block.
**** Next change ****
5.2
Architectural requirements and assumptions 

Editor's note:
This clause will identify the architectural requirements and assumptions as well as architecture common for Building Block I.

General assumptions:

-
The definition of AAA functionality for authentication of the fixed access line (access line authentication) or fixed access session (e.g. PPPoE or IP Session) is out of scope of 3GPP.
-
The authentication procedure of the Fixed Devices in a BBF access network is performed according to BroadBand Forum specifications and is therefore considered out of the scope of 3GPP.

-
The authentication procedure of a 3GPP UE connected to a fixed broadband access network is defined by TS 33.402[19].

General requirements:

 -
PCRF shall control directly the IP Edge in the fixed broadband access without the mediation of the BPCF defined in TS 23.139 [20].
-
3GPP PCC shall support the enforcement of QoS policies for IP traffic exchanged by fixed devices in the fixed broadband access.

-
3GPP PCC shall support the enforcement of QoS policies of NSWO traffic exchanged by 3GPP UEs connected to the fixed broadband access via WLAN.

-
Only policy and charging control for Subscriber IP sessions will be considered, while policy control and charging for Layer 2 VPNs is out of the scope of BB1.

-
More than one fixed access Subscriber IP session (e.g. a PPPoE session) can be supported per fixed access line (e.g. RG).
-
A device connected to the RG (e.g. VoIP phones) may also initiate an Subscriber IP session. 

-
The architecture shall provide charging for traffic exchanged by fixed devices and NSWO traffic to/from 3GPP UEs in the following scenarios:

-
3GPP PCC- Gy/Gz based charging with PCEF located in the fixed broadband access network;

-
Traffic Detection Function (TDF)-based charging;

-
AAA-based charging, as already specified for interworking scenarios.

NOTE 1:
The TDF-based charging solution will consider the case when TDF is the only charging reporting entity in the convergent network for fixed devices and for NSWO 3GPP UE traffic. The case when PCEF is capable of reporting to OCS/OFCS in the same network is FFS and depends on the result of the FS_ABC.

-
The subscription information included in the user profile shall enable the support of fixed devices (e.g. identifiers, maximum subscribed bit rate, etc.) required for policy and charging control purposes.
-
The SPR or UDR stores subscription information related to policy control for fixed devices and fixed access line for QoS and charging purposes.

-
Policy control will address both dynamic and pre-provisioned policies in the IP Edge.
General architectural assumptions:

-
There is a direct interface between PCRF and IP Edge.

-
The IP Edge is the policy enforcement point for QoS in the fixed access network.

NOTE 2:
How the IP Edge performs policy enforcement and binding if Gxd sessions with PPPoE or IP sessions in the BBF access is out of scope of 3GPP.
-
The IP-CAN session definition from TS 23.203 apply also to Fixed Broadband Access IP-CAN. In particular this implies:

- 
There is an IP-CAN session per IPv4 address and/or IPv6 prefix known in the PCEF. 

NOTE 3: 
For routed mode RG with NAT, there is one IP-CAN session for the IPv4 address and/or IPv6 prefix assigned to the RG 

NOTE 4: 
For bridged mode RG, there is one IP-CAN session for each IP address assigned to the fixed device or 3GPP UE which established a Subscriber IP session in fixed broadband network.
NOTE 5: For IPv6 and routed mode RG with no NAT, there is one IP-CAN session for the IPv6 prefix assigned to the RG.
- 
Per IP-CAN session there is a single subscriber in SPR/UDR. This is the UE identity that identifies the RG, the 3GPP UE or the fixed device.

NOTE 6: The identification information for 3GPP UE is the IMSI. 
NOTE 7: 
End-user devices behind a routed mode RG are not identified within the IP-CAN session. In case of a 3GPP UE the successful completion of 3GPP access EAP-based authentication and assignment of IP address to the 3GPP UE does not result in any IP-CAN session establishment, since the pre-existent IP-CAN session for the RG is used.  More considerations with respect to a routed mode RG can be referred to Annex X.

Editor’s note: It is FFS whether or not there will be support in this Building Block for PCC to identify end-user devices behind a routed mode RG.
· 
· 
-
The IP Edge shall be able to enforce policies and to perform the appropriate mapping from QoS parameters it receives from the PCRF to BBF specific parameters.
-
It shall be possible to apply QoS control on a per service data flow basis in the PCEF located in IP Edge according to TS.23.203 [4] requirements
-
The PCEF located in IP Edge shall be able to detect event triggers provisioned by the PCRF.

-
Upon detection of an event, the PCEF located in IP Edge shall request policy rules re-authorisation from the PCRF.

Editor's note: The list of applicable even triggers from TS 23.203 [4] plus additional BBF specific event-triggers is FFS

Architectural assumptions for "Default QoS policy"

Editor’s note: It is FFS whether and how the Default QoS policy is applied for fixed access session.
**** Next change ****
Annex X: 3GPP EAP-based access authentication with respect to routed RG


For the case when the 3GPP UE performs the 3GPP-based authentication, there are two considerations with respect to the Routed mode RG with or without NAT:

· Routed mode RG with NAT 

RG with NAT is operating with IPv4 addressing. The RG obtains a public IPv4 address from the IP Edge after the RG powers on and performs the authentication.
· Routed mode RG without NAT 

RG without NAT is operating in either IPv6 or/and IPv4. For IPv6, the RG obtains an IPv6 prefix from the IP Edge after the RG powers on and performs the authentication. 
For IPv4, the RG obtains a public IPv4 address from the IP Edge after the RG powers on and performs the authentication. The RG or IP Edge assigns another public IPv4 address to the 3GPP UE once the UE has performed 3GPP-based authentication. When the IPv4 addresses are allocated by the RG, there shouldn’t be any overlapping between the address pools of the RGs connecting to the same IP Edge.







**** End of changes ****
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