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This P-CR proposes enhancements to the description of two of the solutions described in TR 23.897 (Clause 6.3 and 6.4).
1st MODIFICATION
6.3
IBCF and S-CSCF reuse

6.3.1
High level architecture

The architecture for the support of IP-PBX in static mode of operation based on the reuse of the IBCF and S-CSCF function is shown in Figure 6.3-1. This model is based on the existing TISPAN specification [8] clause 5.3 for connecting a PBX in peering mode (which is as applicable for static mode). 
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Figure 6.3-1: High level architecture with using an IBCF and S-CSCF

The architecture for the support of IP-PBX in static mode of operation based on the reuse of the IBCF and S-CSCF function is shown in Figure 6.3-1, as per TS 23.228 [5] and ETSI TS 182 025 [8]. 
The AS is necessary for terminating procedures and is invoked based on Initial Filter Criteria contained in the unregister part of the user profile associated to the IP- PBX, retrieved from the HSS (not represented on the Figure).
NOTE: 
The users of an IP-PBX may be split into multiple groups, each of which having its own PBX user profile and list of associated identities.
The solution has the following characteristics:

- 
It allows the IMS to handle sessions directed to the IP-PBX users and originated from the IP-PBX users based on the procedures of TS 23.228 [5] and ETSI TS 182 025 [8].

- 
It allows the IBCF and E-CSCF to execute functions subject to regulatory requirements (emergency calling, legal interception) as per TS 23.167 [6]. 

- 
It allows the IMS to authenticate the IP-PBXs and provide security according to the network domain security TS 33.310 [4].

- 
It allows for the invocation of application servers in the operator's IMS network to IP-PBX users according to TS 23.228 [5]. 

-
It allows multiple IBCF's to be used to reach the PBX if required.

6.3.2
High level Flows

6.3.2.1 Terminating procedures

This clause depicts a terminating use case.  A pre-requisite is that the enterprise is provisioned as a user (possible wildcard user) in the HSS and have correct iFCs provisioned. 

This scenario assumes that security and authentication between the PBX and IMS is done using the TLS procedures according to TS 33.310, using certificates.  The certificates need to be provided by a trusted root.  The IBCF is provisioned with its own certificate, and will receive the PBX certificate during the TLS handshake. 

If the network between the PBX and IBCF complies with the peering based interconnect procedures according to ETSI TISPAN TS 182 025 [8], the IBCF may deploy the Gq’ interface. The Gq’ interface and its interactions are not depicted in flows. 
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Figure 6.3-2: Terminating procedures.

The following steps are performed: 

1.
An INVITE is sent from the remote side via an incoming IBCF towards the I-CSCF with a Request-URI targeting a user allocated to a particular PBX. 

2.
The I-CSCF performs the normal user location request towards HSS to find the served user and an S-CSCF. The I-CSCF forwards the request to the S-CSCF. 

3.
The S-CSCF performs normal (un-registered) terminating service invocation for the incoming request. 

4.
The S-CSCF forwards the request to the Enterprise AS. The AS may identify the PBX the user belongs to and perform any enterprise specific actions for the user if required. 

5.
The AS identifies the particular PBX the enterprise user belongs to, and also the IBCF(s) serving the PBX, and forwards the INVITE toward the PBX, by creating a route to the PBX, adding the S-CSCF, IBCF, and PBX in the Route headers. 

6. 
The INVITE is forwarded using the  Route header to the IBCF.

7.
The IBCF will forward the INVITE to the PBX using the Route information provided by the AS.  If no security association exist between the IBCF and PBX (and TLS is used), TLS will be initiated as a result of trying to send the INVITE.  Once the TLS session is setup (using the certificates), the INVITE will be sent over the secure connection.  

8.
The session setup is completed.  

6.3.2.2 Originating procedures

This clause depicts a originating use case. A pre-requisite is that the enterprise is provisioned as a user (possible wildcard user) in the HSS and have correct iFCs provisioned.

This scenario assumes that security and authentication between the PBX and IMS is done using the TLS procedures according to TS 33.310, using certificates.  The certificates need to be provided by a trusted root.  The IBCF is provisioned with its own certificate, and will receive the PBX certificate during the TLS handshake. 

If the network between the PBX and IBCF complies with the peering based interconnect procedures according to ETSI TISPAN TS 182 025 [8], the IBCF may deploy the Gq’ interface. The Gq’ interface and its interactions are not depicted in flows. 
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Figure 6.3-3: Originating procedures.

The following steps are performed: 

1. A user within the PBX tries to establish a call.  The PBX sends an INVITE towards IMS via the IBCF (contact point for the PBX).  If no security association exist between the IBCF and PBX (and TLS is used), TLS will be initiated as a result of trying to send the INVITE.  Once the TLS session is setup (using the certificates), the INVITE will be sent over the secure connection.  The INVITE is assumed to include a calling party identity (such as in the P-Asserted-Identity). 

2.
The IBCF may apply general screening rules to the request, and may also add a P-Served-User-Identity to the INVITE with the identity of the PBX (retrieved from the certificate).  By doing so, the IBCF will not need to be provisioned with PBX specific rules and assert the P-Asserted-Identity. A basic validation of the P-Asserted-Identity can however be done based on the identity of the PBX (e.g., match of domain part of SIP URI). Additionally, the IBCF adds the orig parameter to the INVITE to indicate that this is an origination request.  The IBCF forwards the INVITE to the I-CSCF. 

3.
The I-CSCF performs the normal (originating request) user location request towards HSS to find the served user and an S-CSCF. The I-CSCF forwards the request to the S-CSCF. 

4.
The S-CSCF performs normal (un-registered) originating service invocation for the incoming request. 

5.
The S-CSCF forwards the request to the Enterprise AS. The AS may identify the PBX the user belongs to and perform any enterprise specific actions for the user if required. 

6.
The AS forwards the INVITE to S-CSCF for further onward routing towards the remote side. 

7.
The S-CSCF performs onward routing towards the remote side. 

8.
The session setup is completed.  

2nd MODIFICATION
6.4
P-CSCF based

6.4.1
High level architecture

This architecture alternative relates to the subscription based business trunking way to connect NGCNs / IP-PBXs to a IMS public network as described  in ETSI TS 182 025 [8] where the P-CSCF is the entry point at the IMS service layer.

Subscription based business trunking keeps the enterprise details in the HSS. Management is therefore dealt with in the same manner as any other end user. This carries one set of conveniences/advantages for the operator.

Peering based business trunking keeps the enterprise details as configuration details in the interfacing IMS entity. Management is therefore dealt with in the same manner as the peering arrangements with any other public network operator. This carries a different set of conveniences/advantages for the operator.

The architecture for the support of IP-PBX in static mode of operation is based on enhancements to the P-CSCF and is shown in Figure 6.4-1.
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Figure 6.4-1: High level architecture with using a P-CSCF

The P-CSCF performs all the normal functions of a P-CSCF and in addition the P-CSCF will register on behalf of the IP-PBX with the main IMS public identity of the IP-PBX when the connection with the IP-PBX is set.

NOTE: 
The users of an IP-PBX may be split into multiple groups, each of which being registered separately by the P-CSCF, using a different main IMS public identity.

The P-CSCF is preconfigured with IP-PBX data (the IP address of the IP-PBX, the IP-PBX main IMS public identityand private identity  and a SIP transport option as well as optionally the IP-PBX certificates used to establish a security association with TLS).

Possible SIP transport options are:

-
Re-using a pseudo-permanent TCP or TLS connection: In this case, the IP-PBX and P-CSCF must use either the procedures in RFC5923 or the procedures in RFC5626. Prior to being able to place and receive calls, the IP-PBX initiates the TLS or TCP session with the P-CSCF, this triggers the registration on behalf of the PBX. The P-CSCF asks and validate the IP-PBX for a client certificate if an IP-PBX certificates is configured for the IP-PBX source IP address.
-
Use UDP or TCP connections: In this case the IP-PBX and P-CSCF must follow procedures in RFC3261. In order to send SIP requests toward the IP-PBX, the P-CSCF must be configured with an address of contact specifying the UDP port and TCP port that can be used to contact the IP-PBX as well as a preferred transport protocol. The P-CSCF must register the IP-PBX when the P-CSCF is started.
In the two cases, the P-CSCF must support a registration restart algorithm allowing the P-CSCF to repeatedly retry registering the IP-PBX in case an initial register or a register refresh fails and until registration succeeds or until specified error codes are received. An alarm must be raised when the P-CSCF is unable to register the IP-PBX.
The S-CSCF performs all the normal functions of an S-CSCF. In particular, when registering the IP-PBX main public identity, it will receive the service profiles of the IMS public identities (e.g. PBX extensions or ranges of PBX extensions) that may be defined in the IRSET associated to the main public identity of the IP-PBX.

The other IMS procedures such as session set up, deregistration are not impacted.
The characteristics of this solution are:

-
IP-PBX does not need to do a registration

-
Service profiles may be dedicated to an IP-PBX extension or to a range of extensions

-
 Possibility of geo-redundancy with pre-configuration of the IP-PBX in two P-CSCFs.

Editor's Note: How multiple P-CSCFs are handled with respect to call delivery and security aspects is FFS

END OF MODIFICATIONS
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