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1. Introduction
In SA2#93 there was no conclusion on whether the AS or NAS solution for the transfer of the IMS information and security keys to the mobile should be used. The benefits of the NAS solution to notify the IMS Information, security key (NONCEMSC) and retrieving the serving PS node through single NAS message compared to the AS solution are multifold: 

· no impacts to the A, Iu or radio interface signalling; 

· same procedure can be used for GERAN and UTRAN;

· already modified procedure for rSRVCC will be utilized;

· Stage 3 changes are minimal as the only Stage 3 change that would be required for the NAS solution is the addition of the IMS Information IE (thus including the IP address, IP ports and selected codec) and Security Key (NONCEMSC)to the IDENTITY REQUEST message in TS 24.008
· allows for better rSRVCC performance due to faster receipt of the handover command: a large handover command takes a longer time to transfer, during which time radio conditions may change and thus there is an increased risk of a wrong handover decision.
However several companies in SA2#93 expressed support for the AS solution. 
In this paper the Stage 3 details of the AS solution are analysed given the fact that the information to be transferred through the AS signalling in Stage3 specifications is more then what is currently described in Stage2 23.216. The purpose is to minimize the amount of information sent through handover command over the radio interface.
2. Size of the AS_Solution Stage3 IEs 
Based on the Stage3 details specified in CT4 and SA3 as discussed in GERAN2 and RAN2 the IEs to be added to the HANDOVER COMMAND (See Annex A for details) over the Iu/A and radio interface signaling in GERAN and UTRAN consists of: 

- NONCEMSC  IE (128 bits) as defined in 3GPP TS 33.102.
- ATGW transfer details IE (up to 32 octets) as defined in 3GPP TS 24.237

The size of these information elements is quite large and mount to:
· NONCEMSC  IE requires 16 octets
· for an IPv4 type of address the size of a minimum 8 octets excluding extensions  and up to 32 octets (See also Annex A):
	8
	7
	6
	5
	4
	3
	2
	1
	

	ATGW UDP port
	octet 2
octet 3

	ATGW IPv4 address
	octet 4

:
octet 7

	
Extensions
	octet 8
:
octet v


· for an IPv6 type of address the size of a minimum 20 octets excluding the extensions and up to 32 octets (See Annex A below)
	8
	7
	6
	5
	4
	3
	2
	1
	

	ATGW UDP port
	octet 2
octet 3

	ATGW IPv6 address
	octet 4

:
octet 19

	
Extensions
	octet 20
:
octet v


Addition of these IEs to the handover command over the air interface will result in segmentation of the handover command over several segments:

· in UTRAN for network configurations using 10ms TTI for UMTS SRBs configuration this results in 2 additional TBs thus a minimum delay of 20ms in ideal conditions. In older network configurations the minimum delay would be 40ms.
· in GERAN minimum 2 segments which is the double the size of the current handover command and considering that the handover command segments are send in acknowledged mode it results in a minimum additional 80ms delay in ideal conditions.
One additional problem with the AS solution is that in case of CS to PS SRVCC to E-UTRAN the mobile receives 2 NONCE values with the handover command:

1. NONCEMSC  IE as part of the AS solution 
2. NONCEMME  IE as part of the “NAS security parameters to E-UTRA” . The NONCEMME is not needed by the mobile as the mobile has to discard this value upon receipt (see TS33.401) and use the NONCEMSC instead. Therefore the additional 5 octets for transferring this value to the UE are wasted and increase unnecessary the size of the handover command. It must be noted that this value is not used / treated by the eNB as this IE is send transparently to the mobile from the MME in the NAS Security parameters container.
3. Proposal for the AS solution

Seen that the AS solution seems to be the favourite solution it is proposed to instruct the GERAN2 and RAN2/RAN3 groups to limit the amount of information to be added to the handover command over the radio interface signaling:
· send only the IP port and IP address with the handover command instead of complete ATGW Transfer details IE to enable fixed container size also in future releases; 

· omit the NONCEMME from the “NAS security parameters to E-UTRA” in case of CS to PS SRVCC to E-UTRAN since this value is to be discarded by the mobile anyway such that only the NONCEMSC is received by the mobile. This would allow for reduction of the size of the IEs to be send through the HANDOVER COMMAND over the radio interface by 5 octets. In addition this would avoid any possible mistakes by the mobiles in using a wrong NONCE value. 
3. Conclusions 
The advantages of the NAS solution compared to the AS solution are multifold. Should TSG SA2 decide to conclude that AS is preferred, the proposal is to limit the impacts on the radio interface signalling such that only the necessary IE are sent to the mobile namely: 

· send only the IP port and IP address with the handover command thus not the entire ATGW Transfer details IE to enable fixed container size also in future releases; 

· omit the NONCEMME (size of 5 octets) from the “NAS security parameters to E-UTRA” in case of CS to PS SRVCC to E-UTRAN since this value is to be discarded by the mobile anyway as per 3GPP TS 33.102/ TS33.401 to allow that as per legacy procedures mobile receives a single NONCE key thus only the NONCEMSC and avoid wasting 5 octets per radio interface message.
Corresponding LS should be send to RAN2, RAN3, SA3, CT1 and CT4. 
Annex A

Stage3 details of AS solution in RAN specifications

As per [R2-125040] the information element to be added to the signaling on the Iu interface and thereafter on the air interface is depicted below:

“

10.3.3.xx
rSR-VCC Info

This IE contains information that allows the calculation of the CK and IK for the PS domain and the uplink traffic transmission information, due to an rSR-VCC procedure.

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description
	Version

	NONCE
	OP
	
	Bit string (128)
	
	REL-11

	IMS information
	MP
	
	Octet String(SIZE(1..32))
	Contains ATGW transfer details as defined in [24.237]
	REL-11


“

where:

“

RSR-VCC-Info ::=





SEQUENCE {


nonce






BIT STRING (SIZE (128))




OPTIONAL,


ims-Information           

OCTET STRING
(SIZE (1.. 32))
}

“

Stage 3 details of AS solution in GERAN specifications
The latest CR in GERAN [GP-121078] specifies the following: 

“

10.5.2.80
CN to MS transparent information
This information element is defined as a general container for passing CN specific information transparently through the BSS from the CN to the MS.

The CN to MS transparent information IE is a type 4 information element with length 20-n octets.
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	NOTE 1: The content of this field is transparent to the BSS and will be determined by whether a CS to PS SRVCC to UTRAN (HSPA) or E-UTRAN is performed.


Figure 10.5.2.79.1: CN to MS transparent information element
NONCEMSC field is encoded as the NONCEMSC IE as defined in 3GPP TS 33.102.
ATGW transfer details field is encoded as the ATGW transfer details IE as defined in 3GPP TS 24.237 as given below:
D.5.3.3
ATGW transfer details

The ATGW transfer details indicate the ATGW media configuration to be used by SC UE when sending the speech media of the session transferred by the CS to PS SRVCC access transfer.

The ATGW transfer details are encoded in the structure shown in the figure D.5.3.3-1 and table D.5.3.3-1.
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Figure D.5.3.3-1: ATGW transfer details structure 

Table D.5.3.3-1: ATGW transfer details structure

	In this version of specification, the sender sets the Reserved field to zero and the recipient ignores the Reserved field.

The ATGW transfer details content type field indicates type of the ATGW transfer details content. Bit 2 of the ATGW transfer details content type field contains the most significant bit. 

In this version of the specification, the following ATGW transfer details content type values are specified:

-
0 (ATGW-IPv4-address-and-port);

-
1 (ATGW-IPv6-address-and-port).

-
2 (ATGW-not-available).

When the ATGW transfer details content type field indicates value other than those specified in this version of the specification, the ATGW Transfer details content field is ignored by the recipient. The sender sets the ATGW transfer details content type field only to a value specified in this version of the specification.

When the ATGW transfer details content type field indicates ATGW-IPv4-address-and-port, the ATGW Transfer details content field is structured as in Figure D.x.3.3-2 and Table D.x.3.3-2.

When the ATGW transfer details content type field indicates ATGW-IPv6-address-and-port, the ATGW Transfer details content field is structured as in Figure D.x.3.3-3 and Table D.x.3.3-3.

When the ATGW transfer details content type field indicates ATGW-not-available, the ATGW Transfer details content field is not included.
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Figure D.5.3.3-2: ATGW transfer details content structure when the ATGW transfer details content type field indicates ATGW-IPv4-address-and-port

Table D.5.3.3-2: ATGW transfer details content structure when the ATGW transfer details content type field indicates ATGW-IPv4-address-and-port

	The ATGW UDP port field indicates the ATGW UDP port to be used by SC UE to send the speech media of the session transferred by the CS to PS SRVCC access transfer. Bit 8 of the first octet of the ATGW UDP port field contains the most significant bit and bit 1 of the second octet of the ATGW UDP port field contains the least significant bit.

The ATGW IPv4 address field indicates the ATGW IPv4 address to be used by SC UE to send the speech media of the session transferred by the CS to PS SRVCC access transfer. Bit 8 of the first octet of the ATGW IPv4 address field contains the most significant bit and bit 1 of the fourth octet of the ATGW IPv4 address field contains the least significant bit.

In this version of specification, the sender does not include the extensions field and the recipient ignores the extensions field.
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Figure D.5.3.3-3: ATGW transfer details content structure when the ATGW transfer details content type field indicates ATGW-IPv6-address-and-port 

Table D.5.3.3-3: ATGW transfer details content structure when the ATGW transfer details content type field indicates ATGW-IPv6-address-and-port 

	The ATGW UDP port field indicates the ATGW UDP port to be used by SC UE to send the speech media of the session transferred by the CS to PS SRVCC access transfer. Bit 8 of the first octet of the ATGW UDP port field contains the most significant bit and bit 1 of the second octet of the ATGW UDP port field contains the least significant bit.

The ATGW IPv6 address field indicates the ATGW IPv6 address to be used by SC UE to send the speech media of the session transferred by the CS to PS SRVCC access transfer. Bit 8 of the first octet of the ATGW IPv6 address field contains the most significant bit and bit 1 of the sixteenth octet of the ATGW IPv6 address field contains the least significant bit.

In this version of specification, the sender does not include the extensions field and the recipient ignores the extensions field.
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